This book is a collection of RFCs and Internet-Drafts related to specific working group. The RFC and Internet-Drafts files are normally stored in plain ascii text format and they are converted to html suitable for eBook use by automatic scripts. Those scripts try to detect headers, pictures, lists, references etc and create special html for each of those. For text paragraphs those scripts remove indentation and hard linebreaks and makes text paragraphs as normal text so font size of the eBook can be adjusted at will and features like text-to-speech work.
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As the collection of RFCs is quite large there has been some issues with the conversion to kindle, and some features do not seem to work properly when full set of RFCs is used. Because of this some work-arounds have been made to make the eBook still usable. If the kindle software gets updated some of those work-arounds might be removed. For more information about those see the Conversion section.
The primary output format of the scripts is the .mobi format used in the kindle, and I have been using Kindle 3 as my primary testing device, so if other reader devices are used, there might be more issues. The automatic tools also create the .ePub file, which can be used on platforms which do not support .mobi format. There is program called mobipocket for reading .mobi files, and that program is available for wide range of devices including PalmOS, Symbian, PC, Windows Mobile, Blackberry etc, so also those devices can be used in addition to normal eBook readers.
In this section I will concentrate mostly on how to use this on Kindle 3. This eBook contains 5 main parts:
The cover page includes the date when this eBook was created (i.e. eBook version).
The conversion section includes technical information how this eBook was created and some known issues etc.
There are four main ways to navigate through the book in addition to normal page up and down.
Fastest way to go to specific RFC or Internet-Draft is to press menu button on the Kindle 3, and then select Index from the menu. This will give you the automatic index of the contents of the this file. This allows quick access to the RFC by just typing the numbers to the search box, i.e. pressing Alt-t, Alt-o, Alt-o, Alt-y will jump you to the RFC 5996 and then you can use arrow down to select RFC and hit enter to go there. For internet draft start typing the draft name.
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Third option is to use left and right arrows to navigate the next and previous RFC/Internet-Drafts.
The fourth way to navigate inside the book is to use the links inside the files. The RFC Index has direct links to every 100th RFC. Each file contains links to back 5, forward 5, next and previous rfc. Also any reference inside the documents pointing to other RFCs gets you directly there. Some of the links inside RFC moves you inside the RFC, i.e. clicking link on the table of contents inside the RFC moves you to that section etc. Also references inside the RFC will move you to the refences section etc.
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This document defines one new RTP Control Protocol (RTCP) Source Description (SDES) [RFC3550] item and one new Extended Report (XR) block carrying parameters that identify and describe a measurement period to which one or more other RTCP XR blocks may refer.
The SDES item provides a field for an application-specific auxiliary identifier. This identifier may be used to correlate data in XR blocks within an RTP session with data from a non-RTP session.
An RTCP Measurement Identity SDES packet may be associated with a set of RTCP XR metrics blocks that share the same application-specific measurement identifier.
The XR block does not contain any measurement results (metrics). Instead, it provides information relevant to a measurement reported in one or more other block types, including:
o the sequence number of the first packet of the RTP session,
o the extended sequence numbers of the first packet of the current measurement interval, and the last packet included in the measurement,
o the duration of the most recent measurement interval, and
o the duration of the interval applicable to cumulative measurements (which may be the duration of the RTP session to date).
The calculation method of the extended RTP sequence number is provided in the Real-time Transport Protocol (RTP) [RFC3550].
The RTCP XR block containing the measurement information is intended to provide a single copy of the information necessary to relate measurement data in the RTCP XR blocks to the stream and measurement period to which they refer. Commonly, multiple other small metric blocks contain measurement data for the same stream and period, and overhead would be large if all of these metric blocks carried duplicated data for measurement identification.
The RTCP XR block may be associated with a set of RTCP XR metrics blocks that share the same information relevant to a reported measurement. There may be several such sets in an RTCP packet, in which each set shares the same information relevant to a reported measurement. There may also be RTCP XR blocks in the packet that are not associated with a Measurement Information block, for example, blocks that were defined before the Measurement Identity and information mechanism were introduced by this document.
The use of RTCP for reporting is defined in [RFC3550]. [RFC3611] defines an extensible structure for reporting by using an RTCP XR. [RFC3611] also defines the use of XR blocks. This document defines a new Extended Report block.
The Performance Metrics Framework [RFC6390] provides guidance on the definition and specification of performance metrics. The RTP Monitoring Architectures [MONARCH] provides guidelines for reporting block format using RTCP XR. The SDES item and XR block described in this document are in accordance with [RFC6390] and [MONARCH].
The RTCP SDES item and the RTCP XR block defined in this document provide information relevant to the measurements for members of a family of RTCP XR metrics blocks that are designed to use it. To use the mechanism defined here, the RTCP XR block containing measurement information is not required to be in the same RTCP packet as the SDES item containing measurement identity.
The key words "MUST", "MUST NOT", "REQUIRED", "SHALL", "SHALL NOT", "SHOULD", "SHOULD NOT", "RECOMMENDED", "MAY", and "OPTIONAL" in this document are to be interpreted as described in RFC 2119 [RFC2119].
This section defines the format of the Measurement Identity SDES item. The SDES item is carried in the RTCP SDES packet. The packet format for the RTCP SDES is defined in Section 6.5 of [RFC3550]. Each SDES packet is composed of a header with fixed-length fields for version, source count, packet type (PT), and length, followed by zero or more SDES items. In the SDES packet, the PT field is set to SDES (202).
The application-specific identifier is an additional identifier that is useful in the context of a specific application, e.g., an MPEG-2 transport identifier [MPEG2]. This item MUST be ignored by applications that are not configured to make use of it. The identifier is variable length. Its length is described by the length field. The value of the length field does not include the two-octet SDES item header.
Report Block Structure
Block type (BT): 8 bits
A Measurement Information Block is identified by the constant 14.
Reserved: 8 bits
These bits are reserved. They MUST be set to zero by senders and ignored by receivers.
Block Length: 16 bits
The length of this report block in 32-bit words minus one. For the Measurement Information Block, the block length is equal to 7.
SSRC of source: 32 bits
As defined in Section 4.1 of [RFC3611].
Reserved: 16 bits
These bits are reserved. They MUST be set to zero by senders and ignored by receivers.
First sequence number: 16 bits
The RTP sequence number of the first received RTP packet of the session, used to determine the number of packets contributing to cumulative measurements.
Extended first sequence number of interval: 32 bits
The extended RTP sequence number of the first received RTP packet of the current measurement interval. The extended sequence number is expressed as the low 16-bit value containing the sequence number received in an RTP data packet and the most significant 16-bit value containing the corresponding count of sequence number cycles. For additional information on extended sequence numbers, see the "extended highest sequence number received" definition in Section 6.4.1 of RFC 3550 and Appendix A.1 of RFC 3550.
Extended last sequence number: 32 bits
The extended RTP sequence number of the last received RTP packet that contributed to this measurement. The extended sequence number is expressed as the low 16-bit value containing the sequence number received in an RTP data packet and the most significant 16-bit value containing the corresponding count of sequence number cycles. For additional information on extended sequence numbers, see the "extended highest sequence number received" definition in Section 6.4.1 of RFC 3550 and Appendix A.1 of RFC 3550.
Measurement Duration (Interval): 32 bits
The duration, expressed in units of 1/65536 seconds, of the reporting interval applicable to Interval reports that use this Measurement Information Block. The value of this field can be calculated by the receiver of the RTP media stream, for example, based on received RTP media packets or using the RTCP method described in [RFC3550].
Measurement Duration (Cumulative): 64 bits
The duration of the reporting interval applicable to Cumulative reports that use this Measurement Information Block. The value of this field is represented using a 64-bit NTP-format timestamp as defined in [RFC5905], which is a 64-bit unsigned fixed-point number with the integer part in the first 32 bits and the fractional part in the last 32 bits. It can be calculated by the receiver of the RTP media stream, for example, based on received RTP media packets or using the RTCP method described in [RFC3550].
A new SDES item type for RTCP SDES and a new XR block type for RTCP XR have been registered with IANA. For general guidelines on IANA considerations, refer to [RFC3550] for RTCP SDES and [RFC3611] for RTCP XR.
This document adds the Measurement Identity SDES item to the IANA "RTP SDES item types" registry as follows:
This document assigns the block type value 14 in the IANA "RTCP XR Block Type Registry" to the "Measurement Information Block".
The contact information for the registrations is:
RTCP reports can contain sensitive information, including information about the nature and duration of a session established between two or more endpoints. Therefore, the use of security mechanisms with RTP, as documented in Section 9 of [RFC3550], applies.
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This document defines a new block type to augment those defined in [RFC3611], for use in a range of RTP applications.
The new block type provides information on Packet Delay Variation (PDV) using one of several standard metrics, for example, Mean Absolute Packet Delay Variation 2 (MAPDV2) (Clause 6.2.3.2 of [G.1020]) or 2-point PDV (Clause 6.2.4 of [Y.1540]).
The metrics belong to the class of transport metrics defined in [MONARCH].
The use of RTCP for reporting is defined in [RFC3550]. [RFC3611] defined an extensible structure for reporting using an RTCP Extended Report (XR). This document defines a new Extended Report block for use with [RFC3550] and [RFC3611].
The Performance Metrics Framework [RFC6390] provides guidance on the definition and specification of performance metrics. The RTP monitoring architectures [MONARCH] provides guidelines for reporting block format using RTCP XR. The XR block described in this document is in accordance with the guidelines in [RFC6390] and [MONARCH].
These metrics are applicable to a wide range of RTP applications in which the application streams are sensitive to delay variation [RFC5481]. For example, applications could use the measurements of these metrics to help adjust the size of adaptive jitter buffers to improve performance. Network managers can use these metrics to compare actual delay variation to targets (i.e., a numerical objective or Service Level Agreement) to help ensure the quality of real-time application performance.
The key words "MUST", "MUST NOT", "REQUIRED", "SHALL", "SHALL NOT", "SHOULD", "SHOULD NOT", "RECOMMENDED", "MAY", and "OPTIONAL" in this document are to be interpreted as described in RFC 2119 [RFC2119].
This report block makes use of binary fractions. The terminology used is
Numeric formats S X:Y
where S indicates a two's complement signed representation, X the number of bits prior to the decimal place, and Y the number of bits after the decimal place.
Hence, 8:8 represents an unsigned number in the range 0.0 to 255.996 with a granularity of 0.0039. S7:8 represents the range -127.996 to +127.996. 0:16 represents a proper binary fraction with range as follows:
0.0 to 1 - 1/65536 = 0.9999847
however, note that use of flag values at the top of the numeric range slightly reduces this upper limit. For example, if the 16-bit values 0xfffe and 0xffff are used as flags for "over- range" and "unavailable" conditions, a 0:16 quantity has a range as follows:
0.0 to 1 - 3/65536 = 0.9999542
Metrics in this block report on packet delay variation in the stream arriving at the RTP system. The measurement of these metrics is made at the receiving end of the RTP stream. Instances of this metric block refer by synchronization source (SSRC) to the separate auxiliary Measurement Information Block [RFC6776], which contains measurement intervals. This metric block relies on the measurement interval given by the value of the "Measurement Duration (Interval)" field in the Measurement Information Block to indicate the span of the report and MUST be sent in the same compound RTCP packet as the Measurement Information Block. If the measurement interval is not received for this metric block, this metric block MUST be discarded.
PDV metrics block:
Figure 1: Report Block Structure
Block type (BT): 8 bits
A Packet Delay Variation Metrics Block is identified by the constant 15.
Interval Metric flag (I): 2 bit
This field is used to indicate whether the Packet Delay Variation metrics are Sampled, Interval, or Cumulative metrics [MONARCH], that is, whether the reported values apply to the most recent measurement interval duration between successive metrics reports (I=10) (the Interval Duration), or they apply to the accumulation period characteristic of cumulative measurements (I=11) (the Cumulative Duration), or they are a sampled instantaneous value (I=01) (Sampled Value). The value I=00 is reserved and MUST NOT be used. If the value I=00 is received, then the XR block MUST be ignored by the receiver.
Packet Delay Variation Metric Type (pdvtyp): 4 bits
Packet Delay Variation Metric Type is of type enumerated and is interpreted as an unsigned, 4-bit integer. This field is used to identify the Packet Delay Variation Metric Type used in this report block, according to the following code:
bits 014-011
0: MAPDV2, Clause 6.2.3.2 of [G.1020],
1: 2-point PDV, Clause 6.2.4 of [Y.1540].
Rsv: 2 bits
This field is reserved for future definition. In the absence of such a definition, the bits in this field MUST be set to zero and ignored by the receiver.
block length: 16 bits
The length of this report block is in 32-bit words, minus one. For the Packet Delay Variation Metrics Block, the block length is equal to 4.
SSRC of source: 32 bits
This field is as defined in Section 4.1 of [RFC3611].
Positive PDV Threshold/Peak: 16 bits
This field is associated with the Positive PDV percentile and expressed in milliseconds with numeric format S11:4. The term "Positive" represents that the packets are arriving later than the expected time.
If the measured value is less than -2047.9375 (the value that would be coded as 0x8001), the value 0x8000 SHOULD be reported to indicate an over-range negative measurement. If the measured value is greater than +2047.8125 (the value that would be coded as 0x7FFD), the value 0x7FFE SHOULD be reported to indicate an over- range positive measurement. If the measurement is unavailable, the value 0x7FFF MUST be reported.
Positive PDV Percentile: 16 bits
This field indicates the percentages of packets in the RTP stream for which individual packet delays were less than the Positive PDV Threshold. It is expressed in numeric format 8:8 with values from 0 to 100th percentile.
If the measurement is unavailable, the value 0xFFFF MUST be reported.
Negative PDV Threshold/Peak: 16 bits
This field is associated with the Negative PDV percentile and expressed in milliseconds with numeric format S11:4. The term "Negative" represents that the packets are arriving earlier than the expected time.
If the measured value is more negative than -2047.9375 (the value that would be coded as 0x8001), the value 0x8000 SHOULD be reported to indicate an over-range negative measurement. If the measured value is more positive than +2047.8125 (the value that would be coded as 0x7FFD), the value 0x7FFE SHOULD be reported to indicate an over-range positive measurement. If the measurement is unavailable, the value 0x7FFF MUST be reported.
Negative PDV Percentile: 16 bits
This field indicates the percentages of packets in the RTP stream for which individual packet delays were more than the Negative PDV Threshold. It is expressed in numeric format 8:8 with values from 0 to 100th percentile.
If the measurement is unavailable, the value 0xFFFF MUST be reported.
If the PDV Type indicated is 2-point PDV and the Positive and Negative PDV percentiles are set to 100.0, then the Positive and Negative Threshold/Peak PDV values are the peak values measured during the reporting interval (which may be from the start of the call for cumulative reports). In this case, the difference between the Positive and Negative Threshold/Peak values defines the range of 2-point PDV.
Mean PDV: 16 bits
The mean PDV value of data packets is expressed in milliseconds with Numeric format S11:4 format.
For MAPDV2, this value is generated according to Clause 6.2.3.2 of [G.1020]. For interval reports, the MAPDV2 value is reset at the start of the interval.
For 2-point PDV, the value reported is the mean of per-packet 2-point PDV values. This metric indicates the arrival time of the first media packet of the session with respect to the mean of the arrival times of every packet of the session. A single value of the metric (for a single session) may not be useful by itself, but its average over a number of sessions may be useful in diagnosing media delay at session startup. For example, this might occur if media packets are often delayed behind signaling packets due to head-of-line blocking.
If the measured value is more negative than -2047.9375 (the value that would be coded as 0x8001), the value 0x8000 SHOULD be reported to indicate an over-range negative measurement. If the measured value is more positive than +2047.8125 (the value that would be coded as 0x7FFD), the value 0x7FFE SHOULD be reported to indicate an over-range positive measurement. If the measurement is unavailable, the value 0x7FFF MUST be reported.
Reserved: 16 bits
These bits are reserved for future definition. They MUST be set to zero by the sender and ignored by the receiver.
This subsection provides informative guidance on when it might be appropriate to use each of the PDV metric types.
MAPDV2 (Clause 6.2.3.2 of [G.1020]) is the envelope of instantaneous (per-packet) delay when compared to the short-term moving average delay. This metric could be useful in determining residual impairment when an RTP end system uses an adaptive de-jitter buffer that tracks the average delay variation, provided that the averaging behavior of the adaptive algorithm is similar to that of the MAPDV2 algorithm.
2-point PDV (Clause 6.2.4 of [Y.1540]) reports absolute packet delay variation with respect to a defined reference packet transfer delay. Note that the reference packet is generally selected as the packet with minimum delay based on the most common criterion (see Sections 1 and 5.1 of [RFC5481]). In an RTP context, the two "points" are at the sender (the synchronization source that applies RTP timestamps) and at the receiver. The value of this metric for the packet with index j is identical to the quantity D(i,j) defined in Section 6.4.1 of [RFC3550], and the packet index i should be set equal to the index of the reference packet for the metric in practice. The metric includes the effect of the frequency offsets of clocks in both the sender and receiver end systems, so it is useful mainly in networks where synchronization is distributed. As well as measuring packet delay variation in such networks, it may be used to ensure that synchronization is effective, for example, where the network carries ISDN data traffic over RTP [RFC4040]. The metric is likely to be useful in networks that use fixed de-jitter buffering, because it may be used to determine the length of the required de-jitter buffer, or to determine if network performance has deteriorated such that existing de-jitter buffers are too small to accommodate the observed delay variation.
(a) To report MAPDV2 [G.1020]:
Pos PDV Threshold = 50.0; Pos PDV Percentile = 95.3; Neg PDV Threshold = 50.0 (note this implies -50 ms); Neg PDV Percentile = 98.4; PDV type = 0 (MAPDV2)
causes average MAPDV2 to be reported in the Mean PDV field.
Note that implementations either may fix the reported percentile and calculate the associated PDV level or may fix a threshold PDV level and calculate the associated percentile. From a practical implementation perspective, it is simpler to use the second of these approaches (except of course in the extreme case of the 100th percentile).
(b) To report 2-point PDV [Y.1540]:
Pos PDV Threshold = 60 (note this implies +60 ms); Pos PDV Percentile = 96.3; Neg PDV Threshold = 0; Neg PDV Percentile = 0; PDV type = 1 (2-point PDV)
causes 2-point PDV to be reported in the Mean PDV field.
2-point PDV, according to [Y.1540] is the difference in delay between the current packet and the referenced packet of the stream. If the sending and receiving clocks are not synchronized, this metric includes the effect of relative timing drift.
[RFC3611] defines the use of the Session Description Protocol (SDP) [RFC4566] for signaling the use of XR blocks. XR blocks MAY be used without prior signaling.
This section augments the SDP [RFC4566] attribute "rtcp-xr" defined in [RFC3611] by providing an additional value of "xr-format" to signal the use of the report block defined in this document. xr-format =/ xr-pdv-block
When SDP is used in offer/answer, a system sending SDP may request a specific type of PDV measurement. In addition, they may state a specific percentile or threshold value and expect to receive the corresponding threshold or percentile metric, respectively. The system receiving the SDP SHOULD send the PDV metrics requested, but if the metric is not available, the system receiving the SDP MUST send the metric block with the flag value indicating that the metric is unavailable.
New block types for RTCP XR are subject to IANA registration. For general guidelines on IANA considerations for RTCP XR, refer to [RFC3611].
This document assigns the block type value 15 in the IANA "RTCP XR Block Type" registry to the "Packet Delay Variation Metrics Block".
This document also registers a new parameter "pkt-dly-var" in the "RTCP XR SDP Parameters" registry.
The contact information for the registrations is:
Qin Wu (sunseawq@huawei.com)
This document creates a new registry to be called "RTCP XR PDV block - PDV type" as a sub-registry of the "RTP Control Protocol Extended Reports (RTCP XR) Block Type Registry". Policies for this new registry are as follows:
o The information required to support an assignment is an unambiguous definition of the new metric, covering the base measurements and how they are processed to generate the reported metric. This should include the units of measurement, how values of the metric are reported in the three 16-bit fields "Pos PDV Threshold/Peak", "Neg PDV Threshold/Peak", and "Mean PDV" within the report block, and how the metric uses the two 16-bit fields "Pos PDV Percentile" and "Neg PDV Percentile".
o The review process for the registry is "Specification Required" as described in Section 4.1 of [RFC5226].
o Entries in the registry are unsigned 4-bit integers. The valid range is 0 to 15 corresponding to the 4-bit field "pdvtyp" in the block. Values are to be recorded in decimal.
o Initial assignments are as follows:
* 0: MAPDV2, Clause 6.2.3.2 of [G.1020],
* 1: 2-point PDV, Clause 6.2.4 of [Y.1540],
* 2-15: Reserved for future use.
It is believed that this proposed RTCP XR block introduces no new security considerations beyond those described in [RFC3611]. This block does not provide per-packet statistics so the risk to confidentiality documented in Section 7, paragraph 3, of [RFC3611] does not apply.
Geoff Hunt wrote the initial version of this document.
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This document defines a new block type to augment those defined in [RFC3611] for use in a range of RTP applications. The new block type supports the reporting of the mean, minimum, and maximum values of the network round-trip delay between RTP interfaces in peer RTP end systems as measured, for example, using the RTCP method described in [RFC3550]. It also supports reporting of the component of the round- trip delay internal to the local RTP system.
The network metrics belong to the class of transport metrics defined in [RFC6792].
The use of RTCP for reporting is defined in [RFC3550]. [RFC3611] defined an extensible structure for reporting using an RTCP Extended Report (XR). This document defines a new Extended Report block for use with [RFC3550] and [RFC3611].
The Performance Metrics Framework [RFC6390] provides guidance on the definition and specification of performance metrics. The RTP Monitoring Architectures [RFC6792] provides guidelines for reporting block format using RTCP XR. The metrics block described in this document is in accordance with the guidelines in [RFC6390] and [RFC6792].
These metrics are applicable to a range of RTP applications in which this report block would be useful, such as multimedia conferencing and streaming audio and video. Knowledge of the round-trip delay and delay characteristics can aid other receivers in sizing their receive buffers and selecting a playout delay. The same information is also valuable to network managers in troubleshooting network and user experience issues.
The key words "MUST", "MUST NOT", "REQUIRED", "SHALL", "SHALL NOT", "SHOULD", "SHOULD NOT", "RECOMMENDED", "MAY", and "OPTIONAL" in this document are to be interpreted as described in RFC 2119 [RFC2119].
Metrics in this block report on packet delay in the stream arriving at the RTP system. The measurement of these metrics is made either at the receiving end of the RTP stream or at the sending end of the RTP stream. Instances of this metrics block refer by synchronization source (SSRC) to the separate auxiliary Measurement Information block [RFC6776], which contains measurement periods (see [RFC6776], Section 4.2). This metrics block relies on the measurement period in the Measurement Information block indicating the span of the report and SHOULD be sent in the same compound RTCP packet as the Measurement Information block. If the measurement period is not received in the same compound RTCP packet as this metrics block, this metrics block MUST be discarded.
Delay metrics block
Figure 1: Report Block Structure
Block type (BT): 8 bits
A Delay Report Block is identified by the constant 16.
Interval Metric flag (I): 2 bit
This field is used to indicate whether the delay metrics are Sampled, Interval or Cumulative metrics:
I=10: Interval Duration - the reported value applies to the most recent measurement interval duration between successive metrics reports.
I=11: Cumulative Duration - the reported value applies to the accumulation period characteristic of cumulative measurements.
I=01: Sampled Value - the reported value is a sampled instantaneous value.
Reserved (resv): 6 bits
These bits are reserved. They MUST be set to zero by senders and ignored by receivers (see [RFC6709], Section 4.2).
block length: 16 bits
The length of this report block in 32-bit words, minus one. For the delay block, the block length is equal to 6.
SSRC of source: 32 bits
As defined in Section 4.1 of [RFC3611].
Mean Network Round-Trip Delay: 32 bits
The Mean Network Round-Trip Delay is the mean value of the RTP-to- RTP interface round-trip delay over the measurement period, expressed in units of 1/65536 seconds. This value is typically determined using "the NTP timestamp field" in the RTCP sender report (SR) and "the last SR (LSR) field","delay since last SR (DLSR) field" in the RTCP receiver report (RR) (see [RFC3550], Section 6.4.1 and Figure 2). It also can be determined using "the NTP timestamp field" in the RTCP Receiver Reference Time Report Block and "last RR (LRR) field", "delay since last RR (DLRR) field" in the DLRR Report Block (see [RFC3611], Section 4.5).
If only one measurement of Round-Trip Delay is available for the time span of the report (i.e., the measurement period) (whether Interval or Cumulative), this single value SHOULD be reported as the mean value.
If the measurement is unavailable, the value of this field with all bits set to 1 MUST be reported.
Min Network Round-Trip Delay: 32 bits
The Min Network Round Trip Delay is the minimum value of the RTP- to-RTP interface round-trip delay over the measurement period, expressed in units of 1/65536 seconds. This value is typically determined using the NTP timestamp field in the RTCP SR and LSR field and DLSR field in the RTCP RR. It also can be determined using the NTP timestamp field in the RTCP Receiver Reference Time Report Block and LRR field and DLRR field in the DLRR Report Block.
If only one measurement of Round Trip Delay is available for the time span of the report (i.e., the measurement period) (whether Interval or Cumulative), this single value SHOULD be reported as the minimum value.
If the measurement is unavailable, the value of this field with all bits set to 1 MUST be reported.
Max Network Round-Trip Delay: 32 bits
The Max Network Round-Trip Delay is the maximum value of the RTP- to-RTP interface round-trip delay over the measurement period, expressed in units of 1/65536 seconds. This value is typically determined using the NTP timestamp field in the RTCP SR and LSR field and DLSR field in the RTCP RR. It also can be determined using the NTP timestamp field in the RTCP Receiver Reference Time Report Block and LRR field and DLRR field in the DLRR Report Block.
If only one measurement of Round-Trip Delay is available for the time span of the report (i.e.,the measurement period) (whether Interval or Cumulative), this single value SHOULD be reported as the maximum value.
If the measurement is unavailable, the value of this field with all bits set to 1 MUST be reported.
End System Delay: 64 bits
The End System Delay is the internal round-trip delay within the reporting endpoint, calculated using the nominal value of the jitter buffer delay plus the accumulation/encoding and decoding/ playout delay associated with the codec being used. The value of this field is represented using a 64-bit NTP-format timestamp as defined in [RFC5905], which is a 64-bit unsigned fixed-point number with the integer part in the first 32 bits and the fractional part in the last 32 bits.
If the measurement is unavailable, the value of this field with all bits set to 1 MUST be reported.
[RFC3611] defines the use of SDP (Session Description Protocol) [RFC4566] for signaling the use of XR blocks. XR blocks MAY be used without prior signaling.
This section augments the SDP [RFC4566] attribute "rtcp-xr" defined in [RFC3611] by providing an additional value of "xr-format" to signal the use of the report block defined in this document.
xr-format =/ xr-delay-block
xr-delay-block ="delay"
When SDP is used in offer/answer context, the SDP Offer/Answer usage defined in [RFC3611] applies.
New block types for RTCP XR are subject to IANA registration. For general guidelines on IANA considerations for RTCP XR, refer to [RFC3611].
This document assigns the block type value 16 in the IANA "RTP Control Protocol Extended Reports (RTCP XR) Block Type Registry" to the "Delay Metrics Block".
This document also registers a new parameter "delay" in the "RTP Control Protocol Extended Reports (RTCP XR) Session Description Protocol (SDP) Parameters" registry.
The contact information for the registrations is:
It is believed that this proposed RTCP XR report block introduces no new security considerations beyond those described in [RFC3611]. This block does not provide per-packet statistics, so the risk to confidentiality documented in Section 7, paragraph 3, of [RFC3611] does not apply.
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This document defines a new block type to augment those defined in [RFC3611] for use in a range of RTP applications. The new block type supports the reporting of the proportion of packets lost by the network. The losses during loss bursts are reported, together with the number of bursts and additional data, allowing the calculation of statistical parameters (mean and variance) of the distribution of burst lengths. Some uses of these metrics depend on the availability of the metric "cumulative number of packets lost" from RTCP [RFC3550].
This block provides information on transient IP problems. Burst/gap metrics are typically used in Cumulative reports; however, they also may be used in Interval reports. The burstiness of packet loss affects user experience, may influence any sender strategies to mitigate the problem, and may also have diagnostic value.
The metric belongs to the class of transport-related end system metrics defined in [RFC6792].
The definitions of "burst", "gap", "loss", and "discard" are consistent with definitions in [RFC3611]. To accommodate the range of jitter buffer algorithms and packet discard logic that may be used by implementors, the method used to distinguish between bursts and gaps may be an equivalent method to that defined in [RFC3611]. The method used should produce the same result as that defined in [RFC3611] for conditions of burst packet loss but may produce different results for conditions of time-varying jitter.
The use of RTCP for reporting is defined in [RFC3550]. [RFC3611] defines an extensible structure for reporting by using an RTCP Extended Report (XR). This document defines a new Extended Report block for use with [RFC3550] and [RFC3611].
The Performance Metrics Framework [RFC6390] provides guidance on the definition and specification of performance metrics. The "Guidelines for Use of the RTP Monitoring Framework" [RFC6792] provides guidelines for reporting block format using RTCP XR. The Metrics Block described in this document is in accordance with the guidelines in [RFC6390] and [RFC6792].
These metrics are applicable to a range of RTP applications that contain jitter buffers and don't use stream repair means, e.g., Forward Error Correction (FEC) [RFC5109] and/or retransmission [RFC4588].
The key words "MUST", "MUST NOT", "REQUIRED", "SHALL", "SHALL NOT", "SHOULD", "SHOULD NOT", "RECOMMENDED", "MAY", and "OPTIONAL" in this document are to be interpreted as described in RFC 2119 [RFC2119]. In addition, the following terms are defined:
Received, Lost, and Discarded
A packet shall be regarded as lost if it fails to arrive within an implementation-specific time window. A packet that arrives within this time window but is too early or late to be played out or thrown away before playout due to packet duplication or redundancy shall be regarded as discarded. A packet shall be classified as one of received (or OK), discarded, or lost. The metric "cumulative number of packets lost" defined in [RFC3550] reports a count of packets lost from the media stream (single Synchronization Source (SSRC) within a single RTP session). Similarly, the metric "number of packets discarded" defined in [DISCARD] reports a count of packets discarded from the media stream (single SSRC within single RTP session) arriving at the receiver. The post-repair Loss RLE metric, which is defined in [RFC5725], can be used to report the number of packets that are not recovered by any repair techniques that are in use.
Bursts and Gaps
The terms "burst" and "gap" are used in a manner consistent with that of RTCP XR [RFC3611]. RTCP XR views an RTP stream as being divided into bursts, which are periods when the loss rate is high enough to cause noticeable quality degradation (generally over 5 percent loss rate) and gaps, which are periods when lost packets are infrequent and hence quality is generally acceptable.
Metrics in this block report on burst/gap loss in the stream arriving at the RTP system. The measurement of these metrics is made at the receiving end of the RTP stream. Each instance of this Metrics Block refers by SSRC to a separate auxiliary Measurement Information Block [RFC6776], which describes the measurement periods in use (see RFC 6776, Section 4.2).
This Metrics Block relies on the measurement period in the Measurement Information Block indicating the span of the report. Senders MUST send this block in the same compound RTCP packet as the Measurement Information Block. Receivers MUST verify that the measurement period is received in the same compound RTCP packet as this Metrics Block. If not, this Metrics Block MUST be discarded.
The structure of the Burst/Gap Loss Metrics Block is as follows.
Figure 1: Report Block Structure
Block Type (BT): 8 bits
A Burst/Gap Loss Metrics Block is identified by the constant 20.
Interval Metric flag (I): 2 bits
This field is used to indicate whether the burst/gap loss metrics are Sampled, Interval, or Cumulative metrics:
I=10: Interval Duration - the reported value applies to the most recent measurement interval duration between successive metrics reports.
I=11: Cumulative Duration - the reported value applies to the accumulation period characteristic of cumulative measurements.
I=01: Sampled Value - the reported value is a sampled instantaneous value.
In this document, burst/gap loss metrics can only be measured over definite intervals and cannot be sampled. Also, the value I=00 is reserved for future use. Senders MUST NOT use the values I=00 or I=01. If a block is received with I=00 or I=01, the receiver MUST discard the block.
Loss and Discard Combination flag (C): 1 bit
The 'C' flag is used to indicate whether the loss/discard report is combined with the burst/gap loss report in the same compound RTCP packet. The value is set to '1' if the loss/discard report and the burst gap loss report are combined. Otherwise, the value is set to '0'. If the 'C' flag is set to '1' but the burst/gap discard was not sent, the receiver MUST discard the burst/gap loss.
Reserved (resv.): 5 bits
These bits are reserved. They MUST be set to zero by senders and ignored by receivers (see [RFC6709], Section 4.2).
Block Length: 16 bits
The length of this report block in 32-bit words, minus one. For the Burst/Gap Loss Metrics Block, the block length is equal to 5. The block MUST be discarded if the block length is set to a different value.
SSRC of Source: 32 bits
As defined in Section 4.1 of [RFC3611].
Threshold: 8 bits
The Threshold is equivalent to Gmin in [RFC3611], i.e., the number of successive packets that must be received prior to and following a lost packet in order for this lost packet to be regarded as part of a gap. Note that the threshold is calculated in accordance with the Gmin Calculation defined in Section 4.7.2 of RFC 3611.
Sum of Burst Durations (ms): 24 bits
The total duration of bursts of lost packets in the period of the report (Interval or Cumulative).
The measured value is an unsigned value. If the measured value exceeds 0xFFFFFD, the value 0xFFFFFE MUST be reported to indicate an over-range measurement. If the measurement is unavailable, the value 0xFFFFFF MUST be reported.
Packets Lost in Bursts: 24 bits
The total number of packets lost during loss bursts.
The measured value is an unsigned value. If the measured value exceeds 0xFFFFFD, the value 0xFFFFFE MUST be reported to indicate an over-range measurement. If the measurement is unavailable, the value 0xFFFFFF MUST be reported.
Total Packets Expected in Bursts: 24 bits
The total number of packets expected during loss bursts (that is, the sum of received packets and lost packets).
The measured value is an unsigned value. If the measured value exceeds 0xFFFFFD, the value 0xFFFFFE MUST be reported to indicate an over-range measurement. If the measurement is unavailable, the value 0xFFFFFF MUST be reported.
Number of Bursts: 16 bits
The number of bursts in the period of the report (Interval or Cumulative).
The measured value is an unsigned value. If the measured value exceeds 0xFFFD, the value 0xFFFE MUST be reported to indicate an over-range measurement. If the measurement is unavailable, the value 0xFFFF MUST be reported.
Sum of Squares of Burst Durations (ms-squared): 36 bits
The sum of the squares of burst durations (where individual burst durations are expressed in ms) in the period of the report (Interval or Cumulative). The units for this quantity are milliseconds-squared.
The measured value is an unsigned value. If the measured value exceeds 0xFFFFFFFFD, the value 0xFFFFFFFFE MUST be reported to indicate an over-range measurement. If the measurement is unavailable, the value 0xFFFFFFFFF MUST be reported.
The metrics described here are intended to be used as described in this section, in conjunction with information from the Measurement Information Block [RFC6776] and also with the metric "cumulative number of packets lost" provided in standard RTCP [RFC3550].
These metrics provide information relevant to statistical parameters, including:
o the fraction of packets lost during bursts (i.e., Burst Loss Rate in [SUMSTAT]), which can be calculated using the metric "Packets Loss in Bursts" and the metric "Total Packets Expected in Bursts" provided in the Burst/Gap Loss Metrics Block.
o the fraction of packets lost during gaps (i.e., Gap Loss Rate in [SUMSTAT]), which can be calculated using the metric "Packets Loss in Bursts" and the metric "Total Packets Expected in Bursts" provided in the Burst/Gap Loss Metrics Block.
o burst duration mean [SUMSTAT], which can be calculated using the metric "Packets Loss in Bursts" and the metric "Total Packets Expected in Bursts" provided in the Burst/Gap Loss Metrics Block.
o burst duration variance [SUMSTAT], which can be calculated using the metric "Packets Loss in Bursts" and the metric "Total Packets Expected in Bursts" provided in the Burst/Gap Loss Metrics Block.
The details on calculation of these parameters in the metrics are described in [SUMSTAT].
This Metrics Block is applicable to a broad range of RTP applications. Where the metric is used with a Voice-over-IP (VoIP) application and the stream repair means is not available, the following considerations apply.
RTCP XR views a call as being divided into bursts, which are periods when the loss rate is high enough to cause noticeable call quality degradation (generally over 5 percent loss rate), and gaps, which are periods when lost packets are infrequent and hence call quality is generally acceptable.
If Voice Activity Detection is used, the Burst and Gap Durations shall be determined as if silence packets had been sent, i.e., a period of silence in excess of Gmin packets will terminate a burst condition.
The recommended value for the threshold Gmin in [RFC3611] causes a burst during which the call quality is degraded to a similar extent as it would be during a typical Pulse Code Modulation (PCM) Severely Errored Second.
[RFC3611] defines the use of the Session Description Protocol (SDP) [RFC4566] for signaling the use of XR blocks. XR blocks MAY be used without prior signaling.
This section augments the SDP [RFC4566] attribute "rtcp-xr" defined in [RFC3611] by providing an additional value of "xr-format" to signal the use of the report block defined in this document. The ABNF [RFC5234] syntax is below.
xr-format =/ xr-bgl-block
xr-bgl-block = "burst-gap-loss"
When SDP is used in the offer/answer context, the SDP Offer/Answer usage defined in [RFC3611] for unilateral "rtcp-xr" attribute parameters applies. For detailed usage of offer/answer for unilateral parameters, refer to Section 5.2 of [RFC3611].
New block types for RTCP XR are subject to IANA registration. For general guidelines on IANA considerations for RTCP XR, refer to [RFC3611].
This document assigns the block type value 20 in the IANA "RTP Control Protocol Extended Reports (RTCP XR) Block Type Registry" to the "Burst/Gap Loss Metrics Block".
This document also registers a new parameter "burst-gap-loss" in the "RTP Control Protocol Extended Reports (RTCP XR) Session Description Protocol (SDP) Parameters Registry".
The contact information for the registrations is:
Qin Wu (sunseawq@huawei.com)
This block does not provide per-packet statistics, so the risk to confidentiality documented in Section 7, paragraph 3 of [RFC3611] does not apply. However, the gaps indicated within this block could be used to detect the timing of other events on the path between the sender and receiver. For example, a competing multimedia stream might cause a loss burst for the duration of the stream, allowing the receiver of this block to know when the competing stream was active. This risk is not a significant threat since the only information leaked is the timing of the loss, not the cause. Besides this, it is believed that this proposed RTCP XR report block introduces no other new security considerations beyond those described in [RFC3611].
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The six metrics defined in this document are described below using the template from Section 5.4.4 of RFC 6390.
a. Threshold Metric
* Metric Name: Threshold in RTP
* Metric Description: The Threshold is equivalent to Gmin in [RFC3611], i.e., the number of successive RTP packets that must be received prior to and following a lost RTP packet in order for this lost RTP packet to be regarded as part of a gap.
* Method of Measurement or Calculation: See Section 3.2, Threshold definition.
* Units of Measurement: See Section 3.2, Threshold definition.
* Measurement Point(s) with Potential Measurement Domain: See Section 3, 1st paragraph.
* Measurement Timing: See Section 3, 2nd paragraph for measurement timing and Section 3.2 for Interval Metric flag.
* Use and Applications: See Section 1.4.
* Reporting Model: See RFC 3611.
b. Sum of Burst Durations Metric
* Metric Name: Sum of Burst Durations in RTP
* Metric Description: The total duration of bursts of lost RTP packets in the period of the report.
* Method of Measurement or Calculation: See Section 3.2, Sum of Burst Durations definition.
* Units of Measurement: See Section 3.2, Sum of Burst Durations definition.
* Measurement Point(s) with Potential Measurement Domain: See Section 3, 1st paragraph.
* Measurement Timing: See Section 3, 2nd paragraph for measurement timing and Section 3.2 for Interval Metric flag.
* Use and Applications: See Section 1.4.
* Reporting Model: See RFC 3611.
c. Packets Lost in Bursts Metric
* Metric Name: RTP Packets lost in bursts
* Metric Description: The total number of RTP packets lost during loss bursts.
* Method of Measurement or Calculation: See Section 3.2, Packets Lost in Bursts definition.
* Units of Measurement: See Section 3.2, Packets lost in bursts definition.
* Measurement Point(s) with Potential Measurement Domain: See Section 3, 1st paragraph.
* Measurement Timing: See Section 3, 2nd paragraph for measurement timing and Section 3.2 for Interval Metric flag.
* Use and Applications: See Section 1.4.
* Reporting Model: See RFC 3611.
d. Total Packets Expected in Bursts Metric
* Metric Name: Total RTP packets expected in bursts
* Metric Description: The total number of RTP packets expected during loss bursts (that is, the sum of received RTP packets and lost RTP packets).
* Method of Measurement or Calculation: See Section 3.2, Total packets expected in bursts definition.
* Units of Measurement: See Section 3.2, Total packets expected in bursts definition.
* Measurement Point(s) with Potential Measurement Domain: See Section 3, 1st paragraph.
* Measurement Timing: See Section 3, 2nd paragraph for measurement timing and Section 3.2 for Interval Metric flag.
* Use and Applications: See Section 1.4.
* Reporting Model: See RFC 3611.
e. Number of Bursts Metric
* Metric Name: Number of bursts in RTP
* Metric Description: The total duration of bursts of lost RTP packets in the period of the report.
* Method of Measurement or Calculation: See Section 3.2, Number of bursts definition.
* Units of Measurement: See Section 3.2, Number of bursts definition.
* Measurement Point(s) with Potential Measurement Domain: See Section 3, 1st paragraph.
* Measurement Timing: See Section 3, 2nd paragraph for measurement timing and Section 3.2 for Interval Metric flag.
* Use and Applications: See Section 1.4.
* Reporting Model: See RFC 3611.
f. Sum of Squares of Burst Durations Metric
* Metric Name: Sum of Squares of Burst Durations in RTP
* Metric Description: The sum of the squares of burst durations (where individual burst durations are expressed in ms) over in the period of the report.
* Method of Measurement or Calculation: See Section 3.2, Sum of Squares of Burst Durations definition.
* Units of Measurement: See Section 3.2, Sum of Squares of Burst Durations definition.
* Measurement Point(s) with Potential Measurement Domain: See Section 3, 1st paragraph.
* Measurement Timing: See Section 3, 2nd paragraph for measurement timing and Section 3.2 for Interval Metric flag.
* Use and Applications: See Section 1.4.
* Reporting Model: See RFC 3611.
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An MPEG-2 Transport Stream (TS) is a standard container format used in the transmission and storage of multimedia data. Unicast/ multicast MPEG-2 TS over RTP is widely deployed in IPTV systems. This document defines an RTP Control Protocol (RTCP) Extended Report (XR) block that allows the reporting of MPEG-2 TS decodability statistics metrics related to transmissions of MPEG-2 TS over RTP. The metrics specified in the RTCP XR block are not dependent on Program Specific Information (PSI) carried in MPEG-2 TS.
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The European Telecommunications Standards Institute (ETSI) has defined a set of syntax and information consistency tests and corresponding indicators [ETSI] that are recommended for the monitoring of MPEG-2 Transport Streams [ISO-IEC.13818-1.2013]. The tests and corresponding indicators are grouped according to priority:
o First priority - Necessary for decodability (basic monitoring)
o Second priority - Recommended for continuous or periodic monitoring
o Third priority - Recommended for application-dependent monitoring
This memo is based on information consistency tests and resulting indicators defined by ETSI [ETSI] and defines a new block type to augment those defined in [RFC3611] for use with MPEG-2 Transport Stream (TS) [ISO-IEC.13818-1.2013]. The new block type supports reporting of the number of occurrences of each PSI-independent indicator in the first and second priorities; third priority indicators are not supported.
The use of RTCP for reporting is defined in [RFC3550]. [RFC3611] defined an extensible structure for reporting using an RTCP Extended Report (XR). This document defines a new Extended Report block for use with [RFC3550] and [RFC3611].
"Guidelines for Considering New Performance Metric Development" [RFC6390] provides guidance on the definition and specification of performance metrics. "Guidelines for Use of the RTP Monitoring Framework" [RFC6792] provides guidance on the reporting block format using RTCP XR. The new report block described in this memo is in compliance with the monitoring architecture specified in [RFC6792] and the performance metrics framework [RFC6390].
This block type allows a count of MPEG-2 Transport Stream quality metrics that are measured in accordance with ETSI TR 101290 [ETSI] to be reported by an endpoint. These metrics are useful for identifying bitstream packetization and transport stream encoding problems that may affect the user's perception of a video service delivered over RTP.
The key words "MUST", "MUST NOT", "REQUIRED", "SHALL", "SHALL NOT", "SHOULD", "SHOULD NOT", "RECOMMENDED", "MAY", and "OPTIONAL" in this document are to be interpreted as described in RFC 2119 [RFC2119].
ETSI TR 101290 [ETSI] generally defines metrics related to error events while this document contains counts of those metrics defined in [ETSI]. The block defined in this document reports MPEG-2 TS PSI- independent decodability statistics metrics beyond the information carried in the standard RTCP packet format, which are measured at the receiving end of the RTP stream. It contains counts of eight metrics defined in ETSI TR 101290 [ETSI]. Information is reported about basic monitoring parameters necessary to ensure that the TS can be decoded, including:
o Transport Stream Synchronization Losses
o Sync byte errors
o Continuity count errors
and continuous monitoring parameters necessary to ensure the continuous decoding, including:
o Transport errors
o Program Clock Reference (PCR) errors
o PCR repetition errors
o PCR discontinuity indicator errors
o PCR accuracy errors
o Presentation Time Stamp (PTS) errors
The other parameters are ignored since they do not apply to all MPEG-2 implementations. For further information on these parameters, see [ETSI]. Note that when the report of this block spans across more than one measurement interval [RFC6776], the count of the metrics (e.g., Sync byte errors and PCR errors) defined in [ETSI] may reflect a problem in the current or previous measurement interval.
The MPEG-2 TS PSI-Independent Decodability Statistics Metrics Block has the following format:
Block Type (BT): 8 bits
The MPEG-2 TS PSI-Independent Decodability Statistics Metrics Block is identified by the constant 22.
Reserved: 8 bits
These bits are reserved. They MUST be set to zero by senders and ignored by receivers (see [RFC6709] Section 4.2).
Block Length: 16 bits
The constant 11, in accordance with the definition of this field in Section 3 of RFC 3611. The block MUST be discarded if the block length is set to a different value.
Synchronization source (SSRC) of Source: 32 bits
As defined in Section 4.1 of RFC 3611.
begin_seq: 16 bits
The RTP sequence number corresponding to the start of the measurement period, as defined in Section 4.1 of RFC 3611.
end_seq: 16 bits
The RTP sequence number corresponding to the end of the measurement period, as defined in Section 4.1 of RFC 3611.
TS_sync_loss_count: 32 bits
A count of the number of TS_sync_loss errors that occurred in the above sequence number interval. A TS_sync_loss error occurs when there are two or more consecutive incorrect sync bytes within the MPEG-2 TS, as defined in Section 5.2.1 of [ETSI].
Sync_byte_error_count: 32 bits
A count of the number of Sync_byte_errors that occurred in the above sequence number interval. A sync byte error occurs when the sync byte is not equal to 0x47 in any TS packet contained in the MPEG-2 TS, as defined in Section 5.2.1 of [ETSI].
Continuity_count_error_count: 32 bits
A count of the number of Continuity_count_errors that occurred in the above sequence number interval. A Continuity_count_error occurs when any of the following faults happen within the MPEG-2 TS -- incorrect packet order, a packet occurs more than twice, or a packet is lost, as defined in Section 5.2.1 of [ETSI].
Transport_error_count: 32 bits
A count of the number of Transport_errors that occurred in the above sequence number interval. A Transport_error occurs when an erroneous TS packet cannot be corrected within the MPEG-2 TS, as defined in Section 5.2.2 of [ETSI].
PCR_error_count: 32 bits
A count of the number of PCR_errors that occurred in the above sequence number interval. A PCR_error occurs if the primary clock reference (PCR) is not seen for more than 100 ms within the MPEG-2 TS, as defined in Section 5.2.2 of [ETSI]. The time interval between two consecutive PCR values should be no more than 40 ms.
PCR_repetition_error_count: 32 bits
A count of the number of PCR_repetition_errors that occurred in the above sequence number interval. A PCR_repetition_error occurs when the time interval between two consecutive PCR values is more than 40 ms within the MPEG-2 TS, as defined in Section 5.2.2 of [ETSI].
PCR_discontinuity_indicator_error_count: 32 bits
A count of the number of PCR_discontinuity_indicator_errors that occurred in the above sequence number interval. A PCR_discontinuity_indicator_error occurs if the time interval between two consecutive PCR values is more than 100 ms within the MPEG-2 TS, as defined in Section 5.2.2 of [ETSI].
PCR_accuracy_error_count: 32 bits
A count of the number of PCR_accuracy_errors that occurred in the above sequence number interval. A PCR_accuracy_error occurs when the PCR accuracy of the selected program is outside the range of +/-500 ns within the MPEG-2 TS, as defined in Section 5.2.2 of [ETSI].
PTS_error_count: 32 bits
A count of the number of PTS_errors that occurred in the above sequence number interval. A PTS_error occurs when the PTS repetition is more than 700 ms within the MPEG-2 TS, as defined in Section 5.2.2 of [ETSI]. Note that the PTS is contained in the MPEG-2 TS and is used to aid the decoder in presenting the program on time, at the correct speed, and synchronized.
RFC 3611 defines the use of the Session Description Protocol (SDP) [RFC4566] for signaling the use of RTCP XR blocks. However, XR blocks MAY be used without prior signaling (see Section 5 of RFC 3611).
This session augments the SDP attribute "rtcp-xr" defined in Section 5.1 of RFC 3611 by providing an additional value of "xr-format" to signal the use of the report block defined in this document. The ABNF [RFC5234] syntax is as follows.
xr-tpid-block = "ts-psi-indep-decodability"
When SDP is used in Offer/Answer context, the SDP Offer/Answer usage defined in [RFC3611] for unilateral "rtcp-xr" attribute parameters applies. For detailed usage of Offer/Answer for unilateral parameters, refer to Section 5.2 of [RFC3611].
New report block types for RTCP XR are subject to IANA registration. For general guidelines on IANA allocations for RTCP XR, refer to Section 6.2 of RFC 3611.
This document assigns the block type value 22 in the IANA "RTP Control Protocol Extended Reports (RTCP XR) Block Type Registry" to the "MPEG-2 Transport Stream PSI-Independent Decodability Statistics Metrics Block".
This document also registers the new parameter "ts-psi- indep-decodability" in the "RTP Control Protocol Extended Reports (RTCP XR) Session Description Protocol (SDP) Parameters Registry".
The contact information for registrations is:
There might be some relationship between reported error counters and contractual Service Level Agreements (SLAs); hence, an attack (e.g., RTP endpoints reporting false data, or an attacker in the path modifying the data being reported) might deliberately corrupt these error counters, resulting in financial implications for the network operator (either as a result of unneeded performance metrics, or penalty charges for SLA failure).
A solution to prevent such an attack is to apply an authentication and integrity protection framework for the RTCP XR block. This can be accomplished using the RTP profile that combines Secure RTP [RFC3711] and the Audio-Visual Profile with Feedback (AVPF) into Secure AVPF (SAVPF) [RFC5124].
Besides this, the RTCP XR block in this document introduces no new security considerations beyond those described in [RFC3611].
Thanks to Ray van Brandenburg, Claire Bi, Colin Perkins, Roni Even, Dan Romascanu, Ali Begen, Alexey Melnikov, Bert Wijnen, Gonzalo Camarillo, Benoit Claise, and Alan Clark for useful reviews and suggestions.
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This document defines an RTP Control Protocol (RTCP) Extended Report (XR) block that allows the reporting of a simple discard count metric for use in a range of RTP applications.
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This document defines a new block type to augment those defined in [RFC3611] for use in a range of RTP applications. The new block type supports the reporting of the number of packets that are received correctly but are never played out, typically because they arrive too late (buffer underflow) or too early (buffer overflow) to be played out. The metric is applicable both to systems that use packet loss repair techniques (such as forward error correction [RFC5109] or retransmission [RFC4588]) and to those that do not.
This metric is useful for identifying the existence, and characterizing the severity, of packet transport problems that may affect users' perceptions of a service delivered over RTP.
This block may be used in conjunction with [RFC7003], which provides additional information on the pattern of discarded packets. However, the metric in [RFC7003] may be used independently of the metrics in this block.
When a Discard Count Metrics Block is sent together with a Burst/Gap Discard Metrics Block (defined in [RFC7003]) to the media sender or RTP-based network management system, the information carried in the Discard Count Metrics Block and the Burst/Gap Discard Metrics Block allows systems receiving the blocks to calculate burst/gap summary statistics (e.g., the gap discard rate).
The metric belongs to the class of transport-related end-system metrics defined in [RFC6792].
The use of RTCP for reporting is defined in [RFC3550]. [RFC3611] defined an extensible structure for reporting using an RTCP Extended Report (XR). This document defines a new Extended Report block for use with [RFC3550] and [RFC3611].
"Guidelines for Considering New Performance Metric Development" [RFC6390] provides guidance on the definition and specification of performance metrics. "Guidelines for Use of the RTP Monitoring Framework" [RFC6792] provides guidance for reporting block format using RTCP XR. The metrics block described in this document is in accordance with the guidelines in [RFC6390] and [RFC6792].
This metric is believed to be applicable to a large class of RTP applications that use a de-jitter buffer [RFC5481].
Discards due to late or early arriving packets affect user experience. The reporting of discards alerts senders and other receivers to the need to adjust their transmission or reception strategies. The reports allow network managers to diagnose these user experience problems.
The ability to detect duplicate packets can be used by managers to detect network layer or sender behavior, which may indicate network or device issues. Based on the reports, these issues may be addressed prior to any impact on user experience.
The key words "MUST", "MUST NOT", "REQUIRED", "SHALL", "SHALL NOT", "SHOULD", "SHOULD NOT", "RECOMMENDED", "MAY", and "OPTIONAL" in this document are to be interpreted as described in RFC 2119 [RFC2119]. In addition, the following terms are defined:
Received, Lost, and Discarded
A packet shall be regarded as lost if it fails to arrive within an implementation-specific time window. A packet that arrives within this time window but is either too early or too late to be played out or is thrown away before playout due to packet duplication or redundancy shall be regarded as discarded. A packet shall not be regarded as discarded if it arrives within this time window but is dropped during decoding by some higher layer decoder, e.g., due to a decoding error. A packet shall be classified as one of the following: received (or OK), discarded, or lost. The discard count metric counts only discarded packets. The metric "cumulative number of packets lost" defined in [RFC3550] reports a count of packets lost from the media stream (single synchronization source (SSRC) within a single RTP session). Similarly, the metric "number of packets discarded" reports a count of packets discarded from the media stream (single SSRC within a single RTP session) arriving at the receiver. Another metric defined in [RFC5725] is available to report on packets that are not recovered by any repair techniques that may be in use.
Metrics in this block report on the number of packets discarded in the stream arriving at the RTP end system. The measurement of these metrics is made at the receiving end of the RTP stream. Instances of this metrics block use the SSRC to refer to the separate auxiliary Measurement Information Block [RFC6776], which describes measurement periods in use (see [RFC6776], Section 4.2). This metrics block relies on the measurement interval in the Measurement Information Block indicating the span of the report and MUST be sent in the same compound RTCP packet as the Measurement Information Block. If the measurement interval is not received in the same compound RTCP packet as this metrics block, this metrics block MUST be discarded.
The structure of the Discard Count Metrics Block is as follows.
Figure 1: Report Block Structure
Block Type (BT): 8 bits
A Discard Count Metrics Block is identified by the constant 24.
Interval Metric flag (I): 2 bits
This field indicates whether the reported metric is an Interval, Cumulative, or Sampled metric [RFC6792]:
I=10: Interval Duration - the reported value applies to the most recent measurement interval duration between successive metrics reports.
I=11: Cumulative Duration - the reported value applies to the accumulation period characteristic of cumulative measurements.
I=01: Sampled Value - the reported value is a sampled instantaneous value.
In this document, the discard count metric can only be measured over definite intervals and cannot be sampled. Accordingly, the value I=01, indicating a sampled value, MUST NOT be sent, and MUST be discarded when received. In addition, the value I=00 is reserved and also MUST NOT be sent, and MUST be discarded when received.
Discard Type (DT): 2 bits
This field is used to identify the discard type used in this report block. The discard type is defined as follows:
00: Report packet discarded or being thrown away before playout due to packet duplication.
01: Report packet discarded due to too early to be played out.
10: Report packet discarded due to too late to be played out.
The value DT=11 is reserved for future definition and MUST NOT be sent, and MUST be discarded when received.
An endpoint MAY report any combination of discard types in each reporting interval by including several Discard Count Metrics Blocks in a single RTCP XR packet.
Some systems send duplicate RTP packets for robustness or error resilience. This is NOT RECOMMENDED since it breaks RTCP packet statistics. If duplication is desired for error resilience, the mechanism described in [RTPDUP] can be used, since this will not cause breakage of RTP streams or RTCP statistics.
Reserved (resv): 4 bits
These bits are reserved. They MUST be set to zero by senders and ignored by receivers (see [RFC6709], Section 4.2).
Block Length: 16 bits
The length of this report block in 32-bit words, minus one, in accordance with the definition in [RFC3611]. This field MUST be set to 2 to match the fixed length of the report block. The block MUST be discarded if the block length is set to a different value.
SSRC of Source: 32 bits
As defined in Section 4.1 of [RFC3611].
Discard Count
Number of packets discarded over the period (Interval or Cumulative) covered by this report.
The measured value is an unsigned value. If the measured value exceeds 0xFFFFFFFD, the value 0xFFFFFFFE MUST be reported to indicate an over-range measurement. If the measurement is unavailable, the value 0xFFFFFFFF MUST be reported.
Note that the number of packets expected in the period associated with this metric (whether Interval or Cumulative) is available from the difference between a pair of extended sequence numbers in the Measurement Information Block [RFC6776], so it need not be repeated in this block.
[RFC3611] defines the use of the Session Description Protocol (SDP) [RFC4566] for signaling the use of XR blocks. However, XR blocks MAY be used without prior signaling (see Section 5 of RFC 3611).
This section augments the SDP [RFC4566] attribute "rtcp-xr" defined in [RFC3611] by providing an additional value of "xr-format" to signal the use of the report block defined in this document. The ABNF [RFC5234] syntax is as follows.
When SDP is used in Offer/Answer context, the SDP Offer/Answer usage defined in [RFC3611] for unilateral "rtcp-xr" attribute parameters applies. For detailed usage of Offer/Answer for unilateral parameters, refer to Section 5.2 of [RFC3611].
New block types for RTCP XR are subject to IANA registration. For general guidelines on IANA considerations for RTCP XR, refer to [RFC3611].
This document assigns the block type value 24 in the IANA "RTP Control Protocol Extended Reports (RTCP XR) Block Type Registry" to the "Discard Count Metrics Block".
This document also registers a new parameter "pkt-discard-count" in the "RTP Control Protocol Extended Reports (RTCP XR) Session Description Protocol (SDP) Parameters Registry".
The following contact information is provided for all registrations in this document:
In some situations, returning very detailed error information (e.g., over-range measurement or measurement unavailable) using this report block can provide an attacker with insight into the security processing. Where this is a concern, the implementation should apply encryption and authentication to this report block. For example, this can be achieved by using the Audio-Visual Profile with Feedback (AVPF) profile together with the Secure RTP profile, as defined in [RFC3711]; an appropriate combination of those two profiles ("SAVPF") is specified in [RFC5124].
Besides this, it is believed that this RTCP XR block introduces no new security considerations beyond those described in [RFC3611]. This block does not provide per-packet statistics, so the risk to confidentiality documented in Section 7, paragraph 3 of [RFC3611] does not apply.
Geoff Hunt wrote the initial draft of this document.
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a. Number of Packets Discarded Metric
* Metric Name: Number of RTP packets discarded.
* Metric Description: Number of RTP packets discarded over the period covered by this report.
* Method of Measurement or Calculation: See Section 3.2, Discard Count definition.
* Units of Measurement: See Section 3.2, Discard Count definition.
* Measurement Point(s) with Potential Measurement Domain: See Section 3, 1st paragraph.
* Measurement Timing: See Section 3, 1st paragraph for measurement timing and Section 3.2 for Interval Metric flag.
* Use and Applications: See Section 1.4.
* Reporting Model: See RFC 3611.
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This document defines an RTP Control Protocol (RTCP) Extended Report (XR) block that allows the reporting of burst and gap discard metrics for use in a range of RTP applications.
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This document defines a new block type to augment those defined in [RFC3611] for use in a range of RTP applications. The new block type supports the reporting of the proportion of packets discarded by the jitter buffer at the receiver, using packet discard logic according to the jitter buffer algorithms. The discards during discard bursts are reported, together with the number of bursts. This block is intended to be used in conjunction with [RFC7002], which provides the total packets discarded and on which this block therefore depends. However, the metric in [RFC7002] may be used independently of the metrics in this block.
This block provides information on transient IP problems. Burst/gap metrics are typically used in cumulative reports; however, they also may be used in interval reports (see the Interval Metric flag in Section 3.2). The burstiness of packet discard affects user experience, may influence any sender strategies to mitigate the problem, and may also have diagnostic value.
The metric belongs to the class of transport-related end-system metrics defined in [RFC6792].
The definitions of "burst", "gap", "loss", and "discard" are consistent with the definitions in [RFC3611]. To accommodate the range of jitter buffer algorithms and packet discard logic that may be used by implementors, the method used to distinguish between bursts and gaps shall use an equivalent method to that defined in Section 4.7.2 of [RFC3611]. Note that reporting the specific jitter buffer algorithms and/or packet discard logic is out of the scope of this document.
The use of RTCP for reporting is defined in [RFC3550]. [RFC3611] defined an extensible structure for reporting using an RTCP Extended Report (XR). This document defines a new Extended Report block for use with [RFC3550] and [RFC3611].
The Performance Metrics Framework [RFC6390] provides guidance on the definition and specification of performance metrics. The RTP Monitoring Framework [RFC6792] provides guidelines for reporting block format using RTCP XR. The metrics block described in this document is in accordance with the guidelines in [RFC6390] and [RFC6792].
These metrics are applicable to a range of RTP applications that contain de-jitter buffers [RFC5481] at the receiving end to smooth variation in packet-arrival time and don't use stream repair means, e.g., Forward Error Correction (FEC) [RFC5109] and/or retransmission [RFC4588].
The key words "MUST", "MUST NOT", "REQUIRED", "SHALL", "SHALL NOT", "SHOULD", "SHOULD NOT", "RECOMMENDED", "MAY", and "OPTIONAL" in this document are to be interpreted as described in RFC 2119 [RFC2119]. In addition, the following terms are defined:
Received, Lost, and Discarded
A packet shall be regarded as "lost" if it fails to arrive within an implementation-specific time window. A packet that arrives within this time window but is too early to be played out, too late to be played out, or thrown away before playout due to packet duplication or redundancy shall be regarded as discarded. A packet shall not be regarded as discarded if it arrives within this time window but is dropped during decoding by some higher- layer decoder, e.g., due to a decoding error. A packet shall be classified as one of received (or OK), discarded, or lost. The metric "cumulative number of packets lost" defined in [RFC3550] reports a count of packets lost from the media stream (single synchronization source (SSRC) within a single RTP session). Similarly, the metric "number of packets discarded" defined in [RFC7002] reports a count of packets discarded from the media stream (single SSRC within a single RTP session) arriving at the receiver. Another metric, defined in [RFC5725], is available to report on packets that are not recovered by any repair techniques that may be in use. Note that the term "discard" defined here builds on the "discard" definition in [RFC3611] but extends the concept to take into account packet duplication and reports different types of discard counts [RFC7002].
Bursts and Gaps
The terms "burst" and "gap" are used in a manner consistent with that of RTCP XR [RFC3611]. RTCP XR views an RTP stream as being divided into bursts, which are periods during which the discard rate is high enough to cause noticeable quality degradation (generally over 5 percent discard rate), and gaps, which are periods during which discarded packets are infrequent and hence quality is generally acceptable.
Metrics in this block report on burst/gap discard in the stream arriving at the RTP system. Measurements of these metrics are made at the receiving end of the RTP stream. Instances of this metrics block use the synchronization source (SSRC) to refer to the separate auxiliary Measurement Information Block [RFC6776], which describes measurement periods in use (see [RFC6776], Section 4.2).
This metrics block relies on the measurement period in the Measurement Information Block indicating the span of the report. Senders MUST send this block in the same compound RTCP packet as the Measurement Information Block. Receivers MUST verify that the measurement period is received in the same compound RTCP packet as this metrics block. If not, this metrics block MUST be discarded.
The structure of the Burst/Gap Discard Metrics Block is as follows.
Figure 1: Report Block Structure
Block Type (BT): 8 bits
A Burst/Gap Discard Metrics Block is identified by the constant 20.
Interval Metric flag (I): 2 bits
This field is used to indicate whether the burst/gap discard metrics are Sampled, Interval, or Cumulative metrics [RFC6792]:
I=10: Interval Duration - the reported value applies to the most recent measurement interval duration between successive metrics reports.
I=11: Cumulative Duration - the reported value applies to the accumulation period characteristic of cumulative measurements.
I=01: Sampled Value - the reported value is a sampled instantaneous value.
In this document, burst/gap discard metrics can only be measured over definite intervals and cannot be sampled. Also, the value I=00 is reserved for future use. Senders MUST NOT use the values I=00 or I=01. If a block is received with I=00 or I=01, the receiver MUST discard the block.
Reserved (resv): 6 bits
These bits are reserved. They MUST be set to zero by senders and ignored by receivers (see [RFC6709], Section 4.2).
Block Length: 16 bits
The length of this report block in 32-bit words, minus one. For the Burst/Gap Discard Metrics Block, the block length is equal to 3. The block MUST be discarded if the block length is set to a different value.
SSRC of Source: 32 bits
As defined in Section 4.1 of [RFC3611].
Threshold: 8 bits
The Threshold is equivalent to Gmin in [RFC3611], i.e., the number of successive packets that must not be discarded prior to and following a discard packet in order for this discarded packet to be regarded as part of a gap. Note that the Threshold is set in accordance with the Gmin calculation defined in Section 4.7.2 of [RFC3611].
Packets Discarded in Bursts: 24 bits
The total number of packets discarded during discard bursts.
The measured value is unsigned value. If the measured value exceeds 0xFFFFFD, the value 0xFFFFFE MUST be reported to indicate an over-range measurement. If the measurement is unavailable, the value 0xFFFFFF MUST be reported.
Total Packets Expected in Bursts: 24 bits
The total number of packets expected during discard bursts (that is, the sum of received packets and lost packets).
The measured value is unsigned value. If the measured value exceeds 0xFFFFFD, the value 0xFFFFFE MUST be reported to indicate an over-range measurement. If the measurement is unavailable, the value 0xFFFFFF MUST be reported.
Reserved: 8 bits
These bits are reserved. They MUST be set to zero by senders and ignored by receivers (See [RFC6709], Section 4.2).
The metrics described here are intended to be used in conjunction with information from the Measurement Information Block [RFC6776] and also with the metric "number of packets discarded" provided in the RTCP XR Discard Count Metrics Block [RFC7002].
These metrics provide the following information relevant to statistical parameters, including:
o The fraction of packets discarded during bursts (Burst Discard Rate in [RFC7004]), which can be calculated using the metric "Packets Discarded in Bursts" and the metric "Total Packets Expected in Bursts" provided in the Burst/Gap Discard Metrics Block.
o The fraction of packets discarded during gaps (Gap Discard Rate in [RFC7004]), which can be calculated using the metric "Packets Discarded in Bursts" and the metric "Total Packets Expected in Bursts" provided in the Burst/Gap Discard Metrics Block.
The details on calculation these parameters in the metrics are described in [RFC7004].
This metrics block is applicable to a broad range of RTP applications. Where the metric is used with a Voice-over-IP (VoIP) application and the stream repair means is not available, the following considerations apply.
RTCP XR views a call as being divided into bursts, which are periods during which the discard rate is high enough to cause noticeable call quality degradation (generally over 5 percent discard rate) and gaps, which are periods during which discarded packets are infrequent and hence call quality is generally acceptable.
If voice activity detection is used, the burst and gap duration shall be determined as if silence packets had been sent, i.e., a period of silence in excess of Gmin packets will terminate a burst condition.
The recommended value for the threshold Gmin in [RFC3611] results in a burst being a period of time during which the call quality is degraded to a similar extent to a typical pulse code modulation (PCM) severely errored second.
[RFC3611] defines the use of SDP (Session Description Protocol) [RFC4566] for signaling the use of XR blocks. XR blocks MAY be used without prior signaling.
This section augments the SDP [RFC4566] attribute "rtcp-xr" defined in [RFC3611] by providing an additional value of "xr-format" to signal the use of the report block defined in this document. The ABNF [RFC5234] syntax is as follows.
xr-format =/ xr-bgd-block
xr-bgd-block = "burst-gap-discard"
When SDP is used in Offer/Answer context, the SDP Offer/Answer usage defined in [RFC3611] for unilateral "rtcp-xr" attribute parameters applies. For detailed usage in Offer/Answer for unilateral parameters, refer to Section 5.2 of [RFC3611].
New block types for RTCP XR are subject to IANA registration. For general guidelines on IANA considerations for RTCP XR, refer to [RFC3611].
This document assigns the block type value 20 in the IANA "RTP Control Protocol Extended Reports (RTCP XR) Block Type Registry" to the "Burst/Gap Discard Metrics Block".
This document also registers a new parameter "burst-gap-discard" in the "RTP Control Protocol Extended Reports (RTCP XR) Session Description Protocol (SDP) Parameters Registry".
The contact information for the registrations is:
It is believed that this RTCP XR block introduces no new security considerations beyond those described in [RFC3611]. This block does not provide per-packet statistics, so the risk to confidentiality documented in Section 7, paragraph 3 of [RFC3611] does not apply.
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a. Burst/Gap Discard Threshold in RTP Metric
* Metric Name: Burst/gap discard threshold in RTP
* Metric Description: The Threshold is equivalent to Gmin in [RFC3611], i.e., the number of successive packets that must not be discarded prior to and following a discard packet in order for this discarded packet to be regarded as part of a gap.
* Method of Measurement or Calculation: See Section 3.2, Threshold definition.
* Units of Measurement: See Section 3.2, Threshold definition.
* Measurement Point(s) with Potential Measurement Domain: See Section 3, 1st paragraph.
* Measurement Timing: See Section 3, 2nd paragraph for measurement timing and Section 3.2 for Interval Metric flag.
* Use and Applications: See Section 1.4.
* Reporting Model: See RFC 3611.
b. Packets Discarded in Bursts Metric
* Metric Name: RTP packets discarded in bursts
* Metric Description: The total number of RTP packets discarded during discard bursts.
* Method of Measurement or Calculation: See Section 3.2, Packets Discarded in Bursts definition.
* Units of Measurement: See Section 3.2, Packets Discarded in Bursts definition.
* Measurement Point(s) with Potential Measurement Domain: See Section 3, 1st paragraph.
* Measurement Timing: See Section 3, 2nd paragraph for measurement timing and Section 3.2 for Interval Metric flag.
* Use and Applications: See Section 1.4.
* Reporting Model: See RFC 3611.
c. Total Packets Expected in Discard Bursts Metric
* Metric Name: Total RTP packets expected in discard bursts
* Metric Description: The total number of packets expected during discard bursts (that is, the sum of received packets and lost packets).
* Method of Measurement or Calculation: See Section 3.2, Total Packets Expected in Bursts definition.
* Units of Measurement: See Section 3.2, Total Packets Expected in Bursts definition.
* Measurement Point(s) with Potential Measurement Domain: See Section 3, 1st paragraph.
* Measurement Timing: See Section 3, 2nd paragraph for measurement timing and Section 3.2 for Interval Metric flag.
* Use and Applications: See Section 1.4.
* Reporting Model: See RFC 3611.
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This document defines three new block types to augment those defined in [RFC3611] for use in a range of RTP applications:
o Burst/Gap Loss Summary Statistics Block
o Burst/Gap Discard Summary Statistics Block
o Frame Impairment Statistics Summary Block
The first two block types support the reporting of burst/gap loss and burst/gap discard summary statistics including packet loss/discard proportion, mean, and variance and belong to the class of transport- related end-system metrics defined in [RFC6792]. These two blocks are intended to be used in conjunction with information from the Burst/Gap Loss Metrics Block [RFC6958] or Burst/Gap Discard Metrics Block [RFC7003], on which these two blocks therefore depend. The metrics in the Burst/Gap Loss Metrics Block and Burst/Gap Discard Metrics Block are consistent with the definitions of "burst", "gap", "loss", and "discard" in RTCP XR [RFC3611].
The third block supports the reporting of detailed video statistics for each frame type, including the number of frames received, lost, and discarded of each frame type in the Group of Pictures (GOP) and additional data allowing the calculation of statistical parameters (e.g., the proportion of each frame type impaired by packet loss and discard). The metrics defined in this block belong to the class of application-level metrics defined in [RFC6792].
The use of RTCP for reporting is defined in [RFC3550]. [RFC3611] defined an extensible structure for reporting using an RTCP Extended Report (XR). This document defines a new Extended Report block for use with [RFC3550] and [RFC3611].
The RTP Monitoring Framework [RFC6792] provides guidelines for reporting block format using RTCP XR. Metrics described in this document are in accordance with the guidelines in [RFC6792].
These metrics are applicable to a wide range of RTP applications and reflect transient IP problems that affect user experience. They can be used to form an accurate assessment of users' quality of experience and influence sender strategies to mitigate the problem.
The key words "MUST", "MUST NOT", "REQUIRED", "SHALL", "SHALL NOT", "SHOULD", "SHOULD NOT", "RECOMMENDED", "MAY", and "OPTIONAL" in this document are to be interpreted as described in RFC 2119 [RFC2119].
In addition, the following term is defined:
Frame Type
In many cases, a video frame is compressed using different algorithms. Frame type is used to identify different algorithms for video frames. Two frame types used in the different video algorithms are the Key frame and Derived frames. The Key frame is independently coded without prediction from other pictures and used as a reference frame for predicting other pictures. Derived frames are predicatively coded and derived from a Key frame using a prediction algorithm. If there is no video image compression, all frames are Key frames.
This block extends packet loss and discard metrics defined in Section 4.7.1 of [RFC3611]. The metrics described here are intended to be used as described in this section, in conjunction with information from the Measurement Information Block [RFC6776] (which MUST be present in the same RTCP packet as the Burst/Gap Loss Metrics Block [RFC6958]) and also with the metric "cumulative number of packets lost" provided in standard RTCP [RFC3550]. Instances of this metrics block use the synchronization source (SSRC) to refer to the separate auxiliary Measurement Information Block [RFC6776], which describes measurement periods in use (see [RFC6776], Section 4.2). This metrics block relies on the measurement period in the Measurement Information Block indicating the span of the report and SHOULD be sent in the same compound RTCP packet as the Measurement Information Block. If the measurement period is not received in the same compound RTCP packet as this metrics block, this metrics block MUST be discarded.
The metrics carried in this metrics block provide information relevant to statistical parameters, including Burst Loss Rate, Gap Loss Rate, Burst Duration Mean, and Burst Duration Variance, and are measured at the receiving end of the RTP stream using burst/gap loss metrics defined in [RFC6958] and other information that is sent together with this report block.
The structure of the Burst/Gap Loss Summary Statistics Block is as follows.
Block Type (BT): 8 bits
A Burst/Gap Loss Summary Statistics Block is identified by the constant 17.
Interval Metric flag (I): 2 bits
This field is used to indicate whether the burst/gap loss summary statistics metrics are Sampled, Interval, or Cumulative metrics:
I=10: Interval Duration - the reported value applies to the most recent measurement interval duration between successive metrics reports.
I=11: Cumulative Duration - the reported value applies to the accumulation period characteristic of cumulative measurements.
I=01: Sampled Value - the reported value is a sampled instantaneous value.
In this document, the value I=00 is the reserved value and MUST NOT be used.
Reserved: 6 bits
This field is reserved for future definition. In the absence of such a definition, the bits in this field MUST be set to zero and ignored by the receiver (see [RFC6709], Section 4.2).
Block Length: 16 bits
The constant 3, in accordance with the definition of this field in Section 3 of RFC 3611 [RFC3611].
SSRC of Source: 32 bits
As defined in Section 4.1 of RFC 3611 [RFC3611].
Burst Loss Rate: 16 bits
The fraction of packets lost during bursts since the beginning of reception, expressed as a fixed point number with the binary point immediately after the left-most bit. This value is calculated by dividing Packets Lost in Bursts by Total Packets Expected in Bursts, multiplying the result of the division by 32768 (0x8000), and keeping only the integer part. The maximum value is thus 0x8000. Representing this as a formula:
integer-part( (Packets Lost in Bursts / Total Packets Expected in Bursts) * 0x8000 )
If the measurement is unavailable, the value 0xFFFF MUST be reported.
Gap Loss Rate: 16 bits
The fraction of packets lost during gaps since the beginning of reception expressed as a fixed point number with the binary point immediately after the left-most bit. This value is calculated by dividing the difference between number of packets lost and Packets Lost in Bursts by the difference between Packets Expected and Total Packets Expected in Bursts, multiplying the result of the division by 32768 (0x8000), and keeping only the integer part. The maximum value is thus 0x8000. Representing this as a formula:
integer-part ( (number of packets lost - Packets Lost in Bursts)/ (Packets Expected - Total Packets Expected in Bursts) * 0x8000 )
where "number of packets lost" is obtained from standard RTCP [RFC3550] and Packets Expected is calculated as the difference between "extended last sequence number" and "extended first sequence number" (Interval or Cumulative) provided in the Measurement Identity and Information Block [RFC6776].
If the measurement is unavailable, the value 0xFFFF MUST be reported.
Note that if the metric is to be calculated on an Interval basis, a difference must be taken between the current and preceding values of "cumulative number of packets lost" in RTCP to obtain the "number of packets lost" for the reporting interval.
Burst Duration Mean: 16 bits
The mean burst duration is obtained as the quotient:
mean = Sum of Burst Durations / Number of Bursts
where "Sum of Burst Durations" and "Number of Bursts" is obtained from the RTCP XR Burst/Gap Loss Metrics Block [RFC6958].
If the measurement is unavailable, the value 0xFFFF MUST be reported.
Burst Duration Variance: 16 bits
The variance of the burst duration is obtained using the standard result:
var = ( Sum of Squares of Burst Durations - Number of Bursts * mean^2 ) / (Number of Bursts - 1)
where "Sum of Squares of Burst Durations" and "Number of Bursts" is obtained from the RTCP XR Burst/Gap Loss Metrics Block [RFC6958].
If the measurement is unavailable, the value 0xFFFF MUST be reported.
This block extends packet loss and discard metrics defined in Section 4.7.1 of [RFC3611]. The metrics described here are intended to be used as described in this section, in conjunction with information from the Measurement Identity Block [RFC6776] (which MUST be present in the same RTCP packet as the Burst/Gap Discard Summary Statistics Block).
These metrics provide information relevant to statistical parameters, including Burst Discard Rate and Gap Discard Rate, and are measured at the receiving end of the RTP stream using burst/gap discard metrics defined in [RFC7003] and other information that is sent together with this report block.
Instances of this metrics block use the synchronization source (SSRC) to refer to the separate auxiliary Measurement Information block [RFC6776] that describes measurement periods in use (see [RFC6776], Section 4.2). This metrics block relies on the measurement period in the Measurement Information Block indicating the span of the report and SHOULD be sent in the same compound RTCP packet as the measurement information block. If the measurement period is not received in the same compound RTCP packet as this metrics block, this metrics block MUST be discarded.
The structure of the Burst/Gap Discard Summary Statistics Block is as follows.
3.2.2. Definition of Fields in Burst/Gap Discard Summary Statistics Block
Block Type (BT): 8 bits
A Burst/Gap Discard Summary Statistics Block is identified by the constant 18.
Interval Metric flag (I): 2 bits
This field is used to indicate whether the burst/gap discard summary statistics metrics are Sampled, Interval, or Cumulative metrics:
I=10: Interval Duration - the reported value applies to the most recent measurement interval duration between successive metrics reports.
I=11: Cumulative Duration - the reported value applies to the accumulation period characteristic of cumulative measurements.
I=01: Sampled Value - the reported value is a sampled instantaneous value.
In this document, the value I=00 is the reserved value and MUST NOT be used.
Reserved: 6 bits
This field is reserved for future definition. In the absence of such a definition, the bits in this field MUST be set to zero and ignored by the receiver (see [RFC6709], Section 4.2).
Block Length: 16 bits
The constant 2, in accordance with the definition of this field in Section 3 of RFC 3611 [RFC3611].
SSRC of Source: 32 bits
As defined in Section 4.1 of RFC3611 [RFC3611].
Burst Discard Rate: 16 bits
The fraction of packets discarded during bursts since the beginning of reception, expressed as a fixed point number with the binary point immediately after the left-most bit. This value is calculated by dividing Packets Discarded in Bursts by Total Packets Expected in Bursts, multiplying the result of the division by 32768 (0x8000), and keeping only the integer part, according to the formula:
integer-part( (Packets Discarded in Bursts / Total Packets Expected in Bursts) * 0x8000 )
If the measurement is unavailable, the value 0xFFFF MUST be reported.
Gap Discard Rate: 16 bits
The fraction of packets discarded during gaps since the beginning of reception expressed as a fixed point number with the binary point immediately after the left-most bit. This value is calculated by dividing the difference between number of packets discarded and Packets Discarded in Bursts by the difference between Packets Expected and Total Packets Expected in Bursts, multiplying the result of the division by 32768 (0x8000), and keeping only the integer part. The maximum value is thus 0x8000. Representing this as a formula:
integer-part( (number of packets discarded - Packets Discarded in Bursts) /(Packets Expected - Total Packets Expected in Bursts) * 0x8000 )
where "number of packets discarded" is obtained from the RTCP XR Discard Count Block [RFC7002] and filled with the sum of packets discarded due to early arrival (DT=1) and packets discarded due to late arrival (DT=2) and Packets Expected is calculated as the difference between "extended last sequence number" and "extended first sequence number" (Interval or Cumulative) provided in the Measurement Information Block [RFC6776]. In order for the Burst/ Gap Discard Summary Statistics Block to be meaningful, 2 instances of the Discard Count Block with DT=1 and DT=2 MUST be included in the same RTCP XR packet as the Burst/Gap Discard Summary Statistics Block.
If the measurement is unavailable, the value 0xFFFF MUST be reported.
This block extends the statistics summary report mechanism defined in Section 4.6 of [RFC3611] and reports statistics on which frame types were affected beyond the information carried in the Statistics Summary Report Block RTCP packet specified in Section 4.6 of [RFC3611]. Information is measured at the receiving end of the RTP stream and recorded about the number of frames received, lost frames, duplicated frames, and lost partial frames. Such information can be useful for network management and video quality monitoring.
The structure of the Frame Impairment Statistics Summary Block is as follows.
4.1.2. Definition of Fields in Frame Impairment Statistics Summary Block
Block Type (BT): 8 bits
A Frame Impairment Statistics Summary Block is identified by the constant 19.
Frame type indicator (T): 1 bit
This field is used to indicate the frame type to be reported. The bit is set to 0 if the full_lost_frames, partial_lost_frames, dup_frames, and discarded_frames fields contain Key frame (reference frame) counts or 1 if they contain Derived frame counts. Note that if both the Key frame and Derivation frame report are sent, they should be sent in the same RTCP compound packet using two Frame Impairment Statistics Summary Blocks.
Reserved: 7 bits
This field is reserved for future definition. In the absence of such a definition, the bits in this field MUST be set to zero and ignored by the receiver (see [RFC6709], Section 4.2).
Block Length: 16 bits
The constant 6, in accordance with the definition of this field in Section 3 of RFC 3611 [RFC3611].
SSRC of Source: 32 bits
As defined in Section 4.1 of RFC 3611 [RFC3611].
begin_seq: 16 bits
As defined in Section 4.1 of RFC 3611 [RFC3611].
end_seq: 16 bits
As defined in Section 4.1 of RFC 3611 [RFC3611].
Number of discarded frames (discarded_frames): 32 bits
Number of frames discarded in the above sequence number interval.
Number of duplicate frames (dup_frames): 32 bits
Number of duplicate frames received in the above sequence number interval.
Number of full lost frames (full_lost_frames): 32 bits
A frame is either split across multiple packets or carried in only one packet. If the whole frame or all the packets of the frame are lost, this frame is regarded as one full_lost_frame. The full_lost_frames can be inferred from packet(s) that comprise the frame. The full_lost_frames is equivalent to the number of full lost frames in the above sequence number interval.
Number of partial lost frames (partial_lost_frames): 32 bits
When a frame is split across multiple packets and some packets of the frame are lost, this frame is regarded as one partial_lost_frame. The partial_lost_frames can be inferred from packets that comprise the frame. The value of the partial_lost_frames field is equivalent to the number of partial lost frames in the above sequence number interval.
RFC 3611 defines the use of SDP (Session Description Protocol) [RFC4566] for signaling the use of XR blocks. However, XR blocks MAY be used without prior signaling (see Section 5 of [RFC3611]).
This section augments the SDP [RFC4566] attribute "rtcp-xr" defined in Section 5.1 of [RFC3611] by providing three additional values of "xr-format" to signal the use of the report block defined in this document. The ABNF [RFC5234] syntax is as follows.
When SDP is used in offer/answer context, the SDP Offer/Answer usage defined in [RFC3611] for unilateral "rtcp-xr" attribute parameters applies. For detailed usage of Offer/Answer for unilateral parameter, refer to section 5.2 of [RFC3611].
New block types for RTCP XR are subject to IANA registration. For general guidelines on IANA considerations for RTCP XR, refer to RFC 3611.
This document assigns three new block type values in the "RTP Control Protocol Extended Reports (RTCP XR) Block Type Registry":
This document also registers three new SDP [RFC4566] parameters for the "rtcp-xr" attribute in the "RTP Control Protocol Extended Reports (RTCP XR) Session Description Protocol (SDP) Parameters Registry":
The contact information for the registrations is:
The new RTCP XR blocks in this document do not introduce any new security considerations beyond those described in [RFC3611].
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a. Burst Loss Rate Metric
* Metric Name: RTP Burst Loss Rate
* Metric Description: The fraction of packets lost during bursts since the beginning of reception for RTP traffic.
* Method of Measurement or Calculation: See Section 3.1.2, Burst Loss Rate definition.
* Units of Measurement: See Section 3.1.2, Burst Loss Rate definition.
* Measurement Point(s) with Potential Measurement Domain: See Section 3.1, 2nd paragraph.
* Measurement Timing: See Section 3.1, 1st paragraph for measurement timing and Section 3.1.2 for Interval Metric flag.
* Use and Applications: See Section 1.4.
* Reporting Model: See RFC 3611.
b. Gap Loss Rate Metric
* Metric Name: RTP Gap Loss Rate
* Metric Description: The fraction of packets lost during gaps since the beginning of reception for RTP traffic.
* Method of Measurement or Calculation: See Section 3.1.2, Gap Loss Rate definition.
* Units of Measurement: See Section 3.1.2, Gap Loss Rate definition.
* Measurement Point(s) with Potential Measurement Domain: See Section 3.1, 2nd paragraph.
* Measurement Timing: See Section 3.1, 1st paragraph for measurement timing and Section 3.1.2 for Interval Metric flag.
* Use and Applications: See Section 1.4.
* Reporting Model: See RFC 3611.
c. Burst Duration Mean Metric
* Metric Name: RTP Burst Duration Mean
* Metric Description: The mean duration of the burst periods that have occurred since the beginning of reception for RTP traffic.
* Method of Measurement or Calculation: See Section 3.1.2, Burst Loss Rate definition.
* Units of Measurement: This metric is expressed in milliseconds.
* Measurement Point(s) with Potential Measurement Domain: See Section 3.1, 2nd paragraph.
* Measurement Timing: See Section 3.1, 1st paragraph for measurement timing and Section 3.1.2 for Interval Metric flag.
* Use and Applications: See Section 1.4.
* Reporting Model: See RFC 3611.
d. Burst Duration Variance Metric
* Metric Name: RTP Burst Duration Variance
* Metric Description: The variance duration of the burst periods that have occurred since the beginning of reception for RTP traffic.
* Method of Measurement or Calculation: See Section 3.1.2, Burst Duration Variance definition.
* Units of Measurement: See Section 3.1.2, Burst Duration Variance definition.
* Measurement Point(s) with Potential Measurement Domain: See Section 3.1, 2nd paragraph.
* Measurement Timing: See Section 3.1, 1st paragraph for measurement timing and Section 3.1.2 for Interval Metric flag.
* Use and Applications: See Section 1.4.
* Reporting Model: See RFC 3611.
e. Burst Discard Rate Metric
* Metric Name: RTP Burst Discard Rate
* Metric Description: The fraction of packets discarded during bursts since the beginning of reception for RTP traffic.
* Method of Measurement or Calculation: See Section 3.2.2, Burst Discard Rate definition.
* Units of Measurement: See Section 3.2.2, Burst Discard Rate definition.
* Measurement Point(s) with Potential Measurement Domain: See Section 3.2, 2nd paragraph.
* Measurement Timing: See Section 3.2, 3rd paragraph for measurement timing and Section 3.1.2 for Interval Metric flag.
* Use and Applications: See Section 1.4.
* Reporting Model: See RFC 3611.
f. Gap Discard Rate Metric
* Metric Name: RTP Gap Discard Rate
* Metric Description: The fraction of packets discarded during gaps since the beginning of reception for RTP traffic.
* Method of Measurement or Calculation: See Section 3.2.2, Gap Discard Rate definition.
* Units of Measurement: See Section 3.2.2, Gap Discard Rate definition.
* Measurement Point(s) with Potential Measurement Domain: See Section 3.2, 2nd paragraph.
* Measurement Timing: See Section 3.2, 3rd paragraph for measurement timing and Section 3.1.2 for Interval Metric flag.
* Use and Applications: See Section 1.4.
* Reporting Model: See RFC 3611.
g. Number of Discarded Frames Metric
* Metric Name: Number of discarded frames in RTP
* Metric Description: Number of frames discarded in a certain sequence number interval for RTP traffic.
* Method of Measurement or Calculation: See Section 4.1.2, Number of discarded frames definition. This metric is directly measured and can be inferred from packet(s) that comprise the frame.
* Units of Measurement: This metric is expressed as a 32-bit unsigned integer value.
* Measurement Point(s) with Potential Measurement Domain: See Section 4.1, 1st paragraph.
* Measurement Timing: See Section 4.1, Number of discarded frames definition. This metric relies on the sequence number interval and RTCP RR packet of [RFC3550] to determine measurement timing.
* Use and Applications: See Section 1.4.
* Reporting Model: See RFC 3611.
h. Number of Duplicate Frames Metric
* Metric Name: Number of duplicate frames in RTP
* Metric Description: Number of frames duplicated in a certain sequence number interval for RTP traffic.
* Method of Measurement or Calculation: See Section 4.1.2, Number of duplicate frames definition. This metric is directly measured and can be inferred from packet(s) that comprise the frame.
* Units of Measurement: This metric is expressed as a 32-bit unsigned integer value.
* Measurement Point(s) with Potential Measurement Domain: See Section 4.1, 1st paragraph.
* Measurement Timing: See Section 4.1, Number of duplicate frames definition. This metric relies on the sequence number interval to determine measurement timing.
* Use and Applications: See Section 1.4.
* Reporting Model: See RFC 3611.
i. Number of Full Lost Frames Metric
* Metric Name: Number of full lost frames in RTP
* Metric Description: A frame is either split across multiple RTP packets or carried in only one RTP packet. If the whole frame or all the packets of the frame is lost, this frame is regarded as one full_lost_frame.
* Method of Measurement or Calculation: See Section 4.1.2, Number of full lost frames definition.
* Units of Measurement: This metric is expressed as a 32-bit unsigned integer value.
* Measurement Point(s) with Potential Measurement Domain: See Section 4.1, 1st paragraph.
* Measurement Timing: See Section 4.1, Number of full lost frames definition. This metric relies on the sequence number interval to determine measurement timing.
* Use and Applications: See Section 1.4.
* Reporting Model: See RFC 3611.
j. Number of Partial Lost Frames Metric
* Metric Name: Number of partial lost frames in RTP
* Metric Description: When a frame is split across multiple RTP packets and some RTP packets of the frame are lost, this frame is regarded as one partial_lost_frame.
* Method of Measurement or Calculation: See Section 4.1.2, Number of partial lost frames definition.
* Units of Measurement: This metric is expressed as a 32-bit unsigned integer value.
* Measurement Point(s) with Potential Measurement Domain: See Section 4.1, 1st paragraph.
* Measurement Timing: See Section 4.1, Number of partial lost frames definition. This metric relies on the sequence number interval to determine measurement timing.
* Use and Applications: See Section 1.4.
* Reporting Model: See RFC 3611.
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This document defines an RTP Control Protocol (RTCP) Extended Report (XR) block that allows the reporting of de-jitter buffer metrics for a range of RTP applications.
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This document defines a new block type to augment those defined in [RFC3611] for use in a range of RTP applications.
The new block type provides information on de-jitter buffer configuration and performance.
The metric belongs to the class of transport-related end-system metrics defined in [RFC6792].
Instances of this metrics block refer by synchronization source (SSRC) to the separate auxiliary Measurement Information Block [RFC6776], which contains information such as the SSRC of the measured stream, and RTP sequence numbers and time intervals indicating the span of the report.
The use of RTCP for reporting is defined in [RFC3550]. [RFC3611] defines an extensible structure for reporting using an RTCP Extended Report (XR). This document defines a new Extended Report block for use with [RFC3550] and [RFC3611].
"Guidelines for Considering New Performance Metric Development" [RFC6390] provides guidance on the definition and specification of performance metrics. "Guidelines for Use of the RTP Monitoring Framework" [RFC6792] provides guidance on the reporting block format using RTCP XR. Metrics described in this document are in accordance with the guidelines in [RFC6390]and [RFC6792].
Real-time applications employ a de-jitter buffer [RFC5481] to absorb jitter introduced on the path from source to destination. These metrics are used to report how the de-jitter buffer at the receiving end of the RTP stream behaves as a result of jitter in the network; they are applicable to a range of RTP applications.
These metrics correspond to terminal-related factors that affect real-time application quality and are useful for providing a better end-user quality of experience (QoE) when these terminal-related factors are used as inputs to calculate QoE metrics [QMB].
The key words "MUST", "MUST NOT", "REQUIRED", "SHALL", "SHALL NOT", "SHOULD", "SHOULD NOT", "RECOMMENDED", "MAY", and "OPTIONAL" in this document are to be interpreted as described in RFC 2119 [RFC2119].
A de-jitter buffer is required to absorb delay variation in the network delivery of media packets. A de-jitter buffer works by holding media data for a period of time after it is received and before it is played out. Packets that arrive early are held in the de-jitter buffer longer. If packets arrive too early, they may be discarded if there is no available de-jitter buffer space. If packets are delayed excessively by the network, they may be discarded if they miss their playout time.
The de-jitter buffer can be considered a time window with the early edge aligned with the delay corresponding to the earliest arriving packet and the late edge representing the maximum permissible delay before a late arriving packet would be discarded. The delay applied to packets that arrive on time or at their expected arrival time is known as the nominal delay, and this is equivalent to the time difference/buffer size difference between the insertion point of the on-time packets and the point at which the packets are read out.
The reference for the expected arrival time may be, for example, the first packet in the session or the running average delay. If all packets arrived at their expected arrival time, then every packet would be held in the de-jitter buffer exactly the nominal delay.
The de-jitter buffer maximum delay is the delay that is applied to the earliest arriving packet that is not discarded and corresponds to the early edge of the de-jitter buffer time window.
In practice, de-jitter buffer implementations vary considerably; however, they should behave in a manner conceptually consistent with an idealized de-jitter buffer, which is described as follows:
(i) Receive the first packet and delay playout by D ms. Keep the
RTP timestamp (TS) and receive time as a reference.
RTP TS[1]
receive time[1]
Assume that both are normalized in ticks (there are 10,000 ticks in a millisecond).
(ii) Receive the next packet.
(iii) Calculate r = RTP TS[n] - RTP TS[1] and t = receive time[n] -
receive time[1]. If r == t, then the packet arrived on time. If r < t, then the packet arrived late, and if r > t, then the packet arrived early.
(iv) Delay playout of packet by D + (r-t).
(v) Go back to (ii).
Note that this idealized implementation assumes that the sender's RTP clock is synchronized to the clock in the receiver, which is used to timestamp packet arrivals. If there is no such inherent synchronization, the system may need to use an adaptive de-jitter buffer or other techniques to ensure reliable reception.
A fixed de-jitter buffer lacks provision to track the condition of the network and has a fixed size, and packets leaving the de-jitter buffer have a constant delay. For fixed de-jitter buffer implementation, the nominal delay is set to a constant value corresponding to the packets that arrive at their expected arrival time, while the maximum delay is set to a constant value corresponding to the fixed size of the de-jitter buffer.
An adaptive de-jitter buffer can adapt to the change in the network's delay and has variable size or variable delay. It allows the nominal delay to be set to a low value initially to minimize user perceived delay; however, it can automatically extend the late edge (and possibly also retract the early edge) of a buffer window if a significant proportion of the packets are arriving late (and hence being discarded).
This block describes the configuration and operating parameters of the de-jitter buffer in the receiver of the RTP end system or RTP mixer that sends the report. Instances of this metrics block use the SSRC to refer to the separate auxiliary Measurement Information Block [RFC6776], which describes the measurement periods in use (see [RFC6776], Section 4.2). This metrics block relies on the measurement interval in the Measurement Information Block indicating the span of the report and MUST be sent in the same compound RTCP packet as the Measurement Information Block. If the measurement interval is not received in the same compound RTCP packet as this metrics block, this metrics block MUST be discarded.
De-Jitter Buffer (DJB) Metrics Block
Figure 1: Report Block Structure
Block Type (BT): 8 bits
A De-Jitter Buffer Metrics Report Block is identified by the constant 23.
Interval Metric flag (I): 2 bits
This field is used to indicate whether the de-jitter buffer metrics are Sampled, Interval, or Cumulative metrics:
I=01: Sampled Value - the reported value is a sampled instantaneous value.
I=10: Interval Duration - the reported value applies to the most recent measurement interval duration between successive metrics reports.
I=11: Cumulative Duration - the reported value applies to the accumulation period characteristic of cumulative measurements.
In this document, de-jitter buffer metrics can only be sampled and cannot be measured over definite intervals. Also, the value I=00 is reserved for future use. Senders MUST NOT use the values I=00, I=10, or I=11. If a block is received with I=00, I=10, or I=11, the receiver MUST discard the block.
Jitter Buffer Configuration (C): 1 bit
This field is used to identify the de-jitter buffer method in use at the receiver, according to the following code:
0 = Fixed de-jitter buffer
1 = Adaptive de-jitter buffer
Reserved (resv): 5 bits
These bits are reserved. They MUST be set to zero by senders and ignored by receivers (see [RFC6709], Section 4.2).
Block Length: 16 bits
The length of this report block in 32-bit words, minus one, in accordance with the definition in [RFC3611]. This field MUST be set to 3 to match the fixed length of the report block.
SSRC of Source: 32 bits
As defined in Section 4.1 of [RFC3611].
De-jitter buffer nominal delay (DJB nominal): 16 bits
This is the current nominal de-jitter buffer delay (in milliseconds) that corresponds to the nominal de-jitter buffer delay for packets that arrive exactly on time. It is calculated based on the time spent in the de-jitter buffer for the packet that arrives exactly on time. This parameter MUST be provided for both fixed and adaptive de-jitter buffer implementations.
The measured value is an unsigned value. If the measured value exceeds 0xFFFD, the value 0xFFFE MUST be reported to indicate an over-range measurement. If the measurement is unavailable, the value 0xFFFF MUST be reported.
De-jitter buffer maximum delay (DJB maximum): 16 bits
This is the current maximum de-jitter buffer delay (in milliseconds) that corresponds to the earliest arriving packet that would not be discarded. It is calculated based on the time spent in the de-jitter buffer for the earliest arriving packet. In simple queue implementations, this may correspond to the size of the de-jitter buffer. In adaptive de-jitter buffer implementations, this value may vary dynamically. This parameter MUST be provided for both fixed and adaptive de-jitter buffer implementations.
The measured value is an unsigned value. If the measured value exceeds 0xFFFD, the value 0xFFFE MUST be reported to indicate an over-range measurement. If the measurement is unavailable, the value 0xFFFF MUST be reported.
De-jitter buffer high-water mark (DJB high-water mark): 16 bits
This is the highest value of the de-jitter buffer nominal delay (in milliseconds) that occurred at any time during the reporting interval. This parameter MUST be provided for adaptive de-jitter buffer implementations, and its value MUST be set to DJB maximum for fixed de-jitter buffer implementations.
The measured value is an unsigned value. If the measured value exceeds 0xFFFD, the value 0xFFFE MUST be reported to indicate an over-range measurement. If the measurement is unavailable, the value 0xFFFF MUST be reported.
De-jitter buffer low-water mark (DJB low-water mark): 16 bits
This is the lowest value of the de-jitter buffer nominal delay (in milliseconds) that occurred at any time during the reporting interval. This parameter MUST be provided for adaptive de-jitter buffer implementations, and its value MUST be set to DJB maximum for fixed de-jitter buffer implementations.
The measured value is an unsigned value. If the measured value exceeds 0xFFFD, the value 0xFFFE MUST be reported to indicate an over-range measurement. If the measurement is unavailable, the value 0xFFFF MUST be reported.
[RFC3611] defines the use of the Session Description Protocol (SDP) [RFC4566] for signaling the use of XR blocks. However, XR blocks MAY be used without prior signaling (see Section 5 of RFC 3611).
This section augments the SDP [RFC4566] attribute "rtcp-xr" defined in [RFC3611] by providing an additional value of "xr-format" to signal the use of the report block defined in this document.
xr-format =/ xr-djb-block
xr-djb-block = "de-jitter-buffer"
When SDP is used in Offer/Answer context [RFC3264], the SDP Offer/ Answer usage defined in [RFC3611] for unilateral "rtcp-xr" attribute parameters applies. For detailed usage of Offer/Answer for unilateral parameters, refer to Section 5.2 of [RFC3611].
New block types for RTCP XR are subject to IANA registration. For general guidelines on IANA considerations for RTCP XR, refer to [RFC3611].
This document assigns the block type value 23 in the IANA "RTP Control Protocol Extended Reports (RTCP XR) Block Type Registry" to the "De-Jitter Buffer Metrics Block".
This document also registers a new parameter "de-jitter-buffer" in the "RTP Control Protocol Extended Reports (RTCP XR) Session Description Protocol (SDP) Parameters Registry".
The contact information for registrations is:
It is believed that this RTCP XR block introduces no new security considerations beyond those described in [RFC3611]. This block does not provide per-packet statistics, so the risk to confidentiality documented in Section 7, paragraph 3 of [RFC3611] does not apply.
Geoff Hunt wrote the initial draft of this document.
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a. De-Jitter Buffer Nominal Delay Metric
* Metric Name: De-jitter buffer nominal delay in RTP
* Metric Description: The "expected arrival time" is the time that an RTP packet would arrive if there was no delay variation. The delay applied to packets that arrive at their expected time is known as the Nominal Delay.
* Method of Measurement or Calculation: See Section 4.2, de-jitter buffer nominal delay definition.
* Units of Measurement: See Section 4.2, de-jitter buffer nominal delay definition.
* Measurement Point(s) with Potential Measurement Domain: See Section 4.
* Measurement Timing: See Section 4 for measurement timing and Section 4.2 for Interval Metric flag.
* Use and Applications: See Section 1.4.
* Reporting Model: See RFC 3611.
b. De-Jitter Buffer Maximum Delay Metric
* Metric Name: De-jitter buffer maximum delay in RTP.
* Metric Description: It is the current maximum de-jitter buffer delay for RTP traffic that corresponds to the earliest arriving packet that would not be discarded.
* Method of Measurement or Calculation: See Section 4.2, de-jitter buffer maximum delay definition and Section 3, the last paragraph.
* Units of Measurement: See Section 4.2, de-jitter buffer maximum delay definition.
* Measurement Point(s) with Potential Measurement Domain: See Section 4.
* Measurement Timing: See Section 4 for measurement timing and Section 4.2 for Interval Metric flag.
* Use and Applications: See Section 1.4.
* Reporting Model: See RFC 3611.
c. De-Jitter Buffer High-Water Mark Metric
* Metric Name: De-jitter buffer high-water mark in RTP.
* Metric Description: It is the highest value of the de-jitter buffer nominal delay for RTP traffic which occurred at any time during the reporting interval.
* Method of Measurement or Calculation: See Section 4.2, de-jitter buffer high-water mark definition.
* Units of Measurement: See Section 4.2, de-jitter buffer nominal delay definition.
* Measurement Point(s) with Potential Measurement Domain: See Section 4.
* Measurement Timing: See Section 4 for measurement timing and Section 4.2 for Interval Metric flag.
* Use and Applications: See Section 1.4.
* Reporting Model: See RFC 3611.
d. De-Jitter Buffer Low-Water Mark Metric
* Metric Name: De-jitter buffer low-water mark in RTP.
* Metric Description: It is the lowest value of the de-jitter buffer nominal delay (for RTP traffic) that occurred at any time during the reporting interval.
* Method of Measurement or Calculation: See Section 4.2, de-jitter buffer low-water mark definition.
* Units of Measurement: See Section 4.2, de-jitter buffer low water mark definition.
* Measurement Point(s) with Potential Measurement Domain: See Section 4, 1st paragraph.
* Measurement Timing: See Section 4 for measurement timing and Section 4.2 for Interval Metric flag.
* Use and Applications: See Section 1.4.
* Reporting Model: See RFC 3611.
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RTP [RFC3550] provides a transport for real-time media flows such as audio and video together with the RTP Control Protocol (RTCP), which provides periodic feedback about the media streams received in a specific duration. In addition, RTCP can be used for timely feedback about individual events to report (e.g., packet loss) [RFC4585]. Both long-term and short-term feedback enable a media sender to adapt its media transmission and/or encoding dynamically to the observed path characteristics.
RFC 3611 [RFC3611] defines RTCP Extended Reports as a detailed reporting framework to provide more than just the coarse Receiver Report (RR) statistics. The detailed reporting may enable a media sender to react more appropriately to the observed networking conditions as these can be characterized better, although at the expense of extra overhead.
Among many other report blocks, RFC 3611 specifies the Loss Run Length Encoding (RLE) block, which reports runs of packets received and lost with the granularity of individual packets. This can help both error recovery and path loss characterization. In addition to lost packets, RFC 3611 defines the notion of "discarded" packets: packets that were received but dropped from the de-jitter buffer because they were either too early (for buffering) or too late (for playout). The "discard rate" metric is part of the Voice over IP (VoIP) metrics report block even though it is not just applicable to audio: it is specified as the fraction of discarded packets since the beginning of the session (see Section 4.7.1 of RFC 3611 [RFC3611]). The discard metric is believed to be applicable to a large class of RTP applications that use a de-jitter buffer [RFC5481].
Recently proposed extensions to the Extended Reports (XRs) reporting suggest enhancing this discard metric:
o Reporting the number of discarded packets in a measurement interval, i.e., either during the last reporting interval or since the beginning of the session, as indicated by a flag in the suggested XR [RFC7002]. If an endpoint needs to report packet discard due to reasons other than early and late arrival (for example, discard due to duplication, redundancy, etc.), then it should consider using the Discarded Packets report block [RFC7002].
o Reporting gaps and bursts of discarded packets during a measurement interval, i.e., the last reporting interval or the duration of the session [RFC7003].
o Reporting the sum of payload bytes discarded during a measurement interval, i.e., the last reporting interval or the duration of the session [DISCARD-METRIC].
However, none of these metrics allow a receiver to report precisely which packets were discarded. While this information could in theory be derived from high-frequency reporting on the number of discarded packets [RFC7002] or from the gap/burst report [RFC7003], these two mechanisms do not appear feasible: the former would require an unduly high amount of reporting, which still might not be sufficient due to the non-deterministic scheduling of RTCP packets. The latter incurs significant complexity and reporting overhead and might still not deliver the desired accuracy.
This document defines a discard report block following the idea of the run-length encoding applied for lost and received packets in [RFC3611].
The key words "MUST", "MUST NOT", "REQUIRED", "SHALL", "SHALL NOT", "SHOULD", "SHOULD NOT", "RECOMMENDED", "MAY", and "OPTIONAL" in this document are to be interpreted as described in BCP 14, RFC 2119 [RFC2119].
The terminology defined in RTP [RFC3550] and in the extensions for XR reporting [RFC3611] applies.
The RTCP XR Discard RLE report block uses the same format as specified for the loss and duplicate report blocks in RFC 3611 [RFC3611]. Figure 1 describes the packet format. The fields "BT", "T", "block length", "SSRC of source", "begin_seq", and "end_seq" have the same semantics and representation as defined in [RFC3611], with the addition of the "E" flag to indicate the reason for discard. The "chunks" encoding the run length have the same representation as in RFC 3611, but encode discarded packets. A definition of a discarded packet is given in RFC 7002 [RFC7002].
Figure 1: RTCP XR Discard RLE Report Block
Block Type (BT, 8 bits): A Discard RLE report block is identified by the constant 25.
rsvd (3 bits): This field is reserved for future definition. In the absence of such definition, the bits in this field MUST be set to zero and MUST be ignored by the receiver.
The 'E' bit is introduced to distinguish between packets discarded due to early arrival and those discarded due to late arrival. The 'E' bit is set to '1' if the chunks represent packets discarded due to arriving too early and is set to '0' otherwise.
In case both early and late discarded packets shall be reported, two Discard RLE report blocks MUST be included; their sequence number range MAY overlap, but individual packets MUST only be reported as either early or late and not appear marked in both. If packets appear in both report blocks, the conflicting packets will be ignored. Packets not reported in either block are considered to be properly received and not discarded.
Discard RLE report blocks SHOULD be sent in conjunction with an RTCP RR as a compound RTCP packet.
This section describes the behavior of the reporting node (= media receiver) and the media sender.
Transmission of RTCP XR Discard RLE report blocks is up to the discretion of the media receiver, as is the reporting granularity. However, it is RECOMMENDED that the media receiver signal all discarded packets using the method defined in this document. If all packets over a reporting period are discarded, the media receiver MAY use the Discard Report Block [RFC7002] instead. In case of limited available reporting bandwidth, it is up to the receiver whether or not to include RTCP XR Discard RLE report blocks.
The media receiver MAY send the Discard RLE report blocks as part of the regularly scheduled RTCP packets, as per RFC 3550. It MAY also include Discard RLE report blocks in immediate or early feedback packets, as per RFC 4585.
The media sender MUST be prepared to operate without receiving any Discard RLE report blocks. If Discard RLE report blocks are generated by the media receiver, the media sender cannot rely on all these reports being received, nor can the media sender rely on a regular generation pattern from the media receiver.
However, if the media sender receives RTCP XR reports but the reports contain no Discard RLE report blocks and is aware that the media receiver supports Discard RLE report blocks, it MAY assume that no packets were discarded at the media receiver.
A participant of a media session MAY use SDP to signal its support for the report block specified in this document or use them without any prior signaling (see Section 5 of RFC 3611 [RFC3611]).
For signaling in SDP, the RTCP XR attribute as defined in RFC 3611 [RFC3611] MUST be used. The SDP [RFC4566] attribute 'xr-format' defined in RFC 3611 is augmented as described in the following to indicate the discard RLE metric.
xr-discard-rle = "discard-rle"
The parameter 'discard-rle' is used to indicate support for the Discard RLE report block defined in Section 3.
When SDP is used in Offer/Answer context, the mechanism defined in RFC 3611 [RFC3611] for unilateral "rtcp-xr" attribute parameters applies (see Section 5.2 of RFC 3611 [RFC3611]).
The Discard RLE report block provides per-packet statistics so the risk to confidentiality documented in Section 7, Paragraph 3, of RFC 3611 [RFC3611] applies. In some situations, returning very detailed error information (e.g., over-range measurement or measurement unavailable) using this report block can provide an attacker with insight into the security processing. Implementers should consider the guidance in [NO-SRTP] for using appropriate security mechanisms, i.e., where security is a concern, the implementation should apply encryption and authentication to the report block. For example, this can be achieved by using the AVPF profile together with the Secure RTP profile as defined in RFC 3711 [RFC3711]; an appropriate combination of the two profiles (an "SAVPF") is specified in RFC 5124 [RFC5124]. However, other mechanisms also exist [SRTP-OPTIONS] and might be more suitable.
Additionally, The security considerations of RFC 3550 [RFC3550], RFC 3611 [RFC3611], and RFC 4585 [RFC4585] apply.
New block types for RTCP XR are subject to IANA registration. For general guidelines on IANA considerations for RTCP XR, refer to RFC 3611.
This document extends the IANA "RTP Control Protocol Extended Reports (RTCP XR) Block Type Registry" by assigning value 25 to DRLE (Discard RLE Report).
This document registers 'discard-rle' in the "RTCP XR SDP Parameters".
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a. RLE of Discarded RTP Packets Metric
* Metric Name: RLE - Run-length encoding of Discarded RTP Packets Metric.
* Metric Description: Instances of RTP packets discarded over the period covered by this report.
* Method of Measurement or Calculation: See Section 3 for the definition of Discard RLE, and Section 4.1 of RFC 3611 for RLE.
* Units of Measurement: Every RTP packet in the interval is reported as discarded or not. See Section 3 for the definition.
* Measurement Point(s) with Potential Measurement Domain: The measurement of these metrics is made at the receiving end of the RTP stream.
* Measurement Timing: Each RTP packet between a beginning sequence number (begin_seq) and ending sequence number (end_seq) is reported as discarded or not. See Section 3 for the definition of Discard RLE.
* Use and applications: See Section 1, paragraph 1.
* Reporting model: See RFC 3611.
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RTP [RFC3550] provides a transport for real-time media flows such as audio and video together with the RTP Control Protocol (RTCP), which provides periodic feedback about the media streams received in a specific duration. In addition, RTCP can be used for timely feedback about individual events to report (e.g., packet loss) [RFC4585]. Both long-term and short-term feedback enable a media sender to adapt its media transmission and/or encoding dynamically to the observed path characteristics.
[RFC3611] defines RTCP Extended Reports as a detailed reporting framework to provide more than just the coarse Receiver Report (RR) statistics. The detailed reporting may enable a media sender to react more appropriately to the observed networking conditions as these can be characterized better, although at the expense of extra overhead.
In addition to lost packets, [RFC3611] defines the notion of "discarded" packets: packets that were received but dropped from the de-jitter buffer because they were either too early (for buffering) or too late (for playout). The "discard rate" metric is part of the VoIP metrics report block even though it is not just applicable to audio: it is specified as the fraction of discarded packets since the beginning of the session. See Section 4.7.1 of [RFC3611]. The discard metric is believed to be applicable to a large class of RTP applications that use a de-jitter buffer [RFC5481].
Recently proposed extensions to the Extended Reports (XR) reporting suggest enhancing the discard metric:
o Reporting the number of discarded packets in a measurement interval, i.e., during either the last reporting interval or since the beginning of the session, as indicated by a flag in the suggested XR report [RFC7002]. If an endpoint needs to report packet discard due to other reasons than early- and late-arrival (for example, discard due to duplication, redundancy, etc.) then it should consider using the Discarded Packets Report Block [RFC7002].
o Reporting gaps and bursts of discarded packets during a measurement interval, i.e., the last reporting interval or the duration of the session [RFC7003].
o Reporting run-length encoding of a discarded packet during a measurement interval, i.e., between a set of sequence numbers [RFC7097].
However, none of these metrics allow a receiver to report precisely the number of RTP payload bytes that were discarded. While this information could in theory be derived from high-frequency reporting on the number of discarded packets [RFC7002] or from the Discard RLE (Run Length Encoding) report [RFC7097], these two mechanisms do not appear feasible. The former would require an unduly high amount of reporting that still might not be sufficient due to the non- deterministic scheduling of RTCP packets. The latter incurs significant complexity (by storing a map of sequence numbers and packet sizes) and reporting overhead.
An XR block is defined in this document to indicate the number of RTP payload bytes discarded, per interval or for the duration of the session, similar to the other XR blocks.
The key words "MUST", "MUST NOT", "REQUIRED", "SHALL", "SHALL NOT", "SHOULD", "SHOULD NOT", "RECOMMENDED", "MAY", and "OPTIONAL" in this document are to be interpreted as described in BCP 14, [RFC2119].
The terminology defined in RTP [RFC3550] and in the extensions for XR reporting [RFC3611] applies.
The Bytes Discarded Report Block uses the following format, which follows the model of the framework for performance metric development [RFC6390].
Figure 1: XR Bytes Discarded Report Block
Block Type (BT): 8 bits. A Bytes Discarded Packets Report Block is identified by the constant 26.
Interval Metric flag (I): 2 bits. It is used to indicate whether the discard metric is an Interval or a Cumulative metric, that is, whether the reported value applies to the most recent measurement interval duration between successive reports (I=10, the Interval Duration) or to the accumulation period characteristic of cumulative measurements (I=11, the Cumulative Duration). Since the bytes discarded are not measured at a particular time instance but over one or several reporting intervals, the metric MUST NOT be reported as a Sampled Metric (I=01). In addition, the value I=00 is reserved and MUST NOT be sent, and it MUST be discarded when received.
Early bit (E): It is introduced to distinguish between packets discarded due to early arrival and those discarded due to late arrival. The E bit is set to '1' if it reports bytes discarded due to early arrival and is set to '0' if it reports bytes discarded due to late arrival. If a duplicate packet is received and discarded, these duplicate packets are ignored and not reported. In case both early and late discarded packets shall be reported, two Bytes Discarded report blocks MUST be included.
Reserved: 5 bits. This field is reserved for future definition. In the absence of such definition, the bits in this field MUST be set to zero and MUST be ignored by the receiver.
Block length: 16 bits. It MUST be set to 2, in accordance with the definition of this field in [RFC3611]. The block MUST be discarded if the block length is set to a different value.
Number of RTP payload bytes discarded: It is a 32-bit unsigned integer value indicating the total number of bytes discarded. The 'bytes discarded' corresponds to the RTP payload size of every RTP packet that is discarded (due to early or late arrival). Hence, the 'bytes discarded' ignores the size of any RTP header extensions and the size of the padding bits. Also the discarded packet is associated to the interval in which it was discarded, not when it was expected.
If the Interval Metric flag is set as I=11, the value in the field indicates the number of RTP payload bytes discarded from the start of the session; if the Interval Metric flag is set as I=10, it indicates the number of bytes discarded in the most recent reporting interval.
If the XR block follows a Measurement Information Block [RFC6776] in the same RTCP compound packet, then the cumulative (I=11) or the interval (I=10) for this report block corresponds to the values of the "measurement duration" in the Measurement Information Block.
If the receiver sends the Bytes Discarded Report Block without the Measurement Information Block, then the Bytes Discarded Report Block MUST be sent in conjunction with an RTCP Receiver Report (RR) as a compound RTCP packet.
This section describes the behavior of the reporting node (i.e., the media receiver) and the media sender.
The media receiver MAY send the Bytes Discarded Reports as part of the regularly scheduled RTCP packets as per RFC 3550. It MAY also include Bytes Discarded Reports in immediate or early feedback packets as per [RFC4585].
Transmission of the RTCP XR Bytes Discarded Report is up to the discretion of the media receiver, as is the reporting granularity. However, it is RECOMMENDED that the media receiver signals the bytes discarded packets using the method defined in this document. When reporting several metrics in a single RTCP packet, the reporting intervals for the report blocks are synchronized, therefore the media receiver may choose to additionally send the Discarded Packets [RFC7002] or Discard RLE [RFC7097] Report Block to assist the media sender in correlating the bytes discarded to the packets discarded in that particular interval.
If all packets over a reporting period were discarded, the media receiver MAY use the Discarded Packets Report Block [RFC7002] instead.
The media sender MUST be prepared to operate without receiving any Bytes Discarded reports. If Bytes Discarded reports are generated by the media receiver, the media sender cannot rely on all these reports being received, nor can the media sender rely on a regular generation pattern from the media receiver.
However, if the media sender receives any RTCP reports but no Bytes Discarded report blocks and is aware that the media receiver supports Bytes Discarded report blocks, it MAY assume that no packets were discarded by the media receiver.
The media sender SHOULD accept the Bytes Discarded Report Block only if it is received in a compound RTCP receiver report or if it is preceded by a Measurement Information Block [RFC6776]. Under all other circumstances, it MUST ignore the block.
A participant of a media session MAY use SDP to signal its support for the report block specified in this document or use them without any prior signaling (see Section 5 of [RFC3611]).
For signaling in SDP, the RTCP XR attribute as defined in [RFC3611] MUST be used. The SDP [RFC4566] attribute 'xr-format' defined in RFC 3611 is augmented to indicate the Bytes Discarded metric. This is described in the following ABNF [RFC5234]:
xr-discard-bytes = "discard-bytes"
The parameter 'discard-bytes' to indicate support for the Bytes Discarded Report Block is defined in Section 3.
When SDP is used in the offer/answer context, the mechanism defined in [RFC3611] for unilateral "rtcp-xr" attribute parameters applies (see Section 5.2 of [RFC3611]).
The Bytes Discarded block does not provide per-packet statistics, hence the risk to confidentiality documented in Section 7, paragraph 3 of [RFC3611] does not apply. In some situations, returning very detailed error information (e.g., over-range measurement or measurement unavailable) using this report block can provide an attacker with insight into the security processing. For example, assume that the attacker sends a packet with a stale timestamp (i.e., time in the past) to the receiver. If the receiver now sends a discard report with the same number of bytes as the payload of the injected packet, the attacker can infer that no security processing was performed. If, on the other hand, the attacker does not receive a discard report, it can equivalently assume that the security procedures were performed on the packet.
Implementers should therefore consider the guidance in [RFC7202] for using appropriate security mechanisms, i.e., where security is a concern, the implementation should apply encryption and authentication to the report block. For example, this can be achieved by using the AVPF profile together with the Secure RTP profile as defined in [RFC3711]; an appropriate combination of the two profiles (an "SAVPF") is specified in [RFC5124]. However, other mechanisms also exist (documented in [RFC7201]) and might be more suitable.
The Bytes Discarded report is employed by the sender to perform congestion control, typically, for calculating goodput (i.e., throughput that is useful). In these cases, an attacker MAY drive the endpoint to lower its sending rate and under-utilize the link; therefore, media senders should choose appropriate security measures to mitigate such attacks.
Lastly, the security considerations of [RFC3550], [RFC3611], and [RFC4585] apply.
New block types for RTCP XR are subject to IANA registration. For general guidelines on IANA considerations for RTCP XR, refer to [RFC3611].
This document registers a new value in the IANA "RTP Control Protocol Extended Reports (RTCP XR) Block Type Registry": 26 for BDR (Bytes Discarded Report).
This document registers a new parameter for the Session Description Protocol (SDP), "discard-bytes" in the "RTP Control Protocol Extended Reports (RTCP XR) Session Description Protocol (SDP) Parameters Registry".
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a. RTP Payload Bytes Discarded Metric
* Metric Name: RTP Payload Bytes Discarded Metric
* Metric Description: Total number of RTP payload bytes discarded over the period covered by this report.
* Method of Measurement or Calculation: See the definition of "Number of RTP payload bytes discarded" in Section 3.
* Measurement Point(s) with Potential Measurement Domain: See the first paragraph of Section 3.
* Measurement Timing: See the last three paragraphs of Section 3 for measurement timing and for the Interval Metric flag.
* Use and applications: See the third paragraph of Section 1.
* Reporting model: See RFC 3611.
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This document defines two new block types to augment those defined in [RFC3611], for use in a range of RTP applications.
The first new block type supports reporting of the Initial Synchronization Delay to establish a multimedia session. Information is recorded about the time difference between the start of RTP sessions and the time the RTP receiver acquires all components of RTP sessions in the multimedia session [RFC6051].
The second new block type supports reporting of the relative synchronization offset time of two arbitrary streams (e.g., between audio and video streams), with the same RTCP CNAME included in RTCP Source description items (SDES) packets [RFC3550].
These metrics belong to the class of transport-level metrics defined in [RFC6792].
The use of RTCP for reporting is defined in [RFC3550]. [RFC3611] defined an extensible structure for reporting -- the RTCP Extended Report (XR). This document defines a new Extended Report block for use with [RFC3550] and [RFC3611].
"Guidelines for Considering New Performance Metric Development" [RFC6390] provides guidance on the definition and specification of performance metrics. "Guidelines for Use of the RTP Monitoring Framework" [RFC6792] provides guidance for reporting block format using RTCP XR. The metrics block described in this document is in accordance with the guidelines in [RFC6390] and [RFC6792].
When joining each session in layered video sessions [RFC6190] or the multimedia session, a receiver may not synchronize playout across the multimedia session or layered video session until RTCP Sender Report (SR) packets have been received on all components of RTP sessions. The components of RTP sessions are per-media-type RTP sessions for the multimedia sessions or per-layer RTP sessions for the layered video sessions. For multicast sessions, the Initial Synchronization Delay metric varies with the session bandwidth, the number of members, and the number of senders in the session. The RTP Flow Initial Synchronization Delay Metrics Block defined in this document can be used to report such a metric, i.e., the Initial Synchronization Delay to receive all the RTP streams belonging to the same multimedia session or layered video session. In the absence of packet loss, the Initial Synchronization Delay is equal to the average time taken to receive the first RTCP packet in the RTP session with the longest RTCP reporting interval. In the presence of packet loss, the media synchronization should rely on the in-band mapping of RTP and NTP-format timestamps [RFC6051] or wait until the reporting interval has passed, and the next RTCP SR packet is sent.
Receivers of the RTP Flow Initial Synchronization Delay Metrics Block could use this metric to compare with targets (i.e., Service Level Agreement or thresholds of the system) to help ensure the quality of real-time application performance.
In an RTP multimedia session, there can be an arbitrary number of streams carried in different RTP sessions, with the same RTCP CNAME. These streams may be not synchronized with each other. For example, one audio stream and one video stream belong to the same session, and the audio stream is transmitted lagging behind the video stream for multiple tens of milliseconds [TR-126]. The RTP Flow Synchronization Offset block can be used to report such synchronization offset between video and audio streams. This block is also applied to the case where an RTP session can contain media streams with media from multiple media types. The metrics defined in the RTP Flow Synchronization Offset Metrics Block can be used by the network manager for troubleshooting and dealing with user-experience issues.
The key words "MUST", "MUST NOT", "REQUIRED", "SHALL", "SHALL NOT", "SHOULD", "SHOULD NOT", "RECOMMENDED", "MAY", and "OPTIONAL" in this document are to be interpreted as described in RFC 2119 [RFC2119].
In addition, the following terms are defined:
Initial Synchronization Delay:
A multimedia session comprises a set of concurrent RTP sessions among a common group of participants, using one RTP session for each media type. The Initial Synchronization Delay is the average time for the receiver to synchronize all components of a multimedia session [RFC6051].
Synchronization Offset:
Synchronization between two media streams must be maintained to ensure satisfactory Quality of Experience (QoE). Two media streams can be of the same or different media types belonging to one RTP session, or of different media types belonging to one multimedia session. The Synchronization Offset is the relative time difference of the two media streams that need to be synchronized.
This block is sent by RTP receivers and reports the Initial Synchronization Delay beyond the information carried in the standard RTCP packet format. Information is recorded about the time difference between the start of the multimedia session and the time when the RTP receiver acquires all components of RTP sessions [RFC6051] measured at the receiving end of the RTP stream.
This block needs to be exchanged only occasionally, for example, sent once at the start of the RTP session.
The RTP Flow Initial Synchronization Delay Metrics Block has the following format:
Figure 1: Report Block Structure
3.2. Definition of Fields in RTP Flow Initial Synchronization Delay Metrics Block
Block type (BT): 8 bits
The RTP Flow Initial Synchronization Delay Metrics Block is identified by the constant 27.
Reserved: 8 bits
This field is reserved for future definition. In the absence of such a definition, the bits in this field MUST be set to zero and ignored by the receiver.
Block length: 16 bits
The constant 2, in accordance with the definition of this field in Section 3 of RFC 3611 [RFC3611].
SSRC of source: 32 bits
The SSRC of the media source SHALL be set to the value of the SSRC identifier carried in any arbitrary component of RTP sessions belonging to the same multimedia session.
Initial Synchronization Delay: 32 bits
The average delay, expressed in units of 1/65536 seconds, from the beginning of the multimedia session [RFC6051] to the time when RTCP packets are received on all of the component RTP sessions. It is recommended that the beginning of the multimedia session is chosen as the time when the receiver has joined the first RTP session of the multimedia session. The value of the Initial Synchronization Delay is calculated based on received RTCP SR packets or the RTP header extension containing the in-band mapping of RTP and NTP-format timestamps [RFC6051]. If there is no packet loss, the Initial Synchronization Delay is expected to be equal to the average time taken to receive the first RTCP packet in the RTP session with the longest RTCP reporting interval or to the average time taken to receive the first RTP header extension containing the in-band mapping of RTP and NTP-format timestamps.
If the measurement is unavailable, the value of this field with all bits set to 1 MUST be reported.
In the RTP multimedia sessions or one RTP session, there can be an arbitrary number of media streams and each media stream (e.g., audio stream or video stream) is sent in a separate RTP stream. In case of one RTP session, each media stream or each medium uses a different SSRC. The receiver correlates these media streams that need to be synchronized by means of the RTCP CNAME contained in the RTCP Source Description (SDES) packets [RFC3550].
This block is sent by RTP receivers and reports the synchronization offset of two arbitrary RTP streams that need to be synchronized in the RTP multimedia session. Information is recorded about the relative average time difference between two arbitrary RTP streams (the reporting stream and the reference stream) with the same CNAME and measured at the receiving end of the RTP stream. In order to tell what the offset of the reporting stream is relative to, the block for the reference stream with synchronization offset of zero should be reported.
Instances of this block refer by synchronization source (SSRC) to the separate auxiliary Measurement Information block [RFC6776], which describes measurement periods in use (see Section 4.2 of [RFC6776]). This metrics block relies on the measurement period in the Measurement Information block indicating the span of the report and SHOULD be sent in the same compound RTCP packet as the Measurement Information Block. If the measurement period is not received in the same compound RTCP packet as this block, this block MUST be discarded.
The RTP Flow General Synchronization Offset Metrics Block has the following format:
Figure 2: Report Block Structure
4.2. Definition of Fields in RTP Flow General Synchronization Offset Metrics Block
Block type (BT): 8 bits
The RTP Flow General Synchronization Offset Metrics Block is identified by the constant 28.
Interval Metric Flag (I): 2 bits
This field is used to indicate whether the Burst/Gap Discard Summary Statistics metrics are Sampled, Interval, or Cumulative metrics:
In this document, the value I=00 is the reserved value and MUST NOT be used. If the value I=00 is received, then the XR block MUST be ignored by the receiver.
Reserved: 6 bits
This field is reserved for future definition. In the absence of such a definition, the bits in this field MUST be set to zero and MUST be ignored by the receiver.
Block length: 16 bits
The constant 3, in accordance with the definition of this field in Section 3 of RFC 3611 [RFC3611].
SSRC of Source: 32 bits
The SSRC of the media source SHALL be set to the value of the SSRC identifier of the reporting RTP stream to which the XR relates.
Synchronization Offset: 64 bits
The synchronization offset of the reporting RTP stream relative to the reference stream with the same CNAME. The calculation of Synchronization Offset is similar to the Difference D calculation in the RFC 3550. That is to say, if Si is the NTP timestamp from the reporting RTP packet i, Ri is the time of arrival in NTP timestamp units for reporting RTP packet i, Sj is the NTP timestamp from the reference RTP packet j, and Rj is the time of arrival in NTP timestamp units for reference RTP packet j, then the value of the Synchronization Offset D may be expressed as
D(i,j) = (Rj - Ri) - (Sj - Si) = (Rj - Sj) - (Ri - Si)
If in-band delivery of NTP-format timestamps is supported [RFC6051], Si and Sj should be obtained directly from the RTP packets where NTP timestamps are available. If not, Si and Sj should be calculated from their corresponding RTP timestamps. The value of the Synchronization Offset is represented using a 64-bit signed NTP-format timestamp as defined in [RFC5905], which is a 64-bit signed fixed-point number with the integer part in the first 32 bits and the fractional part in the last 32 bits. A positive value of the Synchronization Offset means that the reporting stream leads before the reference stream, while a negative one means the reporting stream lags behind the reference stream. The Synchronization Offset of zero means the stream is the reference stream.
If the measurement is unavailable, the value of this field with all bits set to 1 MUST be reported.
[RFC3611] defines the use of SDP (Session Description Protocol) [RFC4566] for signaling the use of XR blocks. XR blocks MAY be used without prior signaling.
Using the Augmented Backus-Naur Form (ABNF) [RFC5234], two new parameters are defined for the two report blocks defined in this document to be used with SDP [RFC4566]. They have the following syntax within the "rtcp-xr" attribute [RFC3611]:
xr-format =/ xr-rfisd-block
/ xr-rfso-block
Refer to Section 5.1 of RFC 3611 [RFC3611] for a detailed description and the full syntax of the "rtcp-xr" attribute.
When SDP is used in the offer/answer context, the SDP Offer/Answer usage defined in [RFC3611] applies.
New report block types for RTCP XR are subject to IANA registration. For general guidelines on IANA allocations for RTCP XR, refer to Section 6.2 of [RFC3611].
This document assigns two new block type values in the RTCP XR Block Type Registry:
This document also registers two new SDP [RFC4566] parameters for the "rtcp-xr" attribute in the RTCP XR SDP Parameters Registry:
The contact information for the registrations is:
RAI Area Directors <rai-ads@tools.ietf.org>
When using Secure RTP [RFC3711], or other media-layer security, reporting accurate synchronization offset information can expose some details about the timing of the cryptographic operations that are used to protect the media. There is a possibility that this timing information might enable a side-channel attack on the encryption. For environments where this attack is a concern, implementations need to take care to ensure cryptographic processing and media compression take the same amount of time irrespective of the media content, to avoid the potential attack.
Besides this, it is believed that this RTCP XR block introduces no new security considerations beyond those described in [RFC3611].
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a. Initial Synchronization Delay Metric
* Metric Name: RTP Initial Synchronization Delay
* Metric Description: See the definition of "Initial Synchronization Delay" in Section 2.1.
* Method of Measurement or Calculation: See the definition of the "Initial Synchronization Delay" field in Section 3.2.
* Units of Measurement: See the definition of the "Initial Synchronization Delay" field in Section 3.2.
* Measurement Point(s) with Potential Measurement Domain: See the first paragraph of Section 3.
* Measurement Timing: See the second paragraph of Section 3.
* Use and applications: See Section 1.4.
* Reporting model: See RFC 3611.
b. Synchronization Offset Metric
* Metric Name: RTP Synchronization Offset Delay
* Metric Description: See the definition of "Synchronization Offset" in Section 1.2.
* Method of Measurement or Calculation: See the definition of the "Synchronization Offset" field in Section 4.2.
* Measurement Point(s) with Potential Measurement Domain: See the second paragraph of Section 4.
* Measurement Timing: See the third paragraph of Section 4.2 for measurement timing and the Interval Metric flag.
* Use and applications: See Section 1.4.
* Reporting model: See RFC 3611.
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This document defines a new block type to augment those defined in [RFC3611], for use in a range of RTP applications.
The new block type provides information on media quality using one of several standard metrics (e.g., mean opinion score (MOS)).
The metrics belong to the class of application-level metrics defined in [RFC6792].
The use of RTCP for reporting is defined in [RFC3550]. RFC 3611 defined an extensible structure for reporting using an RTCP Extended Report (XR). This document defines a new Extended Report block for use with [RFC3550] and [RFC3611].
The Performance Metrics Framework [RFC6390] provides guidance on the definition and specification of performance metrics. The RTP Monitoring Architectures document [RFC6792] provides guidelines for reporting block format using RTCP XR. The XR block type described in this document is in accordance with the guidelines in [RFC6390] and [RFC6792].
The MOS Metrics Report Block can be used in any application of RTP for which QoE (Quality-of-Experience) measurement algorithms are defined.
The factors that affect real-time audio/video application quality can be split into two categories. The first category consists of transport-specific factors such as packet loss, delay, and jitter (which also translates into losses in the playback buffer). The factors in the second category consists of content- and codec-related factors such as codec type and loss recovery technique, coding bit rate, packetization scheme, and content characteristics
Transport-specific factors may be insufficient to infer real-time media quality as codec related parameters and the interaction between transport problems and application-layer protocols can have a substantial effect on observed media quality. Media quality may be measured using algorithms that directly compare input and output media streams, or it may be estimated using algorithms that model the interaction between media quality, protocol, and encoded content. Media quality is commonly expressed in terms of MOS; however, it is also represented by a range of indexes and other scores.
The measurement of media quality has a number of applications:
o Detecting problems with media delivery or encoding that is impacting user-perceived quality.
o Tuning the content encoder algorithm to satisfy real-time data quality requirements.
o Determining which system techniques to use in a given situation and when to switch from one technique to another as system parameters change (for example, as discussed in [G.1082]).
o Prequalifying a network to assess its ability to deliver an acceptable end-user-perceived quality level.
The key words "MUST", "MUST NOT", "REQUIRED", "SHALL", "SHALL NOT", "SHOULD", "SHOULD NOT", "RECOMMENDED", "MAY", and "OPTIONAL" in this document are to be interpreted as described in RFC 2119 [RFC2119].
Notable terminology used is the following.
Numeric formats X:Y
where X the number of bits prior to the decimal place and Y the number of bits after the decimal place.
Hence, 8:8 represents an unsigned number in the range 0.0 to 255.996 with a granularity of 0.0039. 0:16 represents a proper binary fraction with range 0.0 to 1 - 1/65536 = 0.9999847, though note that use of flag values at the top of the numeric range slightly reduces this upper limit. For example, if the 16-bit values 0XFFFE and 0XFFFF are used as flags for "over- range" and "unavailable" conditions, a 0:16 quantity has range 0.0 to 1 - 3/65536 = 0.9999542.
Calculation Algorithm
Calculation Algorithm is used in this document to mean the MOS or QoE estimation algorithm.
A multimedia application MOS Metric is commonly expressed as a MOS. The MOS is usually on a scale from 1 to 5, in which 5 represents excellent and 1 represents unacceptable; however, it can use other ranges (for example, 0 to 10 ). The term "MOS" originates from subjective testing and is used to refer to the mean of a number of individual opinion scores. Therefore, there is a well-understood relationship between MOS and user experience; hence, the industry commonly uses MOS as the scale for objective test results. Subjective tests can be used for measuring live network traffic; however, the use of objective or algorithmic measurement techniques allows much larger scale measurements to be made. Within the scope of this document, mean opinion scores are obtained using objective or estimation algorithms. ITU-T or ITU-R recommendations (e.g., [BS.1387-1], [G.107], [G.107.1], [P.862], [P.862.1], [P.862.2], [P.863], [P.564], [G.1082], [P.1201.1], [P.1201.2], [P.1202.1], [P.1202.2]) define methodologies for assessment of the performance of audio and video streams. Other international and national standards organizations such as EBU, ETSI, IEC, and IEEE also define QoE algorithms and methodologies, and the intent of this document is not to restrict its use to ITU recommendations but to suggest that ITU recommendations be used where they are defined.
This block reports the media quality in the form of a MOS range (e.g., 1-5, 0-10, or 0-100, as specified by the calculation algorithm); however, it does not report the MOS that includes parameters outside the scope of the RTP stream, for example, signaling performance, mean time to repair (MTTR), or other factors that may affect the overall user experience.
The MOS Metric reported in this block gives a numerical indication of the perceived quality of the received media stream, which is typically measured at the receiving end of the RTP stream. Instances of this Metrics Block refer by synchronization source (SSRC) to the separate auxiliary Measurement Information block [RFC6776] which describes measurement periods in use (see RFC 6776, Section 4.2).
This Metrics Block relies on the measurement period in the Measurement Information block indicating the span of the report. Senders MUST send this block in the same compound RTCP packet as the Measurement Information block. Receivers MUST verify that the measurement period is received in the same compound RTCP packet as this Metrics Block. If not, this Metrics Block MUST be discarded.
The MOS Metrics Block has the following format:
Block type (BT): 8 bits
The MOS Metrics Block is identified by the constant 29.
Interval Metric flag (I): 2 bits
This field is used to indicate whether the MOS Metrics are Sampled, Interval, or Cumulative [RFC6792]:
I=10: Interval Duration - the reported value applies to the
most recent measurement interval duration between successive metrics reports.
I=11: Cumulative Duration - the reported value applies to the
accumulation period characteristic of cumulative measurements.
I=01: Sampled Value - the reported value is a sampled
instantaneous value.
I=00: Reserved
In this document, MOS Metrics MAY be reported for intervals or for the duration of the media stream (cumulative). The value I=01, indicating a sampled value, MUST NOT be sent and MUST be discarded when received.
Reserved: 6 bits
This field is reserved for future definition. In the absence of such a definition, the bits in this field MUST be set to zero and ignored by the receiver (see RFC 6709, Section 4.2).
Block Length: 16 bits
The length of this report block in 32-bit words, minus one. For the MOS Metrics Block, the block length is variable length.
SSRC of source: 32 bits
As defined in Section 4.1 of [RFC3611].
Segment i: 32 bits
There are two segment types defined in this document: single- channel audio/video per SSRC segment and multi-channel audio per SSRC segment. Multi-channel audio per SSRC segment is used to deal with the case where multi-channel audio streams are carried in one RTP stream while a single-channel audio/video per SSRC segment is used to deal with the case where each media stream is identified by SSRC and sent in separate RTP streams. The leftmost bit of the segment determines its type. If the leftmost bit of the segment is zero, then it is a single-channel segment. If the leftmost bit is one, then it is a multi-channel audio segment. Note that two segment types cannot be present in the same metric block.
Segment Type (S): 1 bit
This field is used to identify the segment type used in this report block. A zero identifies this as a single-channel audio/video per SSRC segment. Single channel means there is only one media stream carried in one RTP stream. The single-channel audio/video per SSRC segment can be used to report the MOS value associated with the media stream identified by SSRC. If there are multiple media streams and they want to use the single-channel audio/video per SSRC segment to report the MOS value, they should be carried in the separate RTP streams with each identified by different SSRC. In this case, multiple MOS Metrics Blocks are required to report the MOS value corresponding to each media stream using single-channel audio/video per SSRC segment in the same RTCP XR packet.
Calculation Algorithm ID (CAID) : 8 bits
The 8-bit CAID is the session specific reference to the calculation algorithm and associated qualifiers indicated in SDP (see Section 4.1) and used to compute the MOS score for this segment.
Payload Type (PT): 7 bits
MOS Metrics reporting depends on the payload format in use. This field identifies the RTP payload type in use during the reporting interval. The binding between RTP payload types and RTP payload formats is configured via a signaling protocol, for example, an SDP offer/answer exchange. If the RTP payload type used is changed during an RTP session, separate reports SHOULD be sent for each RTP payload type, with corresponding measurement information blocks indicating the time period to which they relate.
Note that the use of this Report Block with MPEG Transport streams carried over RTP is undefined as each MPEG Transport stream may use distinct audio or video codecs and the indication of the encoding of these is within the MPEG Transport stream and does not use RTP payloads.
MOS Value: 16 bits
The estimated mean opinion score (MOS) for multimedia application performance is estimated using an algorithm that includes the impact of delay, loss, jitter and other impairments that affect media quality. This is an unsigned fixed-point 7:9 value representing the MOS, allowing the MOS score up to 127 in the integer part. MOS ranges are defined as part of the specification of the MOS estimation algorithm (Calculation Algorithm in this document), and are normally ranges like 1-5, 0-10, or 0-100. Two values are reserved: a value of 0xFFFE indicates that the measurement is out of range and a value of 0xFFFF indicates that the measurement is unavailable. Values outside of the range defined by the Calculation Algorithm, other than the two reserved values, MUST NOT be sent and MUST be ignored by the receiving system.
Segment Type (S): 1 bit
This field is used to identify the segment type used in this report block. A one identifies this as a multi-channel audio segment.
Calculation Algorithm ID (CAID) : 8 bits
The 8-bit CAID is the session specific reference to the calculation algorithm and associated qualifiers indicated in SDP (see Section 4.1) and used to compute the MOS score for this segment.
Payload Type (PT): 7 bits
As defined in Section 3.2.1 of this document
Channel Identifier (CHID): 3 bits
If multiple channels of audio are carried in one RTP stream, each channel of audio will be viewed as an independent channel (e.g., left channel audio, right channel audio). This field is used to identify each channel carried in the same media stream. The default channel mapping follows static ordering rule described in Section 4.1 of [RFC3551]. However, there are some payload formats that use different channel mappings, e.g., AC-3 audio over RTP [RFC4184] only follow AC-3 channel order scheme defined in [ATSC]. Enhanced AC-3 audio over RTP [RFC4598] uses a dynamic channel transform mechanism. In order for the appropriate channel mapping to be determined, MOS metrics reports need to be tied to an RTP payload format. The reports should include the payload type of the reported media according to [RFC6792], so that it can be used to determine the appropriate channel mapping.
MOS Value: 13 bits
The estimated MOS for multimedia application performance is defined as including the effects of delay, loss, discard, jitter and other effects that would affect media quality. This is an unsigned fixed-point 7:6 value representing the MOS, allowing the MOS score up to 127 in the integer part. MOS ranges are defined as part of the specification of the MOS estimation algorithm (Calculation Algorithm in this document), and are normally ranges like 1-5, 0-10, or 0-100. Two values are reserved: a value of 0x1FFE indicates out of range and a value of 0x1FFF indicates that the measurement is unavailable. Values outside of the range defined by the Calculation Algorithm, other than the two reserved values, MUST NOT be sent and MUST be ignored by the receiving system.
[RFC3611] defines the use of SDP [RFC4566] for signaling the use of XR blocks. However, XR blocks MAY be used without prior signaling (see Section 5 of RFC 3611).
This section augments the SDP [RFC4566] attribute "rtcp-xr" defined in [RFC3611] by providing an additional value of "xr-format" to signal the use of the report block defined in this document. Within the "xr-format", the syntax element "calgextmap" is an attribute as defined in [RFC4566] and used to signal the mapping of the local identifier (CAID) in the segment extension defined in Section 3.2 to the calculation algorithm. Specific extension attributes are defined by the specification that defines a specific extension name: there might be several. The ABNF [RFC5234] syntax is as follows.
Each local identifier (CAID) of calculation algorithm used in the segment defined in Section 3.2 is mapped to a string using an attribute of the form:
a=calg:<value> [ "/"<direction> ] <name> [<extensionattributes>]
where <name> is a calculation algorithm name, as above, <value> is the local identifier (CAID) of the calculation algorithm associated with the segment defined in this document and is an integer in the valid range, inclusive.
A usable mapping MUST use IDs in the valid range, and each ID in this range MUST be unique and used only once for each stream or each channel in the stream.
The mapping MUST be provided per media stream (in the media-level section(s) of SDP, i.e., after an "m=" line).
The syntax element "mosref" is referred to the media resolution relative reference and has three values 'l','m','h'. (e.g., narrowband (3.4 kHz) speech and Standard Definition (SD) or lower resolution video have 'l' resolution, super-wideband (>14 kHz) speech or higher and High Definition (HD) or higher resolution video have 'h' resolution, wideband speech (7 kHz) and video with resolution between SD and HD has 'm' resolution). The MOS reported in the MOS metrics block might vary with the MOS reference; for example, MOS values for narrowband, wideband, super-wideband codecs occupy the same range but SHOULD be reported in different value. For video application, MOS scores for SD resolution, HD resolution video also occupy the same ranges and SHOULD be reported in different value.
When SDP is used in offer/answer context, the SDP Offer/Answer usage defined in [RFC3611] applies. In the offer/answer context, the signaling described above might be used in three ways:
o asymmetric behavior (segment extensions sent in only one direction),
o the offer of mutually exclusive alternatives, or
o the offer of more segments than can be sent in a single session.
A direction attribute MAY be included in a "calgextmap"; without it, the direction implicitly inherits, of course, from the RTCP stream direction.
Segment extensions, with their directions, MAY be signaled for an "inactive" stream. An extension direction MUST be compatible with the stream direction. If a segment extension in the SDP offer is marked as "sendonly" and the answerer desires to receive it, the extension MUST be marked as "recvonly" in the SDP answer. An answerer that has no desire to receive the extension or does not understand the extension SHOULD NOT include it in the SDP answer.
If a segment extension is marked as "recvonly" in the SDP offer and the answerer desires to send it, the extension MUST be marked as "sendonly" in the SDP answer. An answerer that has no desire to, or is unable to, send the extension SHOULD NOT include it in the SDP answer.
If a segment extension is offered as "sendrecv", explicitly or implicitly, and asymmetric behavior is desired, the SDP MAY be modified to modify or add direction qualifiers for that segment extension.
A "mosref" attribute and "MOS Type" attribute MAY be included in a calgextmap; if not present, the "mosref" and "MOS Type" MUST be as defined in the QoE estimation algorithm referenced by the name attribute (e.g., P.1201.1 [P.1201.1] indicates lower resolution used while P.1201.2 [P.1201.2] indicates higher resolution used) or payload type carried in the segment extension (e.g., EVRC-WB [RFC5188] indicates using Wideband Codec). However, not all payload types or MOS algorithm names indicate resolution to be used and MOS type to be used. If an answerer receives an offer with a "mosref" attribute value it doesn't support (e.g.,the answerer only supports "l" and receives "h" from offerer), the answer SHOULD reject the mosref attribute value offered by the offerer.
If the answerer wishes to reject a "mosref" attribute offered by the offerer, it sets identifiers associated with segment extensions in the answer to the value in the range 4096-4351. The rejected answer MUST contain a "mosref" attribute whose value is the value of the SDP offer.
Local identifiers in the valid range (inclusive) in an offer or answer must not be used more than once per media section. A session update MAY change the direction qualifiers of segment extensions under use. A session update MAY add or remove segment extension(s). Identifier values in the valid range MUST NOT be altered (remapped).
If a party wishes to offer mutually exclusive alternatives, then multiple segment extensions with the same identifier in the (unusable) range 4096-4351 MAY be offered; the answerer SHOULD select at most one of the offered extensions with the same identifier, and remap it to a free identifier in the valid range for that extension to be usable. Note that the two segment types defined in Section 3 are also exclusive alternatives.
If more segment extensions are offered in the valid range, the answerer SHOULD choose those that are desired and place the offered identifier value "as is" in the SDP answer.
Similarly, if more segment extensions are offered than can be fit in the valid range, identifiers in the range 4096-4351 MAY be offered; the answerer SHOULD choose those that are desired and remap them to a free identifier in the valid range.
Note that the range 4096-4351 for these negotiation identifiers is deliberately restricted to allow expansion of the range of valid identifiers in the future. Segment extensions with an identifier outside the valid range cannot, of course, be used.
Example:
Note - port numbers, RTP profiles, payload IDs and rtpmaps, etc., have all been omitted for brevity.
The offer:
a=rtcp-xr:mos-metric=calg:4906=P1201_l,calg:4906=P1202_l, calg: 4907=G107
The answerer is interested in transmission P.1202.1 on a lower resolution application, but it doesn't support P.1201.1 on a lower resolution application at all. It is interested in transmission G.107. Therefore, it adjusts the declarations:
a=rtcp-xr:mos-metric=calg:1=P1202_l,calg:2=G107
New block types for RTCP XR are subject to IANA registration. For general guidelines on IANA considerations for RTCP XR, refer to [RFC3611].
This document assigns the block type value 29 in the IANA "RTP Control Protocol Extended Reports (RTCP XR) Block Type Registry" to the "MOS Metrics Block".
This document also registers a new parameter "mos-metric" in the "RTP Control Protocol Extended Reports (RTCP XR) Session Description Protocol (SDP) Parameters Registry".
This section contains the information required by [RFC4566] for an SDP attribute.
o contact name, email address: RAI Area Directors <rai-ads@tools.ietf.org>
o attribute name (as it will appear in SDP): calgextmap
o long-form attribute name in English: calculation algorithm map definition
o type of attribute (session level, media level, or both): both
o whether the attribute value is subject to the charset attribute: not subject to the charset attribute
o a one-paragraph explanation of the purpose of the attribute: This attribute defines the mapping from the local identifier (CAID) in the segment extension defined in Section 3.2 into the calculation algorithm name as documented in specifications and appropriately registered.
o a specification of appropriate attribute values for this attribute: see RFC 7266.
This document creates a new registry called "RTCP XR MOS Metric block - multimedia application Calculation Algorithm" as a subregistry of the "RTP Control Protocol Extended Reports (RTCP XR) Block Type Registry". This registry applies to the multimedia session where each type of medium is sent in a separate RTP stream and also applies to the session where multi-channel audios are carried in one RTP stream. Policies for this new registry are as follows:
o The information required to support this assignment is an unambiguous definition of the new metric, covering the base measurements and how they are processed to generate the reported metric.
o The review process for the registry is "Specification Required" as described in Section 4.1 of [RFC5226].
o Entries in the registry are identified by entry name and mapped to the local identifier (CAID) in the segment extension defined in Section 3.2.
o Registration Template
The following information must be provided with each registration:
* Name: A string uniquely and unambiguously identifying the calculation algorithm for use in protocols.
* Name Description: A valid Description of the calculation algorithm Name.
* Reference: The reference that defines the calculation algorithm corresponding to the Name and Name Description.
* Type: The media type to which the calculation algorithm is applied
o Initial assignments are as follows:
The new RTCP XR blocks proposed in this document introduce no new security considerations beyond those described in [RFC3611].
This document merges ideas from two documents addressing the MOS Metric Reporting issue. The authors of these documents are listed below (in alphabetical order):
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a. MOS Value Metric
* Metric Name: MOS in RTP
* Metric Description: The estimated mean opinion score for multimedia application performance of the RTP stream is defined as including the effects of delay, loss, discard, jitter, and others on audio or video quality.
* Method of Measurement or Calculation: See Section 3.2.1, MOS value definition.
* Units of Measurement: See Section 3.2.1, MOS value definition.
* Measurement Point(s) with Potential Measurement Domain: See Section 3, second paragraph.
* Measurement Timing: See Section 3, third paragraph for measurement timing and Section 3.1 for Interval Metric flag.
* Use and applications: See Section 1.4.
* Reporting model: See RFC 3611.
b. Segment Type Metric
* Metric Name: Segment Type in RTP
* Metric Description: It is used to identify the segment type of RTP stream used in this report block. For more details, see Section 3.2.1, Segment type definition.
* Method of Measurement or Calculation: See Section 3.2.1, Segment Type definition.
* Units of Measurement: See Section 3.2.1, Segment Type definition.
* Measurement Point(s) with Potential Measurement Domain: See Section 3, second paragraph.
* Measurement Timing: See Section 3, third paragraph for measurement timing and Section 3.1 for Interval Metric flag.
* Use and applications: See Section 1.4.
* Reporting model: See RFC 3611.
c. Calculation Algorithm Identifier Metric
* Metric Name: RTP Stream Calculation Algorithm Identifier
* Metric Description: It is the local identifier of RTP Stream calculation Algorithm associated with this segment in the range 1-255 (inclusive).
* Method of Measurement or Calculation: See Section 3.2.1, Calculation Algorithm ID definition.
* Units of Measurement: See Section 3.2.1, Calg Algorithm ID definition.
* Measurement Point(s) with Potential Measurement Domain: See Section 3, second paragraph.
* Measurement Timing: See Section 3, third paragraph for measurement timing and Section 3.1 for Interval Metric flag.
* Use and applications: See Section 1.4.
* Reporting model: See RFC 3611.
d. Payload Type Metric
* Metric Name: RTP Payload Type
* Metric Description: It is used to identify the format of the RTP payload. For more details, see Section 3.2.1, payload type definition.
* Method of Measurement or Calculation: See Section 3.2.1, Payload type definition.
* Units of Measurement: See Section 3.2.1, Payload type definition.
* Measurement Point(s) with Potential Measurement Domain: See Section 3, second paragraph.
* Measurement Timing: See Section 3, third paragraph for measurement timing and Section 3.1 for Interval Metric flag.
* Use and applications: See Section 1.4.
* Reporting model: See RFC 3611.
e. Channel Identifier Metric
* Metric Name: Audio Channel Identifier in RTP
* Metric Description: It is used to identify each audio channel carried in the same RTP stream. For more details, see Section 3.2.2, channel identifier definition.
* Method of Measurement or Calculation: See Section 3.2.2, Channel Identifier definition.
* Units of Measurement: See Section 3.2.2, Channel Identifier definition.
* Measurement Point(s) with Potential Measurement Domain: See Section 3, second paragraph.
* Measurement Timing: See Section 3, third paragraph for measurement timing and Section 3.1 for Interval Metric flag.
* Use and applications: See Section 1.4.
* Reporting model: See RFC 3611.
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At any instant, the audio output at a receiver may be classified as either 'normal' or 'concealed'. 'Normal' refers to playout of audio payload received from the remote end and also includes locally generated signals such as announcements, tones, and comfort noise. 'Concealed' refers to playout of locally generated signals used to mask the impact of network impairments or to reduce the audibility of jitter buffer adaptations.
This document defines two new concealment-related block types to augment those defined in [RFC3611] for use in a range of RTP applications. These two block types extend the packet loss concealment mechanism defined in Section 4.7.6 of [RFC3611].
The first block type, the Loss Concealment Metrics Block, provides metrics for actions taken by the receiver to mitigate the effect of packet loss and packet discard. Specifically, the first metric (On-Time Playout Duration) reports the duration of normal playout of data that the receiver obtained from the sender's stream. A second metric (Loss Concealment Duration) reports the total time during which the receiver played out media data that was manufactured locally, because the sender's data for these periods was not available due to packet loss or discard. A similar metric (Buffer Adjustment Concealment Duration) reports the duration of playout of locally manufactured data replacing data that is unavailable due to adaptation of an adaptive de-jitter buffer. Further metrics (Playout Interrupt Count and Mean Playout Interrupt Size) report the number of times normal playout was interrupted and the mean duration of these interruptions.
Loss Concealment Duration and Buffer Adjustment Concealment Duration are reported separately because buffer adjustment is typically arranged to occur in silence periods, so it may have very little impact on user experience, whilst loss concealment may occur at any time.
The second block type, the Concealed Seconds Metrics Block, provides metrics for Concealed Seconds, which are measured at the receiving end of the RTP stream. Specifically, the first metric (Unimpaired Seconds) reports the number of whole seconds occupied only with normal playout of data that the receiver obtained from the sender's stream. The second metric (Concealed Seconds) reports the number of whole seconds during which the receiver played out any locally generated media data. A third metric, Severely Concealed Seconds (SCSs), reports the number of whole seconds during which the receiver played out locally generated data to conceal a lost or discarded frame percentage in excess of the configured SCS Threshold.
These metrics belongs to the class of transport-related terminal metrics defined in [RFC6792].
The use of RTCP for reporting is defined in [RFC3550]. [RFC3611] defines an extensible structure for reporting using an RTCP Extended Report (XR). This document defines a new Extended Report block that MUST be used as defined in [RFC3550] and [RFC3611].
The Performance Metrics Framework [RFC6390] provides guidance on the definition and specification of performance metrics. The RTP Monitoring Framework [RFC6792] provides guidelines for reporting block format using RTCP XR. The metrics blocks described in this document are in accordance with those guidelines.
These metrics are applicable to audio applications of RTP and the audio component of audio/video applications in which the packet loss concealment machinery is contained at the receiving end to mitigate the impact of network impairments to user's perception of media quality.
The key words "MUST", "MUST NOT", "REQUIRED", "SHALL", "SHALL NOT", "SHOULD", "SHOULD NOT", "RECOMMENDED", "MAY", and "OPTIONAL" in this document are to be interpreted as described in RFC 2119 [RFC2119].
The report blocks in this document make use of binary fractions. The following terminology is used:
Numeric formats S X:Y
where S indicates a two's complement signed representation, X the number of bits prior to the decimal place, and Y the number of bits after the decimal place.
Hence, 8:8 represents an unsigned number in the range 0.0 to 255.996 with a granularity of 0.0039. S7:8 would represent the range -127.996 to +127.996. 0:16 represents a proper binary fraction with range
0.0 to 1 - 1/65536 = 0.9999847
though note that use of flag values at the top of the numeric range slightly reduces this upper limit. For example, if the 16-bit values 0xFFFE and 0xFFFF are used as flags for "over- range" and "unavailable" conditions, a 0:16 quantity has range
0.0 to 1 - 3/65536 = 0.9999542
The Loss Concealment Metrics Block is intended to be used as described in this section, in conjunction with information from the Measurement Information Block [RFC6776]. Instances of this metrics block refer by synchronization source (SSRC) to the separate auxiliary Measurement Information Block [RFC6776], which describes measurement periods in use (see [RFC6776], Section 4.2). This metrics block relies on the measurement period in the Measurement Information Block indicating the span of the report and SHOULD be sent in the same compound RTCP packet as the Measurement Information Block. If the measurement period is not received in the same compound RTCP packet as this metrics block, this metrics block MUST be discarded.
The structure of the Loss Concealment Metrics Block is as follows.
Figure 1: Loss Concealment Metrics Block
Block type (BT): 8 bits
A Loss Concealment Metrics Block is identified by the constant 30.
Interval Metric flag (I): 2 bits
This field is used to indicate whether the loss concealment metrics are Sampled, Interval, or Cumulative metrics:
I=10: Interval Duration - the reported value applies to the most recent measurement interval duration between successive metrics reports.
I=11: Cumulative Duration - the reported value applies to the accumulation period characteristic of cumulative measurements.
I=01: Sampled Value - the reported value is a sampled instantaneous value (not allowed in this block).
I=00: Reserved value - this value is reserved for future use.
In this document, Loss Concealment metrics can only be measured over definite intervals and cannot be sampled. Senders MUST NOT use the values I=00 or I=01. If a block is received with I=00 or I=01, the receiver MUST discard the block.
Packet Loss Concealment Method (plc): 2 bits
This field is used to identify the packet loss concealment method in use at the receiver, according to the following code:
bits 014-015
0 = silence insertion
1 = simple replay, no attenuation
2 = simple replay, with attenuation
3 = enhancement
Other values are reserved.
Note that the enhancement method (plc=3) for packet loss concealment offers an improved audio quality and better robustness against packet losses [G.711] and is equivalent to "enhanced" in Section 4.7.6 of [RFC3611].
Reserved (resv): 4 bits
These bits are reserved. They MUST be set to zero by senders and ignored by receivers (see [RFC6709], Section 4.2).
block length: 16 bits
The length of this report block in 32-bit words, minus one. For the Loss Concealment Metrics Block, the block length is equal to 6.
SSRC of Source: 32 bits
As defined in Section 4.1 of [RFC3611].
On-Time Playout Duration: 32 bits
'On-time playout' is the uninterrupted, in-sequence playout of valid decoded audio information originating from the remote endpoint. This includes comfort noise during periods of remote talker silence, if Voice Activity Detection (VAD) [VAD] is used, and locally generated or regenerated tones and announcements.
An equivalent definition is that on-time playout is playout of any signal other than those used for concealment.
On-time playout duration is expressed in units of RTP timestamp and MUST include both speech and silence intervals, whether VAD is used or not.
Two values are reserved: a value of 0xFFFFFFFE indicates out of range (that is, a measured value exceeding 0xFFFFFFFD), and a value of 0xFFFFFFFF indicates that the measurement is unavailable.
Loss Concealment Duration: 32 bits
The duration, expressed in units of RTP timestamp, of audio playout corresponding to Loss-Type concealment.
Loss-Type concealment is reactive insertion or deletion of samples in the audio playout stream due to effective frame loss at the audio decoder. Effective frame loss is the event in which a frame of coded audio is simply not present at the audio decoder when required. In this case, substitute audio samples are generally formed, at the decoder or elsewhere, to reduce audible impairment.
Two values are reserved: a value of 0xFFFFFFFE indicates out of range (that is, a measured value exceeding 0xFFFFFFFD), and a value of 0xFFFFFFFF indicates that the measurement is unavailable.
Buffer Adjustment Concealment Duration: 32 bits
The duration, expressed in units of RTP timestamp, of audio playout corresponding to Buffer Adjustment-Type concealment, if known.
Buffer Adjustment-Type concealment is proactive or controlled insertion or deletion of samples in the audio playout stream due to jitter buffer adaptation, re-sizing decisions, or re-centering decisions within the endpoint.
Because this insertion is controlled, rather than occurring randomly in response to losses, it is typically less audible than Loss-Type concealment. For example, jitter buffer adaptation events may be constrained to occur during periods of talker silence, in which case only silence duration is affected, or sophisticated time-stretching methods for insertion/deletion during favorable periods in active speech may be employed.
Concealment events that cannot be classified as Buffer Adjustment- Type MUST be classified as Loss-Type.
Two values are reserved: a value of 0xFFFFFFFE indicates out of range (that is, a measured value exceeding 0xFFFFFFFD), and a value of 0xFFFFFFFF indicates that the measurement is unavailable.
Playout Interrupt Count: 16 bits
The number of interruptions to normal playout that occurred during the reporting period.
Two values are reserved: a value of 0xFFFE indicates out of range (that is, a measured value exceeding 0xFFFD), and a value of 0xFFFF indicates that the measurement is unavailable.
Reserved: 16 bits
These bits are reserved. They MUST be set to zero by senders and ignored by receivers (see [RFC6709], Section 4.2).
Mean Playout Interrupt Size: 32 bits
The mean duration, expressed in units of RTP timestamp, of interruptions to normal playout that occurred during the reporting period.
Two values are reserved: a value of 0xFFFFFFFE indicates out of range (that is, a measured value exceeding 0xFFFFFFFD), and a value of 0xFFFFFFFF indicates that the measurement is unavailable.
The Concealed Seconds Metrics Block is intended to be used as described in this section, in conjunction with information from the Measurement Information Block [RFC6776]. It provides a description of potentially audible impairments due to lost and discarded packets at the endpoint, expressed on a time basis analogous to a traditional Public Switched Telephone Network (PSTN) T1/E1 errored seconds metric. Instances of this metrics block refer by synchronization source (SSRC) to the separate auxiliary Measurement Information Block [RFC6776] that describes measurement periods in use (see [RFC6776], Section 4.2). This metrics block relies on the measurement period in the Measurement Information Block indicating the span of the report and SHOULD be sent in the same compound RTCP packet as the Measurement Information Block. If the measurement period is not received in the same compound RTCP packet as this metrics block, this metrics block MUST be discarded.
The following metrics are based on successive one-second intervals as declared by an RTP clock. This RTP clock does not need to be synchronized to any external time reference. The starting time of this clock is unspecified. Note that this implies that the same loss pattern could result in slightly different count values, depending on where the losses occur relative to the particular one-second demarcation points. For example, two loss events occurring 50 ms apart could result in either one Concealed Second or two, depending on the particular one-second boundaries used.
The seconds in this sub-block are not necessarily calendar seconds. At the tail end of a session, periods of time of less than one second shall be incorporated into these counts if they exceed 500 ms and shall be disregarded if they are less than 500 ms.
The structure of the Concealed Seconds Metrics Block is as follows.
Figure 2: Concealed Seconds Metrics Block
Block type (BT): 8 bits
A Concealed Seconds Metrics Block is identified by the constant 31.
Interval Metric flag (I): 2 bits
This field is used to indicate whether the Concealed Seconds metrics are Sampled, Interval, or Cumulative metrics:
I=10: Interval Duration - the reported value applies to the most recent measurement interval duration between successive metrics reports.
I=11: Cumulative Duration - the reported value applies to the accumulation period characteristic of cumulative measurements.
I=01: Sampled Value - the reported value is a sampled instantaneous value (Not allowed in this block).
I=00: Reserved value - this value is reserved for future use.
In this document, Concealed Seconds metrics can only be measured over definite intervals and cannot be sampled. Senders MUST NOT use the values I=00 or I=01. If a block is received with I=00 or I=01, the receiver MUST discard the block.
Packet Loss Concealment Method (plc): 2 bits
This field is used to identify the packet loss concealment method in use at the receiver, according to the following code:
bits 014-015
0 = silence insertion
1 = simple replay, no attenuation
2 = simple replay, with attenuation
3 = enhancement
Other values are reserved.
Note that the enhancement method (plc=3) for packet loss concealment offers an improved audio quality and a better robustness against packet losses [G.711] and is equivalent to "enhanced" in Section 4.7.6 of [RFC3611].
Reserved (resv): 4 bits
These bits are reserved. They MUST be set to zero by senders and ignored by receivers (see [RFC6709], Section 4.2).
Block Length: 16 bits
The length of this report block in 32-bit words, minus one. For the Concealed Seconds Metrics Block, the block length is equal to 4.
SSRC of Source: 32 bits
As defined in Section 4.1 of [RFC3611].
Unimpaired Seconds: 32 bits
A count of the number of Unimpaired Seconds that have occurred.
An Unimpaired Second is defined as a continuous period of one second during which no frame loss or discard due to late arrival has occurred. Every second in a session must be classified as either OK or Concealed.
Normal playout of comfort noise or other silence-concealment signals during periods of talker silence, if VAD is used, shall be counted as Unimpaired Seconds.
Two values are reserved: a value of 0xFFFFFFFE indicates out of range (that is, a measured value exceeding 0xFFFFFFFD), and a value of 0xFFFFFFFF indicates that the measurement is unavailable.
Concealed Seconds: 32 bits
A count of the number of Concealed Seconds that have occurred.
A Concealed Second is defined as a continuous period of one second during which any frame loss or discard due to late arrival has occurred.
Equivalently, a Concealed Second is one in which some Loss-Type concealment has occurred. Buffer Adjustment-Type concealment SHOULD NOT cause Concealed Seconds to be incremented, with the following exception. An implementation MAY cause Concealed Seconds to be incremented for 'emergency' buffer adjustments made during talkspurts.
Loss-Type concealment is reactive insertion or deletion of samples in the audio playout stream due to effective frame loss at the audio decoder. "Effective frame loss" is the event in which a frame of coded audio is simply not present at the audio decoder when required. In this case, substitute audio samples are generally formed, at the decoder or elsewhere, to reduce audible impairment.
Buffer Adjustment-Type concealment is proactive or controlled insertion or deletion of samples in the audio playout stream due to jitter buffer adaptation, re-sizing decisions, or re-centering decisions within the endpoint.
Because this insertion is controlled, rather than occurring randomly in response to losses, it is typically less audible than Loss-Type concealment. For example, jitter buffer adaptation events may be constrained to occur during periods of talker silence, in which case only silence duration is affected, or sophisticated time-stretching methods for insertion/deletion during favorable periods in active speech may be employed. For these reasons, Buffer Adjustment-Type concealment MAY be exempted from inclusion in calculations of Concealed Seconds and Severely Concealed Seconds.
However, an implementation SHOULD include Buffer Adjustment-Type concealment in counts of Concealed Seconds and Severely Concealed Seconds if the event occurs at an 'inopportune' moment, such as an emergency or large, immediate adaptation during active speech or an unsophisticated adaptation during speech without regard for the underlying signal. In these cases, the assumption of low audibility cannot hold. In other words, jitter buffer adaptation events that may be presumed to be audible SHOULD be included in Concealed Seconds and Severely Concealed Seconds counts.
Concealment events that cannot be classified as Buffer Adjustment- Type MUST be classified as Loss-Type.
For clarification, the count of Concealed Seconds MUST include the count of Severely Concealed Seconds.
Two values are reserved: a value of 0xFFFFFFFE indicates out of range (that is, a measured value exceeding 0xFFFFFFFD), and a value of 0xFFFFFFFF indicates that the measurement is unavailable.
Severely Concealed Seconds: 16 bits
A count of the number of Severely Concealed Seconds.
A Severely Concealed Second is defined as a non-overlapping period of one second during which the cumulative amount of time that has been subject to frame loss or discard due to late arrival exceeds the SCS Threshold.
Two values are reserved: a value of 0xFFFE indicates out of range (that is, a measured value exceeding 0xFFFD), and a value of 0xFFFF indicates that the measurement is unavailable.
Reserved: 8 bits
These bits are reserved. They MUST be set to zero by senders and ignored by receivers (see [RFC6709], Section 4.2).
SCS Threshold: 8 bits
The SCS Threshold is defined as the percentage of packets corresponding to lost or discarded frames that must occur within a one second period in order for the second to be classified as a Severely Concealed Second. This is expressed in numeric format 0:8 and hence can represent a range of 0 to 99.6 percent loss or discard.
A default threshold of 5 percent effective frame loss (50 ms effective frame loss ) per second is suggested. This corresponds to an SCS Threshold in hexadecimal of 0x0D.
[RFC3611] defines the use of SDP (Session Description Protocol) [RFC4566] for signaling the use of XR blocks. XR blocks MAY be used without prior signaling.
This section augments the SDP attribute "rtcp-xr" [RFC3611] by providing two additional values of "xr-format" to signal the use of the two report blocks defined in this document.
xr-format =/ xr-conceal-block
/ xr-conc-sec-block
When SDP is used in Offer/Answer context, the SDP Offer/Answer usage defined in [RFC3611] applies. Note that "thresh" is declared by the offer.
New block types for RTCP XR are subject to IANA registration. For general guidelines on IANA considerations for RTCP XR, refer to [RFC3611].
This document assigns two block type values in the IANA "RTP Control Protocol Extended Reports (RTCP XR) Block Type Registry" under the subregistry "RTCP XR Block Type":
This document also registers two new parameters in the "RTP Control Protocol Extended Reports (RTCP XR) Session Description Protocol (SDP) Parameters Registry":
o "loss-conceal"
o "conc-sec"
The contact information for the registrations is:
RAI Area Directors
rai-ads@tools.ietf.org
It is believed that the RTCP XR blocks defined in this document introduce no new security considerations beyond those described in [RFC3611]. These blocks do not provide per-packet statistics, so the risk to confidentiality documented in Section 7, Paragraph 3 of [RFC3611] does not apply.
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a. On-Time Playout Duration Metric
* Metric Name: On-Time Playout Duration
* Metric Description: 'On-time playout' is the uninterrupted, in-sequence playout of valid decoded audio information originating from the remote endpoint. On-time playout duration is playout duration of any signal other than those used for concealment.
* Method of Measurement or Calculation: See Section 3.2, On-Time Playout Duration definition.
* Units of Measurement: See Section 3.2, On-Time Playout Duration definition.
* Measurement Point(s) with Potential Measurement Domain: See Section 1.1, 3rd paragraph.
* Measurement Timing: See Section 3, 1st paragraph for measurement timing and Section 3.2 for Interval Metric flag.
* Use and Applications: See Section 1.4.
* Reporting Model: See RFC 3611.
b. Loss Concealment Duration Metric
* Metric Name: Loss Concealment Duration
* Metric Description: The duration of audio playout corresponding to Loss-Type concealment.
* Method of Measurement or Calculation: See Section 3.2, Loss Concealment Duration definition.
* Units of Measurement: See Section 3.2, Loss Concealment Duration definition.
* Measurement Point(s) with Potential Measurement Domain: See Section 1.1, 3rd paragraph.
* Measurement Timing: See Section 3, 1st paragraph for measurement timing and Section 3.2 for Interval Metric flag.
* Use and Applications: See Section 1.4.
* Reporting Model: See RFC 3611.
c. Buffer Adjustment Concealment Duration Metric
* Metric Name: Buffer Adjustment Concealment Duration
* Metric Description: The duration of audio playout corresponding to Buffer Adjustment-Type concealment.
* Method of Measurement or Calculation: See Section 3.2, Buffer Adjustment Concealment Duration definition.
* Units of Measurement: See Section 3.2, Buffer Adjustment Concealment Duration definition.
* Measurement Point(s) with Potential Measurement Domain: See Section 1.1, 3rd paragraph.
* Measurement Timing: See Section 3, 1st paragraph for measurement timing and Section 3.2 for Interval Metric flag.
* Use and Applications: See Section 1.4.
* Reporting Model: See RFC 3611.
d. Playout Interrupt Count Metric
* Metric Name: Playout Interrupt Count
* Metric Description: The number of interruptions to normal playout that occurred during the reporting period.
* Method of Measurement or Calculation: See Section 3.2, Playout Interrupt Count definition.
* Units of Measurement: See Section 3.2, Playout Interrupt Count definition.
* Measurement Point(s) with Potential Measurement Domain: See Section 1.1, 3rd paragraph.
* Measurement Timing: See Section 3, 1st paragraph for measurement timing and Section 3.2 for Interval Metric flag.
* Use and Applications: See Section 1.4.
* Reporting Model: See RFC 3611.
e. Mean Playout Interrupt Size Metric
* Metric Name: Mean Playout Interrupt Size
* Metric Description: The mean duration of interruptions to normal playout that occurred during the reporting period.
* Method of Measurement or Calculation: See Section 3.2, Playout Interrupt Count definition.
* Units of Measurement: See Section 3.2, Playout Interrupt Count definition.
* Measurement Point(s) with Potential Measurement Domain: See Section 1.1, 3rd paragraph.
* Measurement Timing: See Section 3, 1st paragraph for measurement timing and Section 3.2 for Interval Metric flag.
* Use and Applications: See Section 1.4.
* Reporting Model: See RFC 3611.
f. Unimpaired Seconds Metric
* Metric Name: Unimpaired Seconds
* Metric Description: A count of the number of Unimpaired Seconds that have occurred.
* Method of Measurement or Calculation: See Section 4.2, Unimpaired Seconds definition.
* Units of Measurement: See Section 4.2, Unimpaired Seconds definition.
* Measurement Point(s) with Potential Measurement Domain: See Section 1.1, 5th paragraph.
* Measurement Timing: See Section 4, 1st paragraph for measurement timing and Section 4.2 paragraph for Interval Metric flag.
* Use and Applications: See Section 1.4.
* Reporting Model: See RFC 3611.
g. Concealed Seconds Metric
* Metric Name: Concealed Seconds
* Metric Description: A count of the number of Concealed Seconds that have occurred.
* Method of Measurement or Calculation: See Section 4.2, Concealed Seconds definition.
* Units of Measurement: See Section 4.2, Concealed Seconds definition.
* Measurement Point(s) with Potential Measurement Domain: See Section 1.1, 5th paragraph.
* Measurement Timing: See Section 4, 1st paragraph for measurement timing and Section 4.2 for Interval Metric flag.
* Use and Applications: See Section 1.4.
* Reporting Model: See RFC 3611.
h. Severely Concealed Seconds Metric
* Metric Name: Severely Concealed Seconds
* Metric Description: A count of the number of Severely Concealed Seconds that have occurred.
* Method of Measurement or Calculation: See Section 4.2, Severely Concealed Seconds definition.
* Units of Measurement: See Section 4.2, Severely Concealed Seconds definition.
* Measurement Point(s) with Potential Measurement Domain: See Section 1.1, 5th paragraph.
* Measurement Timing: See Section 4, 1st paragraph for measurement timing and Section 4.2 for Interval Metric flag.
* Use and Applications: See Section 1.4.
* Reporting Model: See RFC 3611.
i. SCS Threshold Metric
* Metric Name: SCS Threshold
* Metric Description: The amount of time corresponding to lost or discarded frames that must occur within a one-second period in order for the second to be classified as a Severely Concealed Second.
* Method of Measurement or Calculation: See Section 4.2, SCS Threshold definition.
* Units of Measurement: See Section 4.2, SCS Threshold definition.
* Measurement Point(s) with Potential Measurement Domain: See Section 1.1, 5th paragraph.
* Measurement Timing: See Section 4, 1st paragraph for measurement timing and Section 4.2 for Interval Metric flag.
* Use and Applications: See Section 1.4.
* Reporting Model: See RFC 3611.
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The European Telecommunications Standards Institute (ETSI) has defined a set of syntax and information consistency tests and corresponding indicators [ETSI] that are recommended for the monitoring of MPEG2 Transport Streams [ISO-IEC.13818-1.2007]. The tests and corresponding indicators are grouped according to priority:
This memo defines a new block type for use with MPEG2 Transport Streams [ISO-IEC.13818-1.2007] to augment those defined in [RFC3611]. The new block type supports reporting of the number of occurrences of each Program Specific Information (PSI) indicator in the first and second priorities listed in Sections 5.2.1 and 5.2.2, respectively, of [ETSI]. The third priority indicators are not supported. The metrics defined here supplement information from the PSI-Independent Decodability Statistics Metrics Block [RFC6990].
The use of RTCP for reporting is defined in [RFC3550]. [RFC3611] defines an extensible structure for reporting using an RTCP Extended Report (XR). This document defines a new Extended Report block for use with [RFC3550] and [RFC3611].
The Performance Metrics Framework [RFC6390] provides guidance on the definition and specification of performance metrics. The RTP Monitoring Architectures [RFC6792] provides guidelines for RTCP XR block formats. The new report block described in this memo is in compliance with the monitoring architecture specified in [RFC6792] and the Performance Metrics Framework [RFC6390].
These metrics are applicable to any type of RTP application that uses the MPEG2 TS standard format for multimedia data, for example, MPEG4 over MPEG2 TS over RTP. This new block type can be useful for measuring content stream or TS quality by checking TS header information [ETSI] and identifying the existence (and characterizing the severity) of bitstream packetization problems that may affect users' perception of a service delivered over RTP. It may also be useful for verifying the continued correct operation of an existing system management tool.
The key words "MUST", "MUST NOT", "REQUIRED", "SHALL", "SHALL NOT", "SHOULD", "SHOULD NOT", "RECOMMENDED", "MAY", and "OPTIONAL" in this document are to be interpreted as described in RFC 2119 [RFC2119].
ETSI TR 101 290 [ETSI] generally defines indicators related to error events whereas the XR block defined in this document contains counts of occurrences of the [ETSI] indicators. The block defined in this document reports MPEG2 TS PSI decodability statistics metrics beyond the information carried in the standard RTCP packet format and PSI- Independent Decodability Statistics Metrics Block [RFC6990], which are measured at the receiving end of the RTP stream. It contains counts of seven metrics defined in ETSI TR 101 290 [ETSI]. Information is reported about basic monitoring parameters necessary to ensure that the TS can be decoded, including:
o Program Association Table (PAT) errors
o PAT2 errors
o Program Map Table (PMT) errors
o PMT2 errors
o Packet Identifier (PID) errors
Information is also reported about continuous monitoring parameters necessary to ensure continuous decoding, including:
o Cyclic Redundancy Check (CRC) errors
o Conditional Access Table (CAT) errors
In these parameters, PAT2 errors and PMT2 errors are actually replacements for and improvements on PAT errors and PMT errors, respectively, and are therefore preferred in future implementations. In addition, measurement results for some of these parameters (e.g., PAT errors or PMT errors) may be different based on whether scrambling is employed. The other parameters defined in Section 5 of [ETSI] are ignored since they do not apply to all MPEG2 implementations. For further detailed information on these parameters, see [ETSI].
The MPEG2 TS PSI Decodability Metrics Block has the following format:
block type (BT): 8 bits
The MPEG2 TS PSI Decodability Metrics Block is identified by the constant 32;.
Reserved: 8 bits
These bits are reserved. They MUST be set to zero by senders ignored by receivers (see Section 4.2 of [RFC6709]).
block length: 16 bits
The constant 6, in accordance with the definition of this field in Section 3 of [RFC3611]. The block MUST be discarded if the block length is set to a different value.
Synchronization Source (SSRC) of source: 32 bits
As defined in Section 4.1 of [RFC3611].
begin_seq: 16 bits
As defined in Section 4.1 of [RFC3611].
end_seq: 16 bits
As defined in Section 4.1 of [RFC3611].
PAT_error_count: 16 bits
A count of the number of PAT errors that occurred in the above sequence number interval. The Program Association Table (PAT) is the only packet with Packet Identifier (PID) 0x0000. A PAT error occurs when (1) a packet with PID 0x0000 does not occur at least every 0.5 seconds, (2) a packet with PID 0x0000 does not contain table_id 0x00 (i.e., a PAT), or (3) the Scrambling_control_field in the TS packet header is not 00 for a packet with PID 0x0000. See Section 5.2.1 of [ETSI]. Every program within the MPEG TS stream is listed in the PAT; if it is missing, then no programs can be decoded.
The measured value is an unsigned value. If the measurement is unavailable, then the value 0xFFFF MUST be reported. NOTE 1 of the table in Section 5.2.1 of [ETSI] recommends using PAT_error_2_count. Upon reception, if PAT_error_2_count is available (that is, other than 0xFFFF), then receivers MUST ignore PAT_error_count.
PAT_error_2_count: 16 bits
A count of the number of PAT2 errors that occurred in the above sequence number interval. A PAT2 error occurs when (1) a packet with PID 0x0000 containing table_id 0x00 does not occur at least every 0.5 seconds, (2) a packet with PID 0x0000 contains a table with a table_id other than 0x00, or (3) the Scrambling_control_field in the TS packet header is not 00 for a packet with PID 0x0000. See Section 5.2.1 of [ETSI].
The measured value is an unsigned value. If the measurement is unavailable, then the value 0xFFFF MUST be reported.
PMT_error_count: 16 bits
A count of the number of PMT errors that occurred in the above sequence number interval. A PMT_error occurs when (1) a packet containing a table with table_id 0x02 (i.e., a PMT) does not occur at least every 0.5 seconds on the PID that is referred to in the PAT or (2) the Scrambling_control_field in the TS packet header is not 00 for all packets with PID containing a table with table_id 0x02 (i.e., a PMT). See Section 5.2.1 of [ETSI].
The measured value is an unsigned value. If the measurement is unavailable, the value 0xFFFF MUST be reported. NOTE 2 of the table in Section 5.2.1 of [ETSI] recommends using PMT_error_2_count. Upon reception, if PMT_error_2_count is available (that is, other than 0xFFFF), then receivers MUST ignore PMT_error_count.
PMT_error_2_count: 16 bits
A count of the number of PMT2 errors that occurred in the above sequence number interval. A PMT2_error occurs when (1) a packet containing table_id 0x02 (i.e., a PMT) does not occur at least every 0.5 seconds on each program_map_PID that is referred to in the PAT or (2) the Scrambling_control_field in the TS packet header is not 00 for all packets containing a table with table_id 0x02 (i.e., a PMT) on each program_map_PID that is referred to in the PAT. See Section 5.2.1 of [ETSI].
The measured value is an unsigned value. If the measurement is unavailable, then the value 0xFFFF MUST be reported.
PID_error_count: 16 bits
A count of the number of PID errors that occurred in the above sequence number interval. A PID error occurs when no data stream is present corresponding to a given PID. This may be caused by multiplexing or demultiplexing, then remultiplexing. See Section 5.2.1 of [ETSI].
The measured value is an unsigned value. If the measurement is unavailable, then the value 0xFFFF MUST be reported.
CRC_error_count: 16 bits
A count of the number of CRC errors that occurred in the above sequence number interval. A CRC_error occurs if data corruption occurred in any of the following tables -- CAT, PAT, PMT, Network Information Table (NIT), Event Information Table (EIT), Bouquet Association Table (BAT), Service Description Table (SDT), or Time Offset Table (TOT), as defined in Section 5.2.2 of [ETSI].
The measured value is an unsigned value. If the measurement is unavailable, then the value 0xFFFF MUST be reported.
CAT_error_count: 16 bits
A count of the number of CAT errors that occurred in the above sequence number interval. A CAT_error occurs when (1) a packet with PID 0x0001 contains a table with a table_id other than 0x01 (i.e., not a CAT) or (2) a packet does not contain a table with table_id = 0x01 (i.e., a CAT) when scrambling is employed (i.e., the Scrambling_control_field is set as a value other than 00). See Section 5.2.2 of [ETSI].
The measured value is an unsigned value. If the measurement is unavailable, then the value 0xFFFF MUST be reported.
Reserved: 16 bits
These bits are reserved. They MUST be set to zero by senders ignored by receivers (see Section 4.2 of [RFC6709]).
[RFC3611] defines the use of the Session Description Protocol (SDP) [RFC4566] for signaling the use of RTCP XR blocks. However, XR blocks MAY be used without prior signaling (see Section 5 of [RFC3611]).
This session augments the SDP attribute "rtcp-xr" defined in Section 5.1 of [RFC3611] by providing an additional value of "xr-format" to signal the use of the report block defined in this document. The ABNF [RFC5234] syntax is as follows:
xr-tpd-block = "ts-psi-decodability"
When SDP is used in Offer/Answer context, the SDP Offer/Answer usage defined in [RFC3611] for unilateral "rtcp-xr" attribute parameters applies. For detailed usage of Offer/Answer for unilateral parameters, refer to Section 5.2 of [RFC3611].
For usage outside of Offer/Answer, refer to Section 5.3 of [RFC3611].
New report block types for RTCP XR are subject to IANA registration. For general guidelines on IANA allocations for RTCP XR, refer to Section 6.2 of [RFC3611].
This document assigns the block type value 32 "MPEG2 Transport Stream PSI Decodability Statistics Metrics Block" in the "RTCP XR Block Type" subregistry of the IANA "RTP Control Protocol Extended Reports (RTCP XR) Block Type Registry".
This document also registers a new parameter "ts-psi-decodability" in the "RTCP XR SDP Parameters" subregistry of the "RTP Control Protocol Extended Reports (RTCP XR) Session Description Protocol (SDP) Parameters Registry".
The contact information for the registrations is:
RAI Area Directors <rai-ads@tools.ietf.org>
This proposed RTCP XR block introduces no new security considerations beyond those described in [RFC3611] and [RFC6990].
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This document defines an RTP Control Protocol (RTCP) Extended Report (XR) block that allows reporting of a post-repair loss count metric for a range of RTP applications. In addition, another metric, repaired loss count, is also introduced in this report block for calculating the pre-repair loss count when needed, so that the RTP sender or a third-party entity is able to evaluate the effectiveness of the repair methods used by the system.
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RTCP Sender Reports (SRs) / Receiver Reports (RRs) [RFC3550] contain some rough statistics about the data received from the particular source indicated in that block. One of them is the cumulative number of packets lost, which is called the pre-repair loss metric in this document. This metric conveys information regarding the total number of RTP data packets that have been lost since the beginning of the RTP session.
However, this metric is measured on the media stream before any loss- repair mechanism, e.g., retransmission [RFC4588] or Forward Error Correction (FEC) [RFC5109], is applied. Using a repair mechanism usually results in recovering some or all of the lost packets. The recovery process does not reduce the values reported by the two loss metrics in RTCP RR [RFC3550] -- namely, the fraction lost and the cumulative loss. Hence, the sending endpoint cannot infer the performance of the repair mechanism based on the aforementioned metrics in [RFC3550].
Consequently, [RFC5725] specifies a post-repair loss Run-Length Encoding (RLE) XR report block to address this issue. The sending endpoint is able to infer which packets were repaired from the RLE report block, but the reporting overhead for the packet-by-packet report block is higher compared to other report blocks.
When applications use multiple XR blocks, the endpoints may require more concise reporting to save bandwidth. This document defines a new XR block type to augment those defined in [RFC3611] and complement the report block defined in [RFC5725] for use in a range of RTP applications. This new block type reports the post-repair loss count metric, which records the number of primary source RTP packets that are still lost after applying one or more loss-repair mechanisms. In addition, another metric, repaired loss count, is also introduced in this report block for calculating the pre-repair loss count during this range, so that the RTP sender or a third-party entity is able to evaluate the effectiveness of the repair methods used by the system. The metrics defined in this document are packet level rather than slice/picture level; this means the partial recovery of a packet will not be regarded as a repaired packet.
The metrics defined in this document belong to the class of transport-related metrics defined in [RFC6792] and are specified in accordance with the guidelines in [RFC6390] and [RFC6792]. These metrics are applicable to any RTP application, especially those that use loss-repair mechanisms.
The key words "MUST", "MUST NOT", "REQUIRED", "SHALL", "SHALL NOT", "SHOULD", "SHOULD NOT", "RECOMMENDED", "MAY", and "OPTIONAL" in this document are to be interpreted as described in [KEYWORDS].
primary source RTP packet: The original RTP packet sent from the RTP
sender for the first time. A lost primary source RTP packet may be repaired by some other RTP packets used in repair mechanisms like FEC or retransmission.
This block reports the number of packets lost after applying repair mechanisms (e.g., FEC). It complements the RTCP XR metrics defined in [RFC5725]. As noted in [RFC5725], ambiguity may occur when comparing this metric with a pre-repair loss metric reported in an RTCP SR/RR, i.e., some packets were not repaired in the current RTCP interval, but they may be repaired later. Therefore, this block uses a begin sequence number and an end sequence number to explicitly indicate the actual sequence number range reported by this RTCP XR. Accordingly, only packets that have no further chance of being repaired and that have been repaired are included in this report block.
The Post-Repair Loss Count Metrics Report Block has the following format:
Block Type (BT): 8 bits
A Post-Repair Loss Count Metrics Report Block is identified by the constant 33.
Reserved: 8 bits
These bits are reserved for future use. They MUST be set to zero by senders and ignored by receivers (see Section 4.2 of [RFC6709]).
Block length: 16 bits
This field is in accordance with the definition in [RFC3611]. In this report block, it MUST be set to 4. The block MUST be discarded if the block length is set to a different value.
SSRC of source: 32 bits
As defined in Section 4.1 of [RFC3611].
begin_seq: 16 bits
The first sequence number that this block reports on. It can remain fixed when calculating metrics over several RTCP reporting intervals.
end_seq: 16 bits
The last sequence number that this block reports on plus one.
Post-repair loss count: 16 bits
Total number of packets finally lost after applying one or more loss-repair methods, e.g., FEC and/or retransmission, during the actual sequence number range indicated by begin_seq and end_seq. This metric MUST NOT count the lost packets for which repair might still be possible. Note that this metric MUST measure only primary source RTP packets.
Repaired loss count: 16 bits
Total number of packets fully repaired after applying one or more loss-repair methods, e.g., FEC and/or retransmission, during the actual sequence number range indicated by begin_seq and end_seq. Note that this metric MUST measure only primary source RTP packets.
The metrics defined in this report block are all measured at the RTP receiver. However, the receiving endpoint can report the metrics in two different ways:
1) Cumulative report
In this case, implementations may set begin_seq to the first packet in the RTP session, and it will remain fixed across all reports. Hence, the "Post-repair loss count" and "Repaired loss count", respectively, will correspond to "Cumulative post-repair loss count" and "Cumulative repaired loss count" in this case. These cumulative metrics when combined with the cumulative loss metrics reported in an RTCP RR (pre-repair) assist in calculating the "Still-to-be-repaired lost packets":
2) Interval report
Some implementations may align the begin_seq and end_seq number with the highest sequence numbers of consecutive RTCP RRs (RTCP interval). This is NOT RECOMMENDED as packets that are not yet repaired in this current RTCP interval and may be repaired in the subsequent intervals will not be reported. An interval report is illustrated in the following example:
Interval A: The extended highest sequence number received in RTCP
RR is 20. Begin_seq is 10 and end_seq is 20.
Interval B: The extended highest sequence number received in RTCP
RR is 30. Begin_seq is 20 and end_seq is 30.
If packets 17 and 19 are lost and not yet repaired in interval A and subsequently repaired in interval B, they will not be reported because their sequence numbers do not belong in interval B. Therefore, if implementations want these packets to be reported as repaired, they MUST NOT align the begin_seq and end_seq to the RTCP intervals.
Alternatively, implementations may choose the begin_seq and end_seq numbers that cover several RTCP intervals. Additionally, the reported range of sequence numbers may overlap with the previous report blocks, so that the packets that were not yet repaired in one interval, but were subsequently repaired or deemed unrepairable, were reported in subsequent intervals.
In this case, the "Cumulative number of packets lost" cannot be easily compared with the post-repair metrics. However, the sending endpoint can calculate the efficiency of the error resilience algorithm using the post-repair and repaired loss count, respectively.
[RFC3611] defines the use of SDP (Session Description Protocol) for signaling the use of RTCP XR blocks. However, XR blocks MAY be used without prior signaling (see Section 5 of [RFC3611]).
This session augments the SDP attribute "rtcp-xr" defined in Section 5.1 of [RFC3611] by providing an additional value of "xr-format" to signal the use of the report block defined in this document. The ABNF [RFC5234] syntax is as follows.
xr-format =/ xr-prlr-block
xr-prlr-block = "post-repair-loss-count"
When SDP is used in offer/answer context, the SDP Offer/Answer usage defined in [RFC3611] for the unilateral "rtcp-xr" attribute parameters applies. For detailed usage of Offer/Answer for unilateral parameters, refer to Section 5.2 of [RFC3611].
This proposed RTCP XR block introduces no new security considerations beyond those described in [RFC3611]. This block does not provide per-packet statistics, so the risk to confidentiality documented in Section 7, paragraph 3 of [RFC3611] does not apply.
An attacker may put incorrect information in the Post-Repair Loss Count reports, which will affect the performance of loss-repair mechanisms. Implementers should consider the guidance in [RFC7202] for using appropriate security mechanisms, i.e., where security is a concern, the implementation should apply encryption and authentication to the report block. For example, this can be achieved by using the AVPF profile together with the Secure RTP profile as defined in [RFC3711]; an appropriate combination of the two profiles (an "SAVPF") is specified in [RFC5124]. However, other mechanisms also exist (documented in [RFC7201]) and might be more suitable.
New block types for RTCP XR are subject to IANA registration. For general guidelines on IANA considerations for RTCP XR, refer to [RFC3611].
This document assigns the block type value 33 in the IANA "RTP Control Protocol Extended Reports (RTCP XR) Block Type Registry" to the "Post-Repair Loss Count Metrics Report Block".
This document also registers a new parameter "post-repair-loss-count" in the "RTP Control Protocol Extended Reports (RTCP XR) Session Description Protocol (SDP) Parameters Registry".
The contact information for the registrations is:
RAI Area Directors <rai-ads@ietf.org>
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a. Post-Repair RTP Packet Loss Count Metric
* Metric Name: Post-Repair RTP Packet Loss Count Metric.
* Metric Description: Total number of RTP packets still lost after loss-repair methods are applied.
* Method of Measurement or Calculation: See the "Post-repair loss count" definition in Section 3.1. It is directly measured and must be measured for the primary source RTP packets with no further chance of repair.
* Units of Measurement: This metric is expressed as a 16-bit unsigned integer value giving the number of RTP packets.
* Measurement Point(s) with Potential Measurement Domain: It is measured at the receiving end of the RTP stream.
* Measurement Timing: This metric relies on the sequence number interval to determine measurement timing. See the Cumulative and Interval reports defined in Section 3.2.
* Use and Applications: These metrics are applicable to any RTP application, especially those that use loss-repair mechanisms. See Section 1 for details.
* Reporting Model: See RFC 3611.
b. Repaired RTP Packet Loss Count Metric
* Metric Name: Repaired RTP Packet Count Metric.
* Metric Description: The number of RTP packets lost but repaired after applying loss-repair methods.
* Method of Measurement or Calculation: See the "Repaired loss count" in Section 3.1. It is directly measured and must be measured for the primary source RTP packets with no further chance of repair.
* Units of Measurement: This metric is expressed as a 16-bit unsigned integer value giving the number of RTP packets.
* Measurement Point(s) with Potential Measurement Domain: It is measured at the receiving end of the RTP stream.
* Measurement Timing: This metric relies on the sequence number interval to determine measurement timing. See the Cumulative and Interval reports defined in Section 3.2.
* Use and Applications: These metrics are applicable to any RTP application, especially those that use loss-repair mechanisms. See Section 1 for details.
* Reporting Model: See RFC 3611.
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Multimedia applications often suffer from packet losses in IP networks. In order to get a reasonable degree of quality when there is packet loss, it is necessary to have loss concealment mechanisms at the decoder. Video loss concealment is a range of techniques to mask the effects of packet loss in video communications.
In some applications, reporting the information of receivers applying video loss concealment could give monitors or senders useful information on the Quality of Experience (QoE) of the application. One example is no-reference video quality evaluation. Video probes located upstream from the video endpoint or terminal may not see loss occurring between the probe and the endpoint, and also may not be fully aware of the specific loss concealment methods being dynamically applied by the video endpoint. Evaluating error concealment is important in this circumstance to estimate the subjective impact of impairments.
This document defines one new block type for video loss concealment to augment those defined in [RFC3611] and [RFC7294] for use in a range of RTP video applications. The metrics defined in this document belong to the class of transport-related terminal metrics defined in [RFC6792].
The use of RTCP for reporting is defined in [RFC3550]. [RFC3611] defines an extensible structure for reporting using an RTCP Extended Report (XR). This document defines a new Extended Report block that is used as defined in [RFC3550] and [RFC3611].
The Performance Metrics Framework [RFC6390] provides guidance on the definition and specification of performance metrics. The RTP monitoring framework [RFC6792] provides guidelines for the reporting block format using RTCP XR. The XR block type described in this document is in accordance with the guidelines in [RFC6390] and [RFC6792].
These metrics are applicable to video applications the video component of audio/video applications using RTP and applying packet loss concealment mechanisms that are incorporated into the receiving endpoint to mitigate the impact of network impairments on QoE. For example, in an IPTV system, set-top boxes could use this RTCP XR block to report loss and loss concealment metrics to an IPTV management system to enable the service provider to monitor the quality of the IPTV service being delivered to end users.
The key words "MUST", "MUST NOT", "REQUIRED", "SHALL", "SHALL NOT", "SHOULD", "SHOULD NOT", "RECOMMENDED", "MAY", and "OPTIONAL" in this document are to be interpreted as described in [RFC2119].
Video loss concealment mechanisms can be classified into 4 types as follows:
a) Frame freeze
The impaired video frame is not displayed; instead, the previously displayed frame is frozen for the duration of the loss event.
b) Interframe extrapolation
If an area of the video frame is damaged by loss, the same area from the previous frame(s) can be used to estimate what the missing pixels would have been. This can work well in a scene with no motion but can be very noticeable if there is significant movement from one frame to another. Simple decoders can simply reuse the pixels that were in the missing area, while more complex decoders can try to use several frames to do a more complex extrapolation. Another example of a sophisticated form of interframe repair is to estimate the motion of the damaged region based on the motion of surrounding regions, and use that to select what part of the previous frame to use for repair. Some important frames, such as Instantaneous Decoding Refresh (IDR) frames, may not depend on any other frames and may be involved in a scene change. Using the interframe extrapolation method to conceal the loss of these frames may not obtain a satisfactory result.
c) Interpolation
A decoder uses the undamaged pixels in the video frame to estimate what the missing block of pixels should have.
d) Error-resilient encoding
The sender encodes the message in a redundant way so that the receiver can correct errors using the redundant information. There are usually two kinds of error-resilient encoding: One is that the redundant data useful for error resiliency performed at the decoder can be embedded into the compressed image/video bitstream. The other is encoding at the bitstream level, e.g., Forward Error Correction (FEC).
Usually, methods b, c, and d are deployed together to provide comprehensive loss concealment in complex decoders, while method a is relatively independent and may be applied in some simple decoders. Moreover, the frame-freeze method repairs video based on frames, while the other methods repair video based on fine-grained elements, such as macroblocks or bitstreams; this will cause the measurement metrics of frame-freeze and the other methods to be slightly different. Thus, In this document, we differentiate between frame- freeze and the other 3 loss concealment mechanisms.
This block reports the video loss concealment metrics to complement the audio metrics defined in [RFC7294]. The report block MUST be sent in conjunction with the information from the Measurement Information Block [RFC6776]. Instances of this metric block refer by synchronization source (SSRC) to the separate auxiliary Measurement Information Block [RFC6776]. The Video Loss Concealment Report Block relies on the measurement period in the Measurement Information Block indicating the span of the report. If the measurement period is not received in the same compound RTCP packet as this metric block, this metric block MUST be discarded at the receiving side. The metrics in this report block are based on measurements that are typically made at the time that a video frame is decoded and rendered for playout.
The Video Loss Concealment Report Block has the following format:
Figure 1: Format for the Video Loss Concealment Report Block
Block Type (BT): 8 bits
A Video Loss Concealment Report Block is identified by the constant 34.
Interval Metric Flag (I): 2 bits
This field indicates whether the reported metrics are interval, cumulative, or sampled metrics [RFC6792]:
I=10: Interval Duration - the reported value applies to the
most recent measurement interval duration between successive metrics reports.
I=11: Cumulative Duration - the reported value applies to the
accumulation period characteristic of cumulative measurements.
I=01: Sampled Value - this value MUST NOT be used for this
block type.
I=00: Reserved.
Video Loss Concealment Method Type (V): 2 bits
This field is used to identify the video loss concealment method type used at the receiver. The value is defined as follows:
If frame-freeze and another loss concealment method are used together for the media stream, two report blocks (one with V=10 for frame freeze and one with V=11 for the other loss concealment method) SHOULD be compounded together to report complete concealment information.
RSV: 4 bits
These bits are reserved for future use. They MUST be set to zero by senders and ignored by receivers (see Section 4.2 of [RFC6709]).
Block Length: 16 bits
This field is in accordance with the definition in [RFC3611]. In this report block, it MUST be set to 5 when V=10 and set to 4 when V=11. The block MUST be discarded if the block length is set to a different value.
SSRC of Source: 32 bits
As defined in Section 4.1 of [RFC3611].
Impaired Duration: 32 bits
The total duration, expressed in units of RTP timestamp from the sending side of the reporting block, of video impaired by transmission loss before applying any loss concealment methods.
Two values are reserved: A value of 0xFFFFFFFE indicates out of range (that is, a measured value exceeding 0xFFFFFFFD), and a value of 0xFFFFFFFF indicates that the measurement is unavailable.
Concealed Duration: 32 bits
The total duration, expressed in units of RTP timestamp from the sending side of the reporting block, of concealed damaged video pictures on which the loss concealment method corresponding to the Video Loss Concealment Method Type is applied.
Two values are reserved: A value of 0xFFFFFFFE indicates out of range (that is, a measured value exceeding 0xFFFFFFFD), and a value of 0xFFFFFFFF indicates that the measurement is unavailable.
Mean Frame-Freeze Duration: 32 bits
Mean Frame-Freeze Duration is the mean duration, expressed in units of RTP timestamp from the sending side of the reporting block, of the frame-freeze events. The value of Mean Frame-Freeze Duration is calculated by summing the total duration of all frame freeze events and dividing by the number of events. This metric is optional. It only exists when Video Loss Concealment Method Type=10.
Mean Impaired Frame Proportion (MIFP): 8 bits
Mean Impaired Frame Proportion is the mean proportion of each video frame impaired by loss before applying any loss concealment method during the interval, expressed as a fixed-point number with the binary point at the left edge of the field. It is calculated by summing the impaired proportion of each video frame and dividing by the number of frames during this period. The impaired proportion of each video frame is obtained by dividing the number of missing macroblocks from this video frame by the total macroblock number of the video frame, which is equivalent to multiplying the result of the division by 256, limiting the maximum value to 255 (to avoid overflow), and taking the integer part.
If a video frame is totally lost, a value of 0xFF SHOULD be used for the frame when calculating the MIFP.
Mean Concealed Frame Proportion (MCFP): 8 bits
Mean Concealed Frame Proportion is the mean proportion of each video frame to which loss concealment (depicted as "V" in the definition of "Video Loss Concealment Method Type") was applied during the interval, expressed as a fixed-point number with the binary point at the left edge of the field. It is calculated by summing the concealed proportion of each video frame and dividing by the number of frames during this period. The concealed proportion of each video frame is obtained by dividing the number of concealed macroblocks from this video frame by the total macroblock number of the video frame, which is equivalent to multiplying the result of the division by 256, limiting the maximum value to 255 (to avoid overflow), and taking the integer part.
When calculating the MCFP, a value of 0xFF SHOULD be used for a lost frame that is totally concealed, and a value of 0 SHOULD be used for the frame if there are no concealed macroblocks in it. For Video Loss Concealment Method Type=10, each frame covered in the period of frame freeze is considered to be totally concealed; this means a value of 0xFF MUST be assigned.
Fraction of Frames Subject to Concealment (FFSC): 8 bits
Fraction of Frames Subject to Concealment is calculated by dividing the number of frames to which loss concealment (using Video Loss Concealment Method Type) was applied by the total number of frames and expressing this value as a fixed-point number with the binary point at the left edge of the field. It is equivalent to multiplying the result of the division by 256, limiting the maximum value to 255 (to avoid overflow), and taking the integer part.
A value of 0 indicates that there were no concealed frames, and a value of 0xFF indicates that the frames in the entire measurement interval are all concealed.
Reserved: 8 bits
These bits are reserved for future use. They MUST be set to zero by senders and ignored by receivers (see Section 4.2 of [RFC6709]).
[RFC3611] defines the use of the Session Description Protocol (SDP) for signaling the use of RTCP XR blocks.
This session augments the SDP attribute "rtcp-xr" defined in Section 5.1 of [RFC3611] by providing an additional value of "xr-format" to signal the use of the report block defined in this document. The ABNF [RFC5234] syntax is as follows.
xr-format =/ xr-vlc-block
xr-vlc-block = "vlc"
When SDP is used in an offer/answer context, the SDP Offer/Answer usage defined in Section 5.2 of [RFC3611] for the unilateral "rtcp-xr" attribute parameters applies. For detailed usage of Offer/Answer for unilateral parameters, refer to Section 5.2 of [RFC3611].
It is believed that this RTCP XR block introduces no new security considerations beyond those described in [RFC3611]. This block does not provide per-packet statistics, so the risk to confidentiality documented in paragraph 3 of Section 7 of [RFC3611] does not apply.
An attacker is likely to put incorrect information in the Video Loss Concealment reports; this will affect the estimation of the performance of video loss concealment mechanisms and the QoE of users. Implementers SHOULD consider the guidance in [RFC7202] for using appropriate security mechanisms, i.e., where security is a concern, the implementation SHOULD apply encryption and authentication to the report block. For example, this can be achieved by using the AVPF profile together with the Secure RTP profile as defined in [RFC3711]; an appropriate combination of the two profiles (an "SAVPF") is specified in [RFC5124]. However, other mechanisms also exist (documented in [RFC7201]) and might be more suitable.
New block types for RTCP XR are subject to IANA registration. For general guidelines on IANA considerations for RTCP XR, please refer to [RFC3611].
This document assigns the block type value 34 to Video Loss Concealment Metric Report Block in the IANA "RTP Control Protocol Extended Reports (RTCP XR) Block Type Registry".
This document also registers a new parameter "video-loss-concealment" in the "RTP Control Protocol Extended Reports (RTCP XR) Session Description Protocol (SDP) Parameters Registry".
The contact information for the registration is:
RAI Area Directors <rai-ads@ietf.org>
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a. Video Impaired Duration Metric
* Metric Name: Video Impaired Duration Metric
* Metric Description: The total duration of the video impaired by transmission loss before applying any loss concealment methods.
* Method of Measurement or Calculation: The metric is based on measurements that are typically made at the time that a video frame is decoded and rendered for playout.
* Units of Measurement: This metric is expressed in units of RTP timestamp.
* Measurement Point(s) with Potential Measurement Domain: It is measured at the receiving end of the RTP stream.
* Measurement Timing: See paragraph 1 of Section 4.
* Use and Applications: The metric is applicable to video applications of RTP and the video component of audio/video applications in which packet loss concealment mechanisms are applied to the receiving endpoint to mitigate the impact of network impairments on QoE.
b. Video Concealed Duration Metric
* Metric Name: Video Concealed Duration Metric
* Metric Description: The total duration of concealed damaged video pictures on which loss concealment method corresponding to Video Loss Concealment Method Type is applied.
* Method of Measurement or Calculation: The metric is based on measurements that are typically made at the time that a video frame is decoded and rendered for playout.
* Units of Measurement: This metric is expressed in units of RTP timestamp.
* Measurement Point(s) with Potential Measurement Domain: It is measured at the receiving end of the RTP stream.
* Measurement Timing: See paragraph 1 of Section 4.
* Use and Applications: These metrics are applicable to video applications of RTP and the video component of audio/video applications in which packet loss concealment mechanisms are incorporated into the receiving endpoint to mitigate the impact of network impairments on QoE.
c. Mean Video Frame-Freeze Duration Metric
* Metric Name: Mean Video Frame-Freeze Duration Metric
* Metric Description: The mean duration of the frame-freeze events.
* Method of Measurement or Calculation: The metric is based on measurements that are typically made at the time that a video frame is decoded and rendered for playout. The metric is calculated by summing the total duration of all frame-freeze events and dividing by the number of events.
* Units of Measurement: This metric is expressed in units of RTP timestamp.
* Measurement Point(s) with Potential Measurement Domain: It is measured at the receiving end of the RTP stream.
* Measurement Timing: See paragraph 1 of Section 4.
* Use and Applications: These metrics are applicable to video applications of RTP and the video component of audio/video applications in which packet loss concealment mechanisms are incorporated into the receiving endpoint to mitigate the impact of network impairments on QoE.
d. Mean Impaired Video Frame Proportion Metric
* Metric Name: Mean Impaired Video Frame Proportion Metric
* Metric Description: Mean proportion of each video frame impaired by loss before applying any loss concealment method during the interval.
* Method of Measurement or Calculation: The metric is based on measurements that are typically made at the time that a video frame is decoded and rendered for playout. It is calculated by summing the impaired proportion of each video frame and dividing by the number of frames during this period. The impaired proportion of each video frame is obtained by dividing the number of missing macroblocks from this video frame by the
total macroblock number of the video frame, which is equivalent to multiplying the result of the division by 256, limiting the maximum value to 255 (to avoid overflow), and taking the integer part.
* Units of Measurement: This metric is expressed as a fixed-point number with the binary point at the left edge of the field.
* Measurement Point(s) with Potential Measurement Domain: It is measured at the receiving end of the RTP stream.
* Measurement Timing: See paragraph 1 of Section 4.
* Use and Applications: These metrics are applicable to video applications of RTP and the video component of audio/video applications in which packet loss concealment mechanisms are incorporated into the receiving endpoint to mitigate the impact of network impairments on QoE.
e. Mean Concealed Video Frame Proportion Metric
* Metric Name: Mean Concealed Video Frame Proportion Metric
* Metric Description: Mean proportion of each video frame to which loss concealment (using Video Loss Concealment Method Type) was applied during the interval.
* Method of Measurement or Calculation: The metric is based on measurements that are typically made at the time that a video frame is decoded and rendered for playout. It is calculated by summing the concealed proportion of each video frame and dividing by the number of frames during this period. The concealed proportion of each video frame is obtained by dividing the number of concealed macroblocks from this video frame by the total macroblock number of the video frame, which is equivalent to multiplying the result of the division by 256, limiting the maximum value to 255 (to avoid overflow), and taking the integer part.
* Units of Measurement: This metric is expressed as a fixed-point number with the binary point at the left edge of the field.
* Measurement Point(s) with Potential Measurement Domain: It is measured at the receiving end of the RTP stream.
* Measurement Timing: See paragraph 1 of Section 4.
* Use and Applications: These metrics are applicable to video applications of RTP and the video component of audio/video applications in which packet loss concealment mechanisms are incorporated into the receiving endpoint to mitigate the impact of network impairments on QoE.
f. Fraction of Video Frames Subject to Concealment Metric
* Metric Name: Fraction of Video Frames Subject to Concealment Metric
* Metric Description: Proportion of concealed video frames to which loss concealment (using the Video Loss Concealment Method Type) was applied compared to the total number of frames during the interval.
* Method of Measurement or Calculation: The metric is based on measurements that are typically made at the time that a video frame is decoded and rendered for playout. This metric is calculated by dividing the number of frames to which loss concealment (using Video Loss Concealment Method Type) was applied by the total number of frames. It is equivalent to multiplying the result of the division by 256, limiting the maximum value to 255 (to avoid overflow), and taking the integer part.
* Measurement Point(s) with Potential Measurement Domain: It is measured at the receiving end of the RTP stream.
* Measurement Timing: See paragraph 1 of Section 4.
* Use and Applications: These metrics are applicable to video applications of RTP and the video component of audio/video applications in which packet loss concealment mechanisms are incorporated into the receiving endpoint to mitigate the impact of network impairments on QoE.
The author would like to thank Colin Perkins and Roni Even for their valuable comments.
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This document defines a new block type that extends the metrics defined in [RFC7003]. The new block type reports the proportion of packets discarded in a burst by the de-jitter buffer at the receiver. The number of packets discarded depends on the de-jitter buffer algorithm implemented by the endpoint.
The new report block defined in this document is different from the one defined in [RFC7003]. The metrics in [RFC7003] depend on the metrics in the burst/gap loss metric defined in [RFC6958]. Consequently, an endpoint that sends a Burst/Gap Discard Metrics Block [RFC7003] also needs to send a Burst/Gap Loss Metrics Block [RFC6958]. The combined usage is useful when an endpoint observes correlated packet losses and discard. However, when the burst of packet losses and discards do not occur simultaneously, the application could prefer to send a concise report block that just reports the burst/gap of discarded packets. The report block in this document provides the complete information and does not require additional report blocks. That is, this block reports the total number of packets discarded, the total burst duration, and the total number of bursts. All of these metrics are missing in [RFC7003].
This block provides information on transient network issues. Burst/ gap metrics are typically used in cumulative reports; however, they can also be used in interval reports (see the Interval Metric flag in Section 3.2). The variation in the number of packet discards in a burst affects the user experience. Based on the metrics reported in the block, the sending endpoint can change the packetization interval, vary the bitrate, etc. The report can additionally be used for diagnostics [RFC6792]. The metric belongs to the class of transport-related end-system metrics defined in [RFC6792].
The definitions of "burst", "gap", "loss", and "discard" are consistent with the definitions in [RFC3611]. To accommodate a range of de-jitter buffer algorithms and packet discard logic that can be used by implementers, the method used to distinguish between bursts and gaps uses an equivalent method to that defined in Section 4.7.2 of [RFC3611]. Note that reporting the specific de-jitter buffer algorithm and/or the packet discard logic is out of the scope of this document.
The use of RTCP for reporting is defined in [RFC3550]. [RFC3611] defined an extensible structure for reporting using an RTCP Extended Report (XR). This document defines a new Extended Report block for use with [RFC3550] and [RFC3611].
The Performance Metrics Framework [RFC6390] provides guidance on the definition and specification of performance metrics. The RTP Monitoring Framework [RFC6792] provides guidelines for reporting the block format using RTCP XR. The metrics block described in this document is in accordance with the guidelines in [RFC6390] and [RFC6792].
These metrics are applicable to a range of RTP applications that contain de-jitter buffers at the receiver to smooth variation in packet-arrival time and don't use stream repair means, e.g., Forward Error Correction (FEC) [FLEX_FEC] and/or retransmission [RFC4588].
The key words "MUST", "MUST NOT", "REQUIRED", "SHALL", "SHALL NOT", "SHOULD", "SHOULD NOT", "RECOMMENDED", "MAY", and "OPTIONAL" in this document are to be interpreted as described in RFC 2119 [RFC2119].
In addition, the following terms are defined:
Received, Lost, and Discarded
A packet is regarded as "lost" if it fails to arrive within an implementation-specific time window. A packet that arrives within this time window but is too early to be played out, too late to be played out, or thrown away before playout due to packet duplication or redundancy is be recorded as "discarded". A packet SHALL NOT be regarded as "discarded" if it arrives within this time window but is dropped during decoding by some higher-layer decoder, e.g., due to a decoding error. Each packet is classified as one of "received" (or "OK"), "discarded", or "lost". The metric "cumulative number of packets lost" defined in [RFC3550] reports a count of packets lost from the media stream (single synchronization source (SSRC) within a single RTP session). Similarly, the metric "number of packets discarded" defined in [RFC7002] reports a count of packets discarded from the media stream (single SSRC within a single RTP session) arriving at the receiver. Another metric, defined in [RFC5725], is available to report on packets that are not recovered by any repair techniques that are in use. Note that the term "discard" defined here builds on the "discard" definition in [RFC3611] but extends the concept to take into account packet duplication and reports different types of discard counts [RFC7002].
Bursts and Gaps
The terms "burst" and "gap" are used in a manner consistent with that of RTCP XR [RFC3611]. RTCP XR views an RTP stream as being divided into bursts, which are periods during which the discard rate is high enough to cause noticeable quality degradation (generally a discard rate over 5 percent), and gaps, which are periods during which discarded packets are infrequent, and hence quality is generally acceptable.
Metrics in this block report on burst/gap discard in the stream arriving at the RTP system. Measurements of these metrics are made at the receiving end of the RTP stream. Instances of this metrics block use the synchronization source (SSRC) to refer to the separate auxiliary Measurement Information Block [RFC6776], which describes measurement periods in use (see [RFC6776], Section 4.2).
This metrics block relies on the measurement period in the Measurement Information Block indicating the span of the report. Senders MUST send this block in the same compound RTCP packet as the Measurement Information Block. Receivers MUST verify that the measurement period is received in the same compound RTCP packet as this metrics block. If not, this metrics block MUST be discarded.
The structure of the Independent Burst/Gap Discard Metrics Block is as follows.
Figure 1: Report Block Structure
3.2. Definition of Fields in the Independent Burst/Gap Discard Metrics Block
Block Type (BT): 8 bits
An Independent Burst/Gap Discard Metrics Block is identified by the constant 35.
Interval Metric flag (I): 2 bits
This field is used to indicate whether the burst/gap discard metrics are Sampled, Interval, or Cumulative metrics [RFC6792]:
I=10: Interval Duration - the reported value applies to the most recent measurement interval duration between successive metrics reports.
I=11: Cumulative Duration - the reported value applies to the accumulation period characteristic of cumulative measurements.
In this document, burst/gap discard metrics can only be measured over definite intervals and cannot be sampled. Also, the value I=00 is reserved for future use. Senders MUST NOT use the values I=00 or I=01. If a block is received with I=00 or I=01, the receiver MUST discard the block.
Reserved (resv): 6 bits
These bits are reserved. They MUST be set to zero by senders and ignored by receivers (see [RFC6709], Section 4.2).
Block Length: 16 bits
The length of this report block in 32-bit words, minus one. For the Independent Burst/Gap Discard Metrics Block, the block length is equal to 5. The block MUST be discarded if the block length is set to a different value.
SSRC of Source: 32 bits
As defined in Section 4 of [RFC3611].
Threshold: 8 bits
The Threshold is equivalent to Gmin in [RFC3611], i.e., the number of successive packets that have to be received prior to, and following, a discarded packet in order for that discarded packet to be regarded as part of a gap. Note that the Threshold is set in accordance with the Gmin calculation defined in Section 4.7.2 of [RFC3611].
Sum of Burst Durations (ms): 24 bits
The total duration of bursts of discarded packets in the period of the report (Interval or Cumulative).
The measured value is an unsigned value. If the measured value exceeds 0xFFFFFD, the value 0xFFFFFE MUST be reported to indicate an over-range measurement. If the measurement is unavailable, the value 0xFFFFFF MUST be reported.
Packets Discarded in Bursts: 24 bits
The total number of packets discarded during discard bursts, as defined in Section 3.2 of [RFC7002].
Number of Bursts: 16 bits
The number of discard bursts in the period of the report (Interval or Cumulative).
The measured value is an unsigned value. If the measured value exceeds 0xFFFD, the value 0xFFFE MUST be reported to indicate an over-range measurement. If the measurement is unavailable, the value 0xFFFF MUST be reported.
Total Packets Expected in Bursts: 24 bits
The total number of packets expected during the discard bursts (that is, the sum of received packets and lost packets). The metric is defined in [RFC7003].
Discard Count: 32 bits
Number of packets discarded over the period (Interval or Cumulative) covered by this report, as defined in Section 3.2 of [RFC7002].
The metrics described here are intended to be used in conjunction with information from the Measurement Information Block [RFC6776].
These metrics provide the following information relevant to statistical parameters (depending on cumulative of interval measures), for example:
o The average discarded burst size, which can be calculated by dividing the metric "Packets Discarded in Bursts" by the "Number of Bursts".
o The average burst duration, which can be calculated by dividing the metric "Sum of Burst Durations (ms)" by the "Number of Bursts".
This metrics block is applicable to a broad range of RTP applications. Where the metric is used with a Voice-over-IP (VoIP) application and the stream repair means is not available, the following considerations apply.
RTCP XR views a call as being divided into bursts, which are periods during which the discard rate is high enough to cause noticeable call quality degradation (generally a discard rate over 5 percent) and gaps, which are periods during which discarded packets are infrequent, and hence call quality is generally acceptable.
If voice activity detection is used, the burst/gap duration is determined as if silence packets had been sent, i.e., a period of silence in excess of Gmin packets will terminate a burst condition.
The RECOMMENDED value for the threshold Gmin in [RFC3611] results in a burst being a period of time during which the call quality is degraded to a similar extent to a typical pulse code modulation (PCM) severely errored second.
[RFC3611] defines the use of SDP (Session Description Protocol) [RFC4566] for signaling the use of XR blocks. XR blocks can be used without prior signaling.
This section augments the SDP [RFC4566] attribute "rtcp-xr" defined in [RFC3611] by providing an additional value of "xr-format" to signal the use of the report block defined in this document. The ABNF [RFC5234] syntax is as follows.
xr-format =/ xr-ind-bgd-block
xr-ind-bgd-block = "ind-burst-gap-discard"
When SDP is used in Offer/Answer context, the SDP Offer/Answer usage defined in [RFC3611] for unilateral "rtcp-xr" attribute parameters applies. For detailed usage in Offer/Answer for unilateral parameters, refer to Section 5.2 of [RFC3611].
New block types for RTCP XR are subject to IANA registration. For general guidelines on IANA considerations for RTCP XR, refer to [RFC3611].
This document assigns the block type value 35 in the IANA "RTP Control Protocol Extended Reports (RTCP XR) Block Type Registry" to the "Independent Burst/Gap Discard Metrics Block".
This document also registers a new parameter "ind-burst-gap-discard" in the "RTP Control Protocol Extended Reports (RTCP XR) Session Description Protocol (SDP) Parameters Registry".
The contact information for the registrations is:
ART Area Directors <art-ads@ietf.org>
This block does not provide per-packet statistics, so the risk to confidentiality documented in Section 7, paragraph 3 of [RFC3611] does not apply. However, the gap indicated within this block could be used to detect the timing of other events on the path between the sender and receiver. For example, a competing multimedia stream might cause a discard burst for the duration of the stream, allowing the receiver of this block to know when the competing stream was active. This risk is not a significant threat since the only information leaked is the timing of the discard, not the cause.
Where this is a concern, the implementation SHOULD apply encryption and authentication to this report block. For example, this can be achieved by using the Audio-Visual Profile with Feedback (AVPF) profile together with the Secure RTP profile, as defined in [RFC3711]; an appropriate combination of those two profiles ("SAVPF") is specified in [RFC5124]. Besides this, it is believed that this RTCP XR block introduces no new security considerations beyond those described in [RFC3611].
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a. Threshold Metric
* Defined in item a of Appendix A of [RFC7003].
b. Sum of Burst Durations (ms)
* Metric Name: Sum of Burst Durations with Discarded RTP Packets.
* Metric Description: The total duration of bursts of discarded RTP packets in the period of the report.
* Method of Measurement or Calculation: See Section 3.2, Sum of Burst Durations definition.
* Units of Measurement: See Section 3.2, Sum of Burst Durations definition.
* Measurement Point(s) with Potential Measurement Domain: See Section 3, first paragraph.
* Measurement Timing: See Section 3, second paragraph for measurement timing and Section 3.2 for Interval Metric flag.
* Use and Applications: See Section 1.4.
* Reporting Model: See [RFC3611].
c. Packets Discarded in Bursts Metric
* Defined in item b of Appendix A of [RFC7003].
d. Number of Bursts
* Metric Name: Number of discard bursts in RTP.
* Metric Description: The total number of bursts with discarded RTP packets in the period of the report.
* Method of Measurement or Calculation: See Section 3.2, Number of Bursts definition.
* Units of Measurement: See Section 3.2 for the Number of Bursts definition.
* Measurement Point(s) with Potential Measurement Domain: See Section 3, first paragraph.
* Measurement Timing: See Section 3, second paragraph for measurement timing and Section 3.2 for Interval Metric flag.
* Use and Applications: See Section 1.4.
* Reporting Model: See [RFC3611].
e. Total Packets Expected in Bursts Metric
* Defined in item c of Appendix A of [RFC7003].
f. Discard Count
* Defined in Appendix A of [RFC7002].
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Web real-time communication (WebRTC) [WebRTC-Overview] deployments are emerging, and applications need to be able to estimate the service quality. If sufficient information (metrics or statistics) is provided to the application, it can attempt to improve the media quality. [RFC7478] specifies a requirement for statistics:
The WebRTC Stats API [W3C.webrtc-stats] currently lists metrics reported in the RTCP Sender Report and Receiver Report (SR/RR) [RFC3550] to fulfill this requirement. However, the basic metrics from RTCP SR/RR are not sufficient for precise quality monitoring or diagnosing potential issues.
Standards such as "RTP Control Protocol Extended Reports (RTCP XR)" [RFC3611] as well as other extensions standardized in the XRBLOCK Working Group, e.g., burst/gap loss metric reporting [RFC6958] and burst/gap discard metric reporting [RFC7003], have been produced for the purpose of collecting and reporting performance metrics from RTP endpoint devices that can be used to have end-to-end service visibility and to measure the delivery quality in various RTP services. These metrics are able to complement those in [RFC3550].
In this document, we provide rationale for choosing additional RTP metrics for the WebRTC getStats() API [W3C.webrtc]. All identifiers proposed in this document are recommended to be implemented by an WebRTC endpoint. An endpoint may choose not to expose an identifier if it does not implement the corresponding RTCP Report. This document only considers RTP-layer metrics. Other metrics, e.g., IP-layer metrics, are out of scope.
In addition to the terminology from [RFC3550], [RFC3611], and [RFC7478], this document uses the following term.
ReportGroup: It is a set of metrics identified by a common
synchronization source (SSRC).
The RTCP Sender Reports (SRs) and Receiver Reports (RRs) [RFC3550] expose the basic metrics for the local and remote media streams. However, these metrics provide only partial or limited information, which may not be sufficient for diagnosing problems or monitoring quality. For example, it may be useful to distinguish between packets lost and packets discarded due to late arrival. Even though they have the same impact on the multimedia quality, it helps in identifying and diagnosing problems. RTP Control Protocol Extended Reports (XRs) [RFC3611] and other extensions discussed in the XRBLOCK Working Group provide more detailed statistics, which complement the basic metrics reported in the RTCP SR and RRs.
The WebRTC application extracts statistics from the browser by querying the getStats() API [W3C.webrtc]. The browser can easily report the local variables, i.e., the statistics related to the outgoing and incoming RTP media streams. However, without the support of RTCP XRs or some other signaling mechanism, the WebRTC application cannot expose the remote endpoints' statistics. [WebRTC-RTP-USAGE] does not mandate the use of any RTCP XRs, and their usage is optional. If the use of RTCP XRs is successfully negotiated between endpoints (via SDP), thereafter the application has access to both local and remote statistics. Alternatively, once the WebRTC application gets the local information, it can report the information to an application server or a third-party monitoring system, which provides quality estimates or diagnostic services for application developers. The exchange of statistics between endpoints or between a monitoring server and an endpoint is outside the scope of this document.
RTCP extensions like RTCP XR usually share the same timing interval with the RTCP SR/RR, i.e., they are sent as compound packets, together with the RTCP SR/RR. Alternatively, if the RTCP XR uses a different measurement interval, all XRs using the same measurement interval are compounded together, and the measurement interval is indicated in a specific measurement information block defined in [RFC6776].
When using WebRTC getStats() APIs (see "Statistics Model" in [W3C.webrtc]), the applications can query this information at arbitrary intervals. For the statistics reported by the remote endpoint, e.g., those conveyed in an RTCP SR/RR/XR, these will not change until the next RTCP report is received. However, statistics generated by the local endpoint have no such restrictions as long as the endpoint is sending and receiving media. For example, an application may choose to poll the stack for statistics every 1 second. In that case, the underlying stack local will return the current snapshot of the local statistics (for incoming and outgoing media streams). However, it may return the same remote statistics as previously, because no new RTCP reports may have been received in the past 1 second. This can occur when the polling interval is shorter than the average RTCP reporting interval.
Since the following metrics are all defined in RTCP XR, which is not mandated in WebRTC, all of them are local. However, if RTCP XR is supported by negotiation between two browsers, the following metrics can also be generated remotely and be sent to the local endpoint (that generated the media) via RTCP XR packets.
The metrics are classified into 3 categories as follows: network impact metrics, application impact metrics, and recovery metrics. Network impact metrics are the statistics recording the information only for network transmission. They are useful for network problem diagnosis. Application impact metrics mainly collect the information from the viewpoint of the application, e.g., bit rate, frame rate, or jitter buffers. Recovery metrics reflect how well the repair mechanisms perform, e.g., loss concealment, retransmission, or Forward Error Correction (FEC). All 3 types of metrics are useful for quality estimations of services in WebRTC implementations. WebRTC applications can use these metrics to calculate the estimated Mean Opinion Score (MOS) [ITU-T_P.800.1] values or Media Delivery Index (MDI) [RFC4445] for their services.
In multimedia transport, packets that are received abnormally are classified into 3 types: lost, discarded, and duplicate packets. Packet loss may be caused by network device breakdown, bit-error corruption, or network congestion (packets dropped by an intermediate router queue). Duplicate packets may be a result of network delays that cause the sender to retransmit the original packets. Discarded packets are packets that have been delayed long enough (perhaps they missed the playout time) and are considered useless by the receiver. Lost and discarded packets cause problems for multimedia services, as missing data and long delays can cause degradation in service quality, e.g., missing large blocks of contiguous packets (lost or discarded) may cause choppy audio, and long network transmission delay time may cause audio or video buffering. The RTCP SR/RR defines a metric for counting the total number of RTP data packets that have been lost since the beginning of reception. However, this statistic does not distinguish lost packets from discarded and duplicate packets. Packets that arrive late will be discarded and are not reported as lost, and duplicate packets will be regarded as a normally received packet. Hence, the loss metric can be misleading if many duplicate packets are received or packets are discarded, which causes the quality of the media transport to appear okay from a statistical point of view, while the users are actually experiencing bad service quality. So, in such cases, it is better to use more accurate metrics in addition to those defined in RTCP SR/RR.
The metrics for lost packets and duplicated packets defined in the Statistics Summary Report Block of [RFC3611] extend the information of loss carried in standard RTCP SR/RR. They explicitly give an account of lost and duplicated packets. Lost packet counts are useful for network problem diagnosis. It is better to use the packet loss metrics of [RFC3611] to indicate the lost packet count instead of the cumulative number of packets lost metric of [RFC3550]. Duplicated packets are usually rare and have little effect on QoS evaluation. So it may not be suitable for use in WebRTC.
Using loss metrics without considering discard metrics may result in inaccurate quality evaluation, as packet discard due to jitter is often more prevalent than packet loss in modern IP networks. The discarded metric specified in [RFC7002] counts the number of packets discarded due to jitter. It augments the loss statistics metrics specified in standard RTCP SR/RR. For those WebRTC services with jitter buffers requiring precise quality evaluation and accurate troubleshooting, this metric is useful as a complement to the metrics of RTCP SR/RR.
RTCP SR/RR defines coarse metrics regarding loss statistics: the metrics are all about per-call statistics and are not detailed enough to capture the transitory nature of some impairments like bursty packet loss. Even if the average packet loss rate is low, the lost packets may occur during short dense periods, resulting in short periods of degraded quality. Bursts cause lower quality experience than the non-bursts for low packet loss rates, whereas for high packet loss rates, the converse is true. So capturing burst gap information is very helpful for quality evaluation and locating impairments. If the WebRTC application needs to evaluate the service quality, burst gap metrics provide more accurate information than RTCP SR/RR.
[RFC3611] introduces burst gap metrics in the VoIP Report Block. These metrics record the density and duration of burst and gap periods, which are helpful in isolating network problems since bursts correspond to periods of time during which the packet loss/discard rate is high enough to produce noticeable degradation in audio or video quality. Metrics related to the burst gap are also introduced in [RFC7003] and [RFC6958], which define two new report blocks for use in a range of RTP applications beyond those described in [RFC3611]. These metrics distinguish discarded packets from loss packets that occur in the burst period and provide more information for diagnosing network problems. Additionally, the block reports the frequency of burst events, which is useful information for evaluating the quality of experience. Hence, if WebRTC applications need to do quality evaluation and observe when and why quality degrades, these metrics should be considered.
Run-length encoding uses a bit vector to encode information about the packet. Each bit in the vector represents a packet; depending on the signaled metric, it defines if the packet was lost, duplicated, discarded, or repaired. An endpoint typically uses the run-length encoding to accurately communicate the status of each packet in the interval to the other endpoint. [RFC3611] and [RFC7097] define run- length encoding for lost and duplicate packets, and discarded packets, respectively.
The WebRTC application could benefit from the additional information. If losses occur after discards, an endpoint may be able to correlate the two run length vectors to identify congestion-related losses, e.g., a router queue became overloaded causing delays and then overflowed. If the losses are independent, it may indicate bit-error corruption. For the WebRTC Stats API [W3C.webrtc-stats], these types of metrics are not recommended for use due to the large amount of data and the computation involved.
The metric reports the cumulative size of the packets discarded in the interval. It is complementary to the number of discarded packets. An application measures sent octets and received octets to calculate the sending rate and receiving rate, respectively. The application can calculate the actual bit rate in a particular interval by subtracting the discarded octets from the received octets.
For WebRTC, the discarded octets metric supplements the metrics on sent and received octets and provides an accurate method for calculating the actual bit rate, which is an important parameter to reflect the quality of the media. The Bytes Discarded metric is defined in [RFC7243].
RTP has different framing mechanisms for different payload types. For audio streams, a single RTP packet may contain one or multiple audio frames. On the other hand, in video streams, a single video frame may be transmitted in multiple RTP packets. The size of each packet is limited by the Maximum Transmission Unit (MTU) of the underlying network. However, the statistics from standard SR/RR only collect information from the transport layer, so they may not fully reflect the quality observed by the application. Video is typically encoded using two frame types, i.e., key frames and derived frames. Key frames are normally just spatially compressed, i.e., without prediction from other pictures. The derived frames are temporally compressed, i.e., depend on the key frame for decoding. Hence, key frames are much larger in size than derived frames. The loss of these key frames results in a substantial reduction in video quality. Thus, it is reasonable to consider this application-layer information in WebRTC implementations, which influence sender strategies to mitigate the problem or require the accurate assessment of users' quality of experience.
The metrics in this category include: number of discarded key frames, number of lost key frames, number of discarded derived frames, and number of lost derived frames. These metrics can be used to calculate the Media Loss Rate (MLR) of the MDI [RFC4445]. Details of the definition of these metrics are described in [RFC7003]. Additionally, the metric provides the rendered frame rate, an important parameter for quality estimation.
The size of the jitter buffer affects the end-to-end delay on the network and also the packet discard rate. When the buffer size is too small, late-arriving packets are not played out and are dropped, while when the buffer size is too large, packets are held longer than necessary and consequently reduce conversational quality. Measurement of jitter buffer should not be ignored in the evaluation of end-user perception of conversational quality. Metrics related to the jitter buffer, such as maximum and nominal jitter buffer, could be used to show how the jitter buffer behaves at the receiving endpoint. They are useful for providing better end-user quality of experience (QoE) when jitter buffer factors are used as inputs to calculate estimated MOS values. Thus, for those cases, jitter buffer metrics should be considered. The definition of these metrics is provided in [RFC7005].
This document does not consider concealment metrics [RFC7294] as part of recovery metrics.
Web applications can support certain RTP error-resilience mechanisms following the recommendations specified in [WebRTC-RTP-USAGE]. For these web applications using repair mechanisms, providing some statistics about the performance of their repair mechanisms could help provide a more accurate quality evaluation.
The unrepaired packet count and repaired loss count defined in [RFC7509] provide the recovery information of the error-resilience mechanisms to the monitoring application or the sending endpoint. The endpoint can use these metrics to ascertain the ratio of repaired packets to lost packets. Including post-repair packet count metrics helps the application evaluate the effectiveness of the applied repair mechanisms.
[RFC5725] defines run-length encoding for post-repair packets. When using error-resilience mechanisms, the endpoint can correlate the loss run length with this metric to ascertain where the losses and repairs occurred in the interval. This provides more accurate information for recovery mechanisms evaluation than those in Section 5.3.1. However, when RTCP XR metrics are supported, using run-length encoded metrics is not suggested because the per-packet information yields an enormous amount of data that is not required in this case.
For WebRTC, the application may benefit from the additional information. If losses occur after discards, an endpoint may be able to correlate the two run-length vectors to identify congestion- related losses, e.g., a router queue became overloaded causing delays and then overflowed. If the losses are independent, it may indicate bit-error corruption. Lastly, when using error-resilience mechanisms, the endpoint can correlate the loss and post-repair run lengths to ascertain where the losses and repairs occurred in the interval. For example, consecutive losses are likely not to be repaired by a simple FEC scheme.
This document describes a list of metrics and corresponding identifiers relevant to RTP media in WebRTC. This group of identifiers are defined on a ReportGroup corresponding to a synchronization source (SSRC). In practice, the application needs to be able to query the statistic identifiers on both an incoming (remote) and outgoing (local) media stream. Since sending and receiving SRs and RRs are mandatory, the metrics defined in the SRs and RRs are always available. For XR metrics, it depends on two factors: 1) if it is measured at the endpoint and 2) if it is reported by the endpoint in an XR block. If a metric is only measured by the endpoint and not reported, the metrics will only be available for the incoming (remote) media stream. Alternatively, if the corresponding metric is also reported in an XR block, it will be available for both the incoming (remote) and outgoing (local) media stream.
For a remote statistic, the timestamp represents the timestamp from an incoming SR, RR, or XR packet. Conversely, for a local statistic, it refers to the current timestamp generated by the local clock (typically the POSIX timestamp, i.e., milliseconds since January 1, 1970).
As per [RFC3550], the octets metrics represent the payload size (i.e., not including the header or padding).
[RFC3611] recommends a Gmin (threshold) value of 16 for classifying packet loss or discard burst.
While this document was being drafted, the metrics defined herein were added to the W3C WebRTC specification. The process to add new metrics in the future is to create an issue or pull request on the repository of the W3C WebRTC specification (https://github.com/w3c/webrtc-stats).
This document focuses on listing the RTCP XR metrics defined in the corresponding RTCP reporting extensions and does not give rise to any security vulnerabilities beyond those described in [RFC3611] and [RFC6792].
The overall security considerations for RTP used in WebRTC applications is described in [WebRTC-RTP-USAGE] and [WebRTC-Sec], which also apply to this memo.
This document has no IANA actions.
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rfc2html takes RFC txt file and converts it to simple html file.
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Prints out the version information.
Enables the verbose prints. This option can be given multiple times, and each time it enables more verbose prints.
Output file name. Defaults to <inputfile>.txt.
Gives the RFC number of the current file. Used to make title information correct.
Gives text added to the beginning of the title, for example the file name.
Filename of the file containing list of files in the book. If given only those links pointing to files listed in this file are converted to links.
Creates navigation links at the top of the file. The navigation links text is semicolon separated list of navigation links. Each link consists of file name inside the book, and the link title. The filename can either be full filename like "index.html", or it can be relative filename like "-1" or "+100". Using this option requires that the filelist option is also used and all links given here are found from the filelist. The filelist is also used to find the current file name and then calculate relative filenames from there, i.e. "-1" means the filename in the filename list just before this file.
The filename used for searching this entry from the filelist is the output filename, and if exact match is not found then the path components are removed and file is searched again.
Create key index entries. Those are only useful for mobipacket reader, they do not work on kindle.
All options given by the command line can also be given in the configuration file. This option is used to read another configuration file in addition to the default configuration file.
Default configuration file.
Tero Kivinen <kivinen@iki.fi>.
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