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Abstract

This document specifies an extension to MPLS Operation, Administration, and Maintenance (OAM) to operate an MPLS Transport
Profile (MPLS-TP) Label Switched Path (LSP) in loopback mode for management purpose. This extension can be used to loop either all traffic (i.e., data and control traffic) or only OAM traffic up to certain LSR on the path of the MPLS-TP LSP back to the source.
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1. Introduction

In traditional transport networks, circuits are provisioned on multiple switches and service providers operate the transport circuit such as T1 line in loopback mode for management purpose, e.g., to test connectivity of the circuit up to a specific switch on the path of the circuit, to test the circuit performance with respect to delay/jitter, etc. MPLS-TP bidirectional LSP emulating traditional transport circuits need to provide the same loopback capability. In this document, an MPLS-TP LSP means either MPLS transport LSP or MPLS Pseudowire (PW).

To describe the loopback functionality, let us assume a bi-directional MPLS-TP LSP A <--- B <--- C where A, B, and C are MPLS
capable nodes. Also, let us assume that the network operator requires B to loop the packets sent from A back to A. In this example, A and C acts as Maintenance End Points (MEPs) and B acts as a Maintenance Intermediate Point (MIP). The operator can setup the MPLS-TP LSP into loopback mode such that:

1. B loops all the packets (regardless of whether they are data or control packets) back to A. We refer to this mode "Full Loopback" (FLB).

2. B loops only the OAM packets back to A, and all other packets from A are sent towards C. We refer to this mode "OAM Loopback" (OLB).

The operator can optionally take the MPLS-TP LSP out of service before setting up the MPLS-TP LSP in loopback mode. In that case, A sends an in-band MPLS OAM message along the MPLS-TP LSP to lock the MPLS-TP LSP. The message will be intercepted by C since it is at the end of the LSP. C responds to the lock request with an ACK OAM message. If the operator does not want to take MPLS-TP LSP out of service before setting it up into loopback mode, A does not have to send lock OAM message.

In order to setup the MPLS-TP LSP in loopback mode, A sends another in-band OAM message with the correct MPLS TTL value so that the message will be intercepted by B because of the MPLS TTL expiry. The second MPLS OAM message contains a request to instruct B to operate the corresponding MPLS-TP LSP in either Full Loopback mode or OAM Loopback mode. B sends an ACK/NAK OAM message back to A to indicate whether or not it has successfully setup the MPLS-TP LSP in the required loopback mode. In the case of NAK, the OAM reply message contains an error code. Upon receiving a NAK reply to the loopback request, A sends another MPLS OAM message to unlock the MPLS-TP LSP in case it was previously locked. The unlock MPLS OAM message is intercepted by C as it is at the end of the LSP.

When the MPLS-TP LSP operates in FLB mode, all the packets (data and control) from are looped back at B. When operating the MPLS-TP LSP in OLB, B loops only the OAM packets back to A. When the loopback operation is no longer required, A sends another MPLS OAM message to remove the loopback operation mode, and the MPLS TTL is set such that this message is intercepted by B. It is expected that B sends a reply back to A to ACK/NAK the loopback mode removal request. Upon getting an ACK response to loopback mode removal request, A may send another in-band MPLS OAM message to unlock the MPLS-TP LSP, in case the MPLS-TP LSP was previously locked as mentioned above. The unlock MPLS OAM packet is intercepted by C as it is at the end of the MPLS-TP LSP.
The proposed mechanism is based on a set of new TLVs which can be transported using one of the following methods:

1. Using in-band MPLS OAM messages which are forwarded as MPLS packets (non-IP based).

2. Using LSP-Ping extensions defined in [4] where IP/UDP packets are used (IP-based). The LSP-Ping messages are sent using the codepoint defined in [3].

Method (1) and (2) are referred to as "in-band option" and "LSP-Ping option" respectively in the rest of the document.

Conventions used in this document

In examples, "C:" and "S:" indicate lines sent by the client and server respectively.

The key words "MUST", "MUST NOT", "REQUIRED", "SHALL", "SHALL NOT", "SHOULD", "SHOULD NOT", "RECOMMENDED", "MAY", and "OPTIONAL" in this document are to be interpreted as described in RFC-2119. Error! Reference source not found.

2. Terminology

ACH: Associated Channel Header

FLB: Full Loopback

LSR: Label Switching Router

MEP: Maintenance End Point

MIP: Maintenance Intermediate Point

MPLS-TP: MPLS Transport Profile

MPLS-OAM: MPLS Operations, Administration and Maintenance

MPLS-TP LSP: Bidirectional Label Switch Path representing a circuit

NMS: Network Management System

OLB: OAM Loopback

TLV: Type Length Value
3. MPLS-TP Loopback Mechanism

For the in-band option, the proposed mechanism uses a new code point in the Associated Channel Header (ACH) described in [5].

The LSP-Ping option will be in compliance to specifications [3],[4], and [6].

Also, the proposed mechanism requires a set of new TLVs called Loopback Request TLV, Loopback Removal TLV, Lock Request TLV, Lock Removal TLV, Source Address TLV, Target Address TLV, Authentication Request TLV, and Response TLV. These TLVs are described below.

4. MPLS-OAM Loopback Message

In the in-band option, under MPLS label stack of the MPLS-TP LSP, the ACH with "MPLS-TP Loopback" code point indicates that the message is an MPLS OAM Loopback message. In addition, a 32-bit field is added to carry the message ID and the message length as shown below:

```
0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|0 0 0 0|0 0 0 0|0 0 0 0 0 0 0 0|0xHH (MPLS-TP Loopback) |
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0| Message ID |
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0 0| Message Length |
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
```

Figure 1: MPLS-TP OAM Message Header

First nibble = 0001b.

The version and the reserved values are both set to 0 as specified in [1].

MPLS-TP loopback code point = 0xHH

The Message ID is set by the sender. The receiver MUST include the Message ID in the response. This way, the sender can correlate a reply with the corresponding request.
The Message Length is the total length of the message in bytes excluding the length of the MPLS-TP OAM message header.

4.1. Lock Request TLV

```
0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|           type = TBD          |    length = 0                 |
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
```

Lock Request TLV is used to request a MEP to take an MPLS-TP LSP out of service so that some form of maintenance can be done on the MPLS-TP. A MEP includes a Lock Request TLV in the MPLS OAM message to request the MEP on the other side of the MPLS-TP LSP to take the MPLS-TP LSP out of service.

The receiver MEP MUST send either an ACK or a NAK response to the sender MEP using an MPLS OAM message with a Response TLV described below. Until the sender MEP receives an ACK, it MUST NOT assume that the receiver MEP has taken the MPLS-TP out of service. A receiver MEP sends an ACK only if it can successfully lock the MPLS-TP. Otherwise, it sends a NAK.

4.2. Unlock Request TLV

```
0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|           type = TBD          |    length = 0                 |
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
```

The Unlock Request TLV is sent from the MEP which has previously sent lock request via MPLS OAM message. Upon receiving the message, the receiver MEP brings the MPLS-TP back in service.

The receiver MEP MUST send either an ACK or a NAK response to the sender MEP using an MPLS OAM message with a Response TLV described below. Until the sender MEP receives an ACK, it MUST NOT assume that the MPLS-TP LSP has been put back in service. A receiver MEP sends an ACK only if the MPLS-TP LSP has been unlocked, and unlock operation is successful. Otherwise, it sends a NAK.
4.3. Loopback Request TLV

When a MEP wants to put an MPLS-TP in loopback mode, it sends a MPLS OAM message with Loopback Request TLV. The loopback message can be intercepted by either a MIP or a MEP depending on the MPLS TTL value. The receiver puts in corresponding MPLS-TP LSP in loopback mode.

The value of the flag is used to identify the loopback mode as follows:

<table>
<thead>
<tr>
<th>Flag Value</th>
<th>Loopback Mode</th>
</tr>
</thead>
<tbody>
<tr>
<td>0x0</td>
<td>OLB</td>
</tr>
<tr>
<td>0x1</td>
<td>FLB</td>
</tr>
</tbody>
</table>

The receiver MEP or MIP MUST send either an ACK or NAK response to the sender MEP using an MPLS OAM message with a Response TLV described below. An ACK response is sent if the MPLS-TP LSP is successfully put in loopback mode. Otherwise, a NAK response is sent. Until an ACK response is received, the sender MEP MUST NOT assume that the MPLS-TP LSP can operate in loopback mode.

4.4. Loopback Removal TLV

When loopback mode operation of an MPLS-TP LSP is no longer required, the MEP that previously sent the MPLS OAM loopback message sends another MPLS OAM message with a Loopback Removal TLV. The receiver MEP change the MPLS-TP LSP from loopback mode to normal mode of operation.
The receiver MEP or MIP MUST send either an ACK or NAK response to the sender MEP using an MPLS OAM message with a Response TLV described below. An ACK response is sent if the MPLS-TP LSP is already in loopback mode, and if the MPLS-TP LSP is successfully put back in normal operation mode. Otherwise, a NAK response is sent. Until an ACK response is received, the sender MEP MUST NOT assume that the MPLS-TP LSP is put back in normal operation mode.

4.5. Authentication TLV

Mechanisms similar to PPP Chap can be used to authenticate the MPLS OAM Loopback request. A variable length key can be carried in an optional authentication TLV which can be included in the MPLS OAM loopback request message. The use of authentication key is outside the scope of the document.

4.6. Source Identifier TLV

While setting up an MPLS-TP LSP in loopback mode, the sender MEP can include its ID in the Source Identifier TLV. The ID can be in IPv4, IPv6, or PW FEC (128 or 129) formats on can be any of the LSP IDs defined in [4]. The length field represents the length (in bytes) of only the source identifier. Depending on the format, type and length are interpreted as follows:

<table>
<thead>
<tr>
<th>Format</th>
<th>Type</th>
<th>Length</th>
</tr>
</thead>
<tbody>
<tr>
<td>LSP FEC TLVs defined in [4]</td>
<td>Variable</td>
<td></td>
</tr>
</tbody>
</table>
IPv4 address                        TBD              4
IPv6 address                        TBD              16
FEC 128 Pseudo Wire Identifier      TBD              4
FEC 129 Pseudo Wire Identifier      TBD              Variable

In the case of FEC 129, the source is identified by AGI, SAII, and TAI as follows:

```
0                   1                   2                   3
0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|   AGI Type    |    Length     |         AGI Value             |
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|                      AGI Value (contd.)                       |
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|   AII Type    |    Length     |        SAII Value             |
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|                     SAII Value (contd.)                     |
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|   AII Type    |    Length     |        TAI Value              |
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|                     TAI Value (contd.)                     |
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
```

For more details on AGI, SAII, and TAI, please refer to [2].

The use of the Source Identifier TLV is outside the scope of this document.
4.7. Target Identifier TLV

While setting up an MPLS-TP LSP in loopback mode, the sender MEP can include the target ID in the Target Identifier TLV. The format exactly the same as the Source Identifier TLV described above.

The use of the Target Identifier TLV is outside the scope of this document.

4.8. Response TLV

<table>
<thead>
<tr>
<th>Value</th>
<th>Meaning</th>
</tr>
</thead>
<tbody>
<tr>
<td>0</td>
<td>No error code</td>
</tr>
<tr>
<td>1</td>
<td>Success</td>
</tr>
<tr>
<td>2</td>
<td>Malformed loopback request received</td>
</tr>
<tr>
<td>3</td>
<td>One or more of the TLVs is/are unknown</td>
</tr>
<tr>
<td>4</td>
<td>Authentication failed</td>
</tr>
<tr>
<td>5</td>
<td>MPLS-TP LSP is locked</td>
</tr>
<tr>
<td>6</td>
<td>MPLS-TP LSP is not locked</td>
</tr>
</tbody>
</table>
7    Fail to lock MPLS-TP LSP
8    Fail to unlock MPLS-TP LSP
9    MPLS-TP LSP is in loopback mode
10   MPLS-TP is not in loopback mode
11   Fail to set MPLS-TP LSP in loopback mode
12   Fail to remove MPLS-TP from loopback mode
13   Fail to match target ID

Note that in the case of error code 2, the unknown TLV can also be optionally included in the response TLV.

4.9. Data packets

When an MPLS-TP LSP operates in FLB mode, data packets sent from the sender MEP will be looped back to that sender MEP. In order for the sender MEP to make ensure that no data packets are dropped, each data MPLS packets may contain a sequence-id right after the label stack.

A time-stamp fields in the datapackets can help calculate the Round trip delay of datapackets. The Local Time-Stamp is set by the sender, and the Remote Time-Stamp field is set by the receiver. Using these time-stamp values, sender can calculate the round trip delay as well as the breakdown of the delay in the forward path (from the sender to the receiver) and reverse path (from the receiver to the sender).
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<table>
<thead>
<tr>
<th>0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1</th>
</tr>
</thead>
<tbody>
<tr>
<td>MPLS Label stack</td>
</tr>
<tr>
<td>---------------------------------------------</td>
</tr>
<tr>
<td>Label with EOS bit set</td>
</tr>
<tr>
<td>---------------------------------------------</td>
</tr>
<tr>
<td>Optional Sequence-ID</td>
</tr>
<tr>
<td>---------------------------------------------</td>
</tr>
<tr>
<td>Local Time-Stamp</td>
</tr>
<tr>
<td>---------------------------------------------</td>
</tr>
<tr>
<td>Remote Time-Stamp</td>
</tr>
</tbody>
</table>

4.10. Network Management System

An operator should be able to provision any given LSR to:

1. lock/Unlock any MPLS-TP LSP.

2. setup any MPLS-TP LSP in loopback mode (either FLB or OLB). should have the capability to Network Management System (NMS) may also be used to setup an MPLS-TP LSP in loopback mode (either FLB or OLB).

3. send MPLS OAM packets from a MEP and notify NMS when MPLS OAM response arrives.

When NMS is used to provision any of the above the functionality, the corresponding MPLS OAM message is not used.

5. Operation

Assume an MPLS-TP LSP A -- B -- C, and A wants to request B to set the MPLS-TP LSP in loopback mode. The following steps are carried out:

1. A can optionally send an MPLS-OAM loopback request message. The message can be an in-band message in the MPLS-LSP consisting of an ACH with the MPLS-TP loopback code, Lock TLV, and optional authentication TLV to C. The MPLS label stack of the LSP is added and the MPLS TTL value is set to 255. The message can also use the LSP-Ping IP/UDP option, and in this case the message contains all the above TLVs but does not contain the ACH.
2. Upon intercepting the MPLS-OAM message, C examines the message, and:
   
a. if the message is malformed, it sends a response with the error code 2 back to A.
   
b. if any of the TLV is not known, it sends a response with error code 3 back to A. It may also include the unknown TLVs.
   
c. if message authentication fails, it sends a response with the error code 4 back to A.
   
d. if the MPLS-TP is already locked, it sends a response with error code 5 back to A.
   
e. if the MPLS-TP is not already locked and cannot be locked, it sends a response with error code 7 back to A.
   
f. if the MPLS-TP is successfully locked, it sends a response an error code 1 (success) back to A.
   
   Note that MPLS TTL value is set to 255 in the response message.

3. Upon receiving the MPLS-OAM response message with error code 1, A sends an MPLS-OAM loopback request message using either the in-band or LSP-Ping option to B. The loopback request can be for either FLB or OLB mode. The message can optionally have an Authentication TLV, and Source Identifier TLV and a Target Identifier TLV. The MPLS label stack of the LSP is added and the MPLS TTL value is set to the number of hops between A and B.

4. Upon intercepting the MPLS-OAM message, B examines the message, and:
   
a. if the message is malformed, it sends a response with error code 2.
   
b. if any of the TLV is not known, B sends a response with error code 3. It may also include the unknown TLVs.
   
c. if the message authentication fails, it sends a response with error code 4.
   
d. Target ID cannot be matched, it sends a response with error code 13.
B identifies the MPLS-TP LSP, and if the request is for OLB mode, it sends a reply with error code 1 (success). If the request is for FLB mode:

a. if the MPLS-TP is already in FLB mode, it sends a response with error code 9.

b. if the MPLS-TP is successfully programmed into FLB mode, it sends a reply with error code 1 (success).

5. After receiving a positive reply from B, and if the request is for FLB mode, A can send data packets on the MPLS-TP LSP to B, and expect those packets to loopback to itself. The data packets contains sequence numbers to check for packet loss.

6. B simply loops the data packets coming over the MPLS-TP LSP back towards the source. The MPLS label stack of the LSP is added and the MPLS TTL value is set to 255.

To unlock the MPLS-TP LSP:

1. A sends an MPLS-OAM loopback request message. The message can be an in-band message in the MPLS-LSP consisting of an ACH with the MPLS-TP Loopback code, Unlock Request TLV and optionally an authentication TLV. The MPLS label stack of the LSP is added and the MPLS TTL value is set to 255. The message can also use the LSP-Ping option in which case the ACH is not used but all others TLVs are included in the message.

2. Upon intercepting the MPLS-OAM message, C examines the message, and:

a. if the message is malformed, it sends a response with the error code 2 back to A.

b. if any of the TLV is not known, it sends a response with error code 3 back to A. It may also include the unknown TLVs.

c. if message authentication fails, it sends a response with the error code 4 back to A.

C identifies the MPLS-TP LSP:

a. if the MPLS-TP is not locked, it sends a response with error code 6 back to A.
b. if the MPLS-TP is locked and cannot be unlocked, it sends a response with error code 8 back to A.

c. if the MPLS-TP is successfully unlocked, it sends a response with error code 1 (success) back to A.

To remove MPLS-TP LSP from FLB mode:

1. A sends an MPLS-OAM loopback request message, using either in-band or LSP-Ping option to B, consisting Loopback Removal Request TLV and optionally an authentication TLV. The MPLS label stack of the LSP is added and the MPLS TTL value is set to the number of hops between A and B.

2. Upon intercepting the MPLS-OAM message, B examines the message and:

   a. if the message is malformed, it sends a response with error code 2.

   b. if any of the TLV is not known, B sends a response with error code 3. It may also include the unknown TLVs.

   c. if the message authentication fails, it sends a response with error code 4.

   d. if the target ID is matched, it sends a response with error code 13.

B identifies the MPLS-TP LSP:

   c. if the MPLS-TP is not in loopback mode, it sends a response with error code 10.

   d. if the MPLS-TP is successfully changed from loopback mode to normal mode of operation, it sends a reply with error code 1 (success).

6. Security Considerations

The security considerations for the authentication TLV need further study.
7. IANA Considerations

    TBD
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