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Abstract

This document clarifies how clients are supposed to use the RA M & O flags.
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1. Introduction

According to [RFC4861], the M flag indicates that addresses are available via DHCPv6 and the O flag indicates that other configuration information is available via DHCPv6. However, since RFC 2462 which is deprecated by RFC4861 already specified how IPv6 host should handle flags values in the received RA messages, current IPv6 stack and DHCPv6 client implementations have been developed according to the specification. In [RFC 2462] 5.5.3, it is required that a host should invoke the DHCPv6 client to request both address and other information when received Router Advertisement message change an internal state variable (ManagedFlag) from FALSE to TRUE and the DHCPv6 client is not running. In addition, if the value of the ManagedFlag changes from TRUE to FALSE, the host should continue running the DHCPv6 client, i.e., the change in the value of the ManagedFlag has no effect. However, the existing documents have the operational problems described below.

Firstly, there is no method to revoke the operation of a DHCPv6 client invoked by IPv6 RA flags. When a network administrator changes the addressing policy for the network, i.e. to shutdown DHCPv6 servers or change stateful DHCPv6 servers into stateless, he/she can not revoke operation of DHCPv6 clients by changing the configuration of RA flags. The reason for this problem is that DHCPv6 clients would keep searching for a server from which to obtain stateful address and other configuration information after all existing bindings will expire.

Secondly, per-interface state variables regarding availability of the DHCPv6 service cannot be maintained consistently in case that inconsistent M & O flags are contained in RAs sent by different routers. The reason of this problem is that these state variables are copied from the M & O flag fields of the most recently received Router Advertisement message respectively.

To address these problems, this document describes a handling scheme of M & O flags in RA messages. which consists of an algorithm for the management of internal state variables and options regarding how these variables can be utilized to revoke DHCPv6 clients.

2. Requirements Language

The key words "MUST", "MUST NOT", "REQUIRED", "SHALL", "SHALL NOT", "SHOULD", "SHOULD NOT", "RECOMMENDED", "MAY", and "OPTIONAL" in this document are to be interpreted as described in RFC 2119 [RFC2119].
3. Terminology

RA     Router Advertisement. More information can be found in [RFC4861].

M flag 1-bit "Managed address configuration" flag in RA message. More information can be found in [RFC4861] section 4.2.

O flag 1-bit "Other configuration" flag in RA message. More information can be found in [RFC4861] section 4.2.

ManagedFlag an internal state variable maintained on a per-interface basis according to algorithms presented in section 4. Possible values are TRUE and FALSE. The transition from FALSE to TRUE have a stateful DHCPv6 client invoked and reverse transition SHOULD have the DHCPv6 client revoked as specified in section 5.

OtherConfigFlag an internal state variable maintained on a per-interface basis according to algorithms presented in section 4. Possible values are TRUE and FALSE. The transition from FALSE to TRUE have a stateless DHCPv6 client invoked and reverse transition SHOULD have the DHCPv6 client revoked as specified in section 5.

DHCPv6 related terminologies DHCPv6, client, server, binding, etc can be found in [RFC3315] section 4.2

4. An Algorithm for the Management of Internal State Variables

We introduce an algorithm for the management of the internal state variables as follows. In this algorithm, two timers (M-timer and O-timer) are used, lifetimes of which is chosen to be 3 times of MaxRtrAdvInterval in [RFC4861]. When an RA is received that has the M flag set, ManagedFlag is set to TRUE and the M-timer is started or restarted. When an RA is received that has the O flag set, the OtherConfigFlag is set to TRUE and O-timer is started or restarted. If the M-timer goes off, the ManagedFlag is set to FALSE. If the O-timer goes off, OtherConfigFlag is set to FALSE. Thus, once ManagedFlag or OtherConfigFlag is set to TRUE, it can only be changed into FALSE after no RA is received with the bit set within lifetime of timers. Thus, state variables can be managed consistently even when a host is connected to multiple routers sending conflicting RA messages, because the RA messages with the bit set will overrule the ones with the bit clear.

As an optional feature in the above algorithm, M & O flags in
received RA with source address may be kept track of. Through this feature, following benefits can be obtained:

i. Faster Transition of State Variables
   ManagedFlag or OtherConfigFlag can be set to FALSE as soon as number of valid RA with the corresponding flag set is reduced to zero.

ii. Router Information
   The ability for hosts to identify routers which invoke and continue the operations of DHCPv6 clients may be helpful to fix mis-configuration of routers or detect malicious routers.

5. The Revocation of DHCPv6 Clients

In this section, we introduce several suggestions regarding how state variables can be utilized to control the operation of a DHCPv6 client. As RFC 2462 5.5.3 specifies, a DHCPv6 client is invoked when a state variable is changed from FALSE to TRUE and the DHCPv6 client is not already running. As for the transition (negative transition) of state variables from TRUE to FALSE, there are many possible implementational choices which can be classified into two types.

O1 To let a DHCPv6 client determine whether the client should keep its operation or not depending on state variables.

For example, whenever the DHCPv6 client sends a Solicit or Information-Request, it may check whether to continue doing DHCPv6 based on the ManagedFlag or OtherConfigFlag. In this option, the existing bindings will go through their normal lifecycle regardless of negative transition of the ManagedFlag and the client exit after all of the leases have expired. Thus, a potential benefit from this choice is for existing transport layer sessions to be preserved even while routers send RA messages with flags mistakenly cleared.

O2 To let a negative transition revoke operation of DHCPv6 clients immediately.

The negative transition of the ManagedFlag makes a DHCPv6 client stop its stateful operation, thereby all bindings are released. A negative transition of the OtherConfigFlag make a DHCPv6 client stop its stateless operation.
6. IANA Considerations

This document includes no request to IANA.

7. Security Considerations

As [RA-MO], Handling schemes in M & O flags from RAs in this document could expedite denial of service attacks by allowing a host to trigger invalid DHCP exchanges with the M or O flag set in a malicious Router Advertisement and with illegitimate DHCPv6 servers. Authenticated DHCPv6 and/or [RFC3971] (SEcure Neighbor Discovery) can be used to protect the attack. This document introduces no additional security risks.
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