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Abstract

The IPv4 main header contained a 16-bit IPID for fragmentation and reassembly. This field was commonly used by network diagnosticians for tracking packets on multi-tier networks. In IPv6, the IPID has been moved to the Fragment header. A new Diagnostic header for IPv6 which can be sent with every packet as a part of the Destination Options header with a 64-bit IPID is defined in this document.
1. Introduction

In IPv4, the 16 bit Identification field is located at an offset of 4 bytes into the IPv4 header and is described in RFC791 [RFC791]. In IPv6, it is a 32 bit field contained in the Fragment header defined by section 4.5 of RFC2460 [RFC2460]. Unfortunately, unless fragmentation is being done by the source node, the packet will not contain this Fragment header, and therefore will have no Identification field.

The intended purpose of the IPv4 Identification (ID) field is to enable fragmentation and reassembly, and as currently specified is required to be unique within the maximum segment lifetime (MSL) on all datagrams. The MSL is often 2 minutes.

In practice, the IPID field is used for more than fragmentation. Some TCP stacks have the same IPID counter for all connections; some have an IPID counter on a per connection basis. Each time a TCP stack sends out a packet, the IPID is incremented by one (or sometimes 2).

During network diagnostics, packet traces may be taken at multiple places along the path or at the source and destination. Then, packets can be matched by looking at the IPID. Obviously, the time at each device will differ according to the clock on that device; so another metric is required. This method of taking multiple traces along the path is frequently used on large multi-tier networks to see where the packet loss or packet corruption is happening.

Having said that, a known problem with the uniqueness of the IPv4 ID is that since the field is only 16 bits, then for high speed devices, wrapping will occur. As discussed in RFC4963 [RFC4963] and draft-ietf-intarea-ipv4-id-update-02.txt [Draft-ipv4-id], if the uniqueness requirement were strictly enforced, all connections would be limited to a maximum speed of 6.4 Mbps. Clearly, this uniqueness requirement is widely ignored.
In IPv6, the IPID field, which is in the Fragment header, has been increased to 32 bits. This may need to be reconsidered as data rates increase but if the IPID is used for fragmentation and reassembly alone, the requirement for uniqueness within the MSL period is generally not an issue today. RFC4963 [RFC4963] discusses the issue of reassembly errors at high data rates for IPv4 with a 16-bit counter.

However, for its de-facto diagnostic mode usage, an IPID needs to be available whether or not fragmentation occurs, and needs to be unique in the context of the entire session, and across all the connections controlled by the TCP stack. The problem of 32 bit counters is known and has been resolved in areas such as SNMP counters by creating 64-bit counters as described in RFC2233 [RFC2233].

This document will address a way to make the IPv6 IPID field available and unique for its valuable diagnostic usage. A Destination Options header is proposed which may be sent by TCP stacks in diagnostic mode. The implementation MAY provide the option of either turning on the Diagnostic Header for all connections or turn it on just for specific connections. The more sophisticated usage of this header would be to send it for a single connection only.

2. Conventions used in this document

The key words "MUST", "MUST NOT", "REQUIRED", "SHALL", "SHALL NOT", "SHOULD", "SHOULD NOT", "RECOMMENDED", "MAY", and "OPTIONAL" in this document are to be interpreted as described in RFC2119 [RFC2119].

3. Applicability

The base IPv6 standard, RFC2460, [RFC2460] allows the use of extension headers including destination options in order to encode optional destination information in an IPv6 packet. Extended diagnostic information such as this MUST be sent by implementations upon request. The proposed Diagnostic Options header is an implementation of the destination options header.
4. IPv6 Diagnostics Header Format

4.1 Destination Options Header

The Destination Options header is used to carry optional information that need be examined only by a packet’s destination node(s). The Destination Options header is identified by a Next Header value of 60 in the immediately preceding header, and has the following format:

```
+-------------------------------+-------------------+
|  Next Header     |  Hdr Ext Len     |
+-------------------------------+-------------------+
```

Next Header          8-bit selector. Identifies the type of header immediately following the Destination Options header. Uses the same values as the IPv4 Protocol field [RFC-1700 et seq.].

Hdr Ext Len          8-bit unsigned integer. Length of the Destination Options header in 8-octet units, not including the first 8 octets.

Options              Variable-length field, of length such that the complete Destination Options header is an integer multiple of 8 octets long. Contains one or more TLV-encoded options.

Figure 1: Destination Options Extension header layout

The desired action for a destination node who does not recognize this option is to ignore the header and continue processing the packet normally.

According to RFC2460 [RFC2460], if the Destination Options header Option Type has the value 00 in its highest-order two bits, the receiving device should skip over this option and continue processing the header.
4.2. IPv6 Diagnostic Header Option

The IPv6 Diagnostic Header option is carried by the Destination Option extension header (Next Header value = 60). It is used in a packet sent by a node to facilitate diagnostics by informing the recipient and passive viewers of the packet such as packet capture facilities of the packet’s IP Identifier.

The IPv6 Diagnostic Header option is encoded in type-length-value (TLV) format as follows:

```
  0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1
+---------------------------------------------+
| Option Type | Option Length |
+---------------------------------------------+
|               |               |
|               |               |
|               |               |
|               |               |
+---------------------------------------------+
```

Option Type

`nnn = 0xXX  [To be assigned by IANA] [RFC2780]`

Option Length

8-bit unsigned integer. Length of the option, in octets, excluding the Option Type and Option Length fields. This field MUST be set to 64.
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IP Identifier

The IP Identifier of the packet for 64 bits.

The alignment requirement for the IP Identifier option is 8n+6.

The two highest-order bits of the Option Type field are encoded to indicate specific processing of the option; for the IP Identifier option, these two bits MUST be set to 00. This indicates the following processing requirements:

- 00 - skip over this option and continue processing the header.
- The data within the option cannot change en route to the packet’s final destination.

The IPv6 Diagnostic Header option MUST be placed as follows:

- After the routing header, if that header is present
- Before the Fragment Header, if that header is present
- Before the AH Header or ESP Header, if either one of those headers are present.

For each IPv6 packet header, the IPv6 Diagnostic Header MUST NOT appear more than once. However, an encapsulated packet MAY contain a separate IP Identifier option associated with each encapsulating IP header.

The inclusion of a IPv6 Diagnostic Header in a packet affects the receiving node’s processing of only this single packet. No state is created or modified in the receiving node as a result of receiving a IPv6 diagnostic Header in a packet.

4.3. Implementation Considerations

In implementation, a TCP stack may send this additional header for all connections or, in a more sophisticated usage, a single connection only.

We suggest that initiation of this header be done in a ‘Debug on’, ‘Debug off’ mode. That is, a diagnostician may decide that this header is required for a certain timeframe or for a certain set of packets after a network problem is encountered. The diagnostician may then issue a command to the TCP stack indicating that addition of the IP Identifier header should now begin. This is the ‘Debug on’ state. After a certain amount of time, then 'Debug off' should be issued as a command. Alternatively, the TCP stack may have a fixed time (for example, 5 minutes) after which debug mode will automatically be turned off.
5. Backward Compatibility

The scheme proposed in this document is backward compatible with all the currently defined IPv6 extension headers. According to RFC2460 [RFC2460], if the destination node does not recognize this option, it should skip over this option and continue processing the header.

6. Security Considerations

There are no security considerations.

7. IANA Considerations

A Destination Options value of XXX is pending IANA action. [RFC2780]
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