Abstract

Resource-constrained nodes come in various sizes and shapes and often have constraints on code size, state memory, processing capabilities, user interface, power and communication bandwidth (RFC 7228).

This document specifies a profile that describes how two autonomous resource-constrained devices, a client and a server, obtain the required keying material and authorization information to securely communicate with each other. Each of the devices is coupled with a less-constrained device, the authorization manager, that helps with difficult authentication and authorization tasks. The constrained devices do not need to register with authorization managers from other security domains. The profile specifically targets constrained clients and servers. It is designed to consider the security objectives of the owners on the server and the client side.
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1. Introduction

The ACE framework [I-D.ietf-ace-oauth-authz] describes how a client obtains authorization to access a (probably constrained [RFC7228]) server from the server’s authorization manager. Without additional support, constrained clients will have difficulties to communicate with authorization managers from other security domains. They need to be configured with the necessary keying material to securely communicate with the AS. Manual configuration is not a feasible solution for the Internet of Things where the large number of nodes makes scalability a special concern. Also, constrained devices often lack user interfaces and displays and have slow response times, which make their configuration tedious. Therefore, the configuration of the client is best done using a less-constrained device that mediates between the constrained device and its overseeing principal, i.e.,
the human being that is configuring the device (such as its owner or user).

In the Constrained Client Cross-Domain Authorization Profile (C3DC), each constrained device initially only requires a security association with its own authorization manager; it does not need to register with authorization managers from other security domains. The constrained device and its authorization manager belong to the same security domain, which makes their security association easier to maintain. As the managers are less-constrained, they can perform more difficult authentication and authorization tasks such as storing large numbers of keys, using less-constrained-level protocols such as HTTP or TLS, processing TLS certificates, etc. In this way, the authorization managers authenticate each other and validate each other’s authorization. They vouch for their own constrained devices’ attributes and keying material and negotiate the details of the secure communication between client and server. If the overseeing principals of both security domains approve of the communication, the managers provide the necessary keying material and authorization information to their respective constrained devices: The client is provided with a claim set from its authorization manager (CAS) that contains the necessary keying material, and, if necessary, the resources and actions it may perform on the server. The server is provided with a claim set from its manager (AS) that contains the keying material and the client’s access permissions. The effort for clients and servers is thereby minimized.

Summarizing, the role that is termed "Client" in [I-D.ietf-ace-oauth-authz] is split into the actual constrained client, "C", and its authorization manager, "CAS". This is summarized in Figure 1.
Figure 1: Overall architecture

Authorization Managers may be responsible for large numbers of devices. The overseeing principals only need to configure the authorization manager which will then provide the respective authentication and authorization information to the constrained devices it manages. The management of constrained devices thereby becomes much more comfortable.

The benefits of the C3DC profile include:

- Constrained devices only require a security association with their own authorization manager.
- Constrained clients are not required to authenticate authorization servers from other security domains.
- Authentication and authorization on the client side can be dynamic.
- Both RqP’s and RO’s interests are considered.
- Constrained devices without a real-time clock that are not time-synchronized can be supported.
1.1. Terminology

The key words "MUST", "MUST NOT", "REQUIRED", "SHALL", "SHALL NOT", "SHOULD", "SHOULD NOT", "RECOMMENDED", "NOT RECOMMENDED", "MAY", and "OPTIONAL" in this document are to be interpreted as described in BCP 14 [RFC2119] [RFC8174] when, and only when, they appear in all capitals, as shown here.

Readers are assumed to be familiar with the terms and concepts defined in [I-D.ietf-ace-actors].

The official pronunciation of "C3DC" rhymes with "curtsy".

2. Protocol

The C3DC profile comprises three parts:

1. transfer of authentication and, if necessary, authorization information between AS and RS;
2. transfer of authentication and, if necessary, authorization information between CAS and C;
3. establishment of a security association between C and RS.

2.1. Overview

Figure 2 depicts the C3DC protocol flow (messages in square brackets are optional):
As in the ACE framework, the client (C) may send an unauthorized resource request to the resource server (RS) to obtain the address of the authorization server (AS) that is responsible for the server. The client then contacts its own authorization manager (CAS) with which it already has a security association. As described in [I-D.ietf-ace-actors], C and CAS are expected to belong to the same security domain.

The requesting party (RqP), i.e., the human being that is responsible for C and CAS, provisions CAS with authorization information. This enables CAS to decide which resource servers the client is allowed to communicate with, and which authorization servers are allowed to provide information about the RS. If CAS has information that RqP approves of the communication, CAS and AS authenticate each other. As they are less-constrained devices, they may use less-constrained level protocols such as TLS to authenticate each other. AS obtains from its overseeing principal, the resource owner (RO) if CAS is authorized to provide information (e.g., keying material) about C and if CAS’s client is authorized to communicate with RS.

After AS and CAS thus validated each others’ authorization, AS generates an access token for RS. In the response to CAS, the AS may also specify access information that contains the keying material meant for C. The access token and access information must securely be provided to CAS.

---

**Figure 2: Protocol Overview**

As in the ACE framework, the client (C) may send an unauthorized resource request to the resource server (RS) to obtain the address of the authorization server (AS) that is responsible for the server. The client then contacts its own authorization manager (CAS) with which it already has a security association. As described in [I-D.ietf-ace-actors], C and CAS are expected to belong to the same security domain.

The requesting party (RqP), i.e., the human being that is responsible for C and CAS, provisions CAS with authorization information. This enables CAS to decide which resource servers the client is allowed to communicate with, and which authorization servers are allowed to provide information about the RS. If CAS has information that RqP approves of the communication, CAS and AS authenticate each other. As they are less-constrained devices, they may use less-constrained level protocols such as TLS to authenticate each other. AS obtains from its overseeing principal, the resource owner (RO) if CAS is authorized to provide information (e.g., keying material) about C and if CAS’s client is authorized to communicate with RS.

After AS and CAS thus validated each others’ authorization, AS generates an access token for RS. In the response to CAS, the AS may also specify access information that contains the keying material meant for C. The access token and access information must securely be provided to CAS.
RqP may further specify the resources and actions that C may perform on RS. In this case, CAS adds this information to the access information. It then securely provides the access token and access information to C. Since C has a security association with CAS, it can authenticate the message. Also, CAS can provide C with validity information that even a constrained C is able to interpret.

As in the usual ACE framework protocol flow, the client keeps the access information and provides the access token to the resource server. The resource server already has a security association with its AS and thus can validate that the token actually stems from an authorization server that is authorized by its overseeing principal RO. The client and the server then use the obtained information to communicate securely.

2.2. Details for the C3DC profile as an instance of the DTLS profile
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