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Abstract

The document lists requirements for peering between two or more service providers that provide none VOIP based collaboration services and presence and IM in particular. These service providers create a peering relationship between themselves thus enabling their users to collaborate with users on other communities.
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1. Requirements notation

The key words "MUST", "MUST NOT", "REQUIRED", "SHALL", "SHALL NOT", "SHOULD", "SHOULD NOT", "RECOMMENDED", "MAY", and "OPTIONAL" in this document are to be interpreted as described in [1].
2. Introduction

Real Time Collaboration (RTC) services are becoming as prevalent and essential for users on the Internet as email. While RTC services can, like email, be implemented directly by users in a point-to-point fashion, they are often provided for or on behalf of a community of users within an administrative domain. As the use of these services grows, users increasingly have the need to communicate with users not only within their own community but with those in other communities as well. In practice, each community is controlled by some authority, and so there is a need to provide for easier establishment of connectivity between communities, and the management of the inter-community link. This document contains a set of requirements for non-VOIP RTC services. The requirements are based on the use cases draft [3].

This document will use the terminology as defined in [2] unless otherwise is stated.
3. Requirements

The use cases described in [3] may seem simple. However, in reality it is not so. The following is an initial list of describes issues that need to be solved in order to enable the creation of the use cases without the need to negotiate each peer network relationship separately and manually.

- **PRES-IM-REQ-001: Connectivity** - A peer network needs a mechanism to learn the connectivity setting of the other peer network. Examples of connectivity parameters may be list of domains that the peer network is representing, firewall and NAT settings and more.

- **PRES-IM-REQ-002: Security** - The peer network or the federation that is being connected to may require certain level of security in order to accept connections from another peer network. For example, peer network B may require that only TLS will be used and it can also specifies the type and level of certificates that should be used. Community A will need a way to discover and use these parameters.

- **PRES-IM-REQ-003: Simple Subscription** - It should be possible for users of one community to subscribe to a presentity served by another community via their local community.

- **PRES-IM-REQ-004: Public List Subscription** - It should be possible for users of one community to subscribe to a public list of presentities served by another community via their local community.

- **PRES-IM-REQ-005: Private List Subscription** - It should be possible for users of one community to subscribe to a private (personal) list presentities served by another community via their local community.

- **PRES-IM-REQ-006: Sending One Time Message** - It should be possible for a users of one community to send a one time message to users in the other community via their local community.

- **PRES-IM-REQ-007: Creating Message Sessions** - It should be possible for a users of one community to create a session based messaging with users in the other community via their local community server.

- **PRES-IM-REQ-008: Participate in N-Way Chat** - It should be possible for users from multiple communities to participate in a chat room where there will be use res from other communities.
- **PRES-IM-REQ-009: Transfer Files** - It should be possible for users from one community to send files to users in another community via their local community server.

- **PRES-IM-REQ-010: Federation** - It should be possible for several communities to federate together so users of each community will be able to collaborate with users of other community or communities. It should be possible for each federating community to find the list of other communities in the federation.

- **PRES-IM-REQ-011: Federation Privacy** - It should be possible for a community in a federation to specify which other communities should be able to connect with it via the federation.

- **PRES-IM-REQ-012: Privacy Sharing** - In order to enable sending less notifications between communities, there should be a mechanism that will enable sharing privacy information of users between the communities. This will enable sending a single notification per presentity that will be sent to the appropriate watchers on the other community according to the presentity’s privacy information.

- **PRES-IM-REQ-013: Privacy Sharing Security** - The privacy sharing mechanism must be done in a way that will enable getting the consent of the user whose privacy will be sent to the other community prior to sending the privacy information. If user consent is not give, it should not be possible to this optimization. In addition to getting the consent of users regarding privacy sharing, the privacy data must be sent only via secure channels between communities.

- **PRES-IM-REQ-014: Multiple Recipients** - It should be possible to send a presence document with a list of watchers on the other community that should receive the presence document notification. This will enable sending less presence document notifications between the communities while avoiding the need to share privacy information of presentities from one community to the other.

- **PRES-IM-REQ-015: Services Discovery** - When two or more peer networks are peering for real time collaboration services, each peer network has to have an understanding regarding the services that are provided by the other peer network. This may/should include: A) The list of services that are provided by the peer network or the federation. B) Parameters for each services that may be different between peer networks. For example if the peer network provides for page mode IMs or session based IMs or both. Is presence filtering or partial notification is supported. Are subscription to resource lists [4] are supported. Etc.
PRES-IM-REQ-016: Mappings - A lot of the early deployments of SIP based presence and IM gateways are deployed in front of legacy proprietary systems that use different names for different properties that exist in PIDF. For example "Do Not Disturb" may be translated to "Busy" in another system. In order to make sure that the meaning of the status is preserved, there is a need that either each system will translate its internal statuses to standard PIDF based statuses or a translation table of proprietary statuses to standard based PIDF statuses will be provided from one system to the other.

PRES-IM_REQ-017: Good Citizenship - presence and IM have many network and processing demands both from the point of view of number of messages and the point of view of processing time. In order to enable peer networks connecting to each other without overloading each other, each peer network should be able to learn what is the expected behavior by the connected to peer network or federation and act accordingly.
4. Security Considerations

This document discusses requirements for none VOIP real time collaboration peering between communities. Some of the requirements touch on privacy of users and other security sensitive data. The realization of these requirements in protocols will certainly have implications on security and will have take security into consideration. The requirements also require explicitly that any sharing of privacy settings of users between communities must be done with the given consent of the users whose privacy is shared and in a secure channel.
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