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ABSTRACT

This document describes a control for the Lightweight Directory Access Protocol v3 that is used to return a subset of attribute values from an entry, specifically, only those values that contributed to the search filter evaluating to TRUE.

1. Introduction

When reading an attribute from an entry using LDAP v2 [1] or LDAPv3 [2], it is normally only possible to read either the attribute type, or the attribute type and all its values. It is not possible to selectively read just a few of the attribute values. If an attribute holds many values, for example, the userCertificate attribute, or the subschema publishing operational attributes objectClasses and attributeTypes [3], then it may be desirable for the user to be able to selectively retrieve a subset of the values, specifically, those attributes that match the selection criteria as specified by the user in the filter. This Internet Draft specifies an LDAPv3 control to enable a user to do just that i.e. return only those values that matched (i.e. returned TRUE to) one or more filter items.

The control has been described in such as way as to be compatible with the matchedValuesOnly boolean of the X.500 DAP [4] Search argument.

The key words "MUST", "MUST NOT", "REQUIRED", "SHALL", "SHALL NOT",
"SHOULD", "SHOULD NOT", "RECOMMENDED", "MAY", and "OPTIONAL" in this document are to be interpreted as described in RFC 2119 [5].

2. The matchedValuesOnly Control

The matchedValuesOnly control MAY be critical or non-critical as determined by the user. It is only applicable to the Search operation, and SHALL be ignored by the server if it is present on any other LDAP operation (even if marked critical on such operations).

The object identifier for this control is 1.2.826.0.1.3344810.2.2

The value for this control is a BOOLEAN. An absent value implies FALSE.

The effects of this control on the Search operation are as follows.

i) Every attribute value that evaluates TRUE against one or more filter items, excluding the ignored filter items (see below), is logically marked by the server as contributing to the filter matching.

ii) If the user requests that the contributing attribute types and their values are returned in the Search result (by placing the attribute type in the AttributeDescriptionList, and by setting the typesOnly BOOLEAN to FALSE), then only the attribute values marked as contributing are returned, whilst the other values of the same attribute (if there are any) are not returned.

iii) Attributes that are to be returned to the user, and that have no values marked as contributing, have all their values returned to the user.

iv) Attributes that have values marked as contributing, but which are not asked to be returned to the user, are not returned and the marking is of no practical value.

Certain filters are ignored for the purposes of marking the attribute values as contributing. These are:

the present filter, since this filter does not test against any attribute values;
the equalityMatch filter, since if the user is able to specify the complete attribute value exactly, then there is very little to be gained from having only this value returned;
any negated filter, since this would have the effect of marking all the attribute values except the one(s) that matched the non-negated filter.

Note 1. The inclusion of equalityMatch in the list above maintains compatibility with the X.500 standard.

Note 2. If the equality matching rule does not require the entire attribute value to be presented by the user, then there is something to be gained from asking for this value only to be returned in its entirety. This can be achieved by using the extensibleMatch filter and using the equality matching rule as the matching rule.

3. Security Considerations

This Internet Draft does not discuss security issues at all. Attribute values SHALL only be returned if the access controls applied by the LDAP server allow them to be returned, and in this respect the effect of the matchedValuesOnly control is of no consequence.
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