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Abstract

Extends the DLEP protocol to provide a credit-windowing scheme analogous to that in RFC5578 for destination-specific flow control.
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1. Introduction

In the world of radio-based networking, there are modems that need fine-grained flow control over traffic ingressing from a LAN connection, bound for transmission over the RF. The need for such fine-grained control can exist for multiple reasons. For example, radio devices are typically connected to the network by Ethernet. The capacity of an Ethernet link is normally far superior to that of the RF, leading to the possibility of overruns and dropped traffic. This is exacerbated by the fact that RF link capacity can vary from moment to moment, for an indeterminate amount of time. Additionally, the capacity of the link can vary greatly depending on the destination, due to factors such as obstructions or multipath fading.

These challenges motivate the requirement for a fine-grained flow control in radio-based communications - one that can support different window sizes for each destination accessed across the RF network. To address this requirement, this document describes an extension to the Dynamic Link Event Protocol ([DLEP]), allowing for a Credit windowing scheme to be implemented on a destination-by-destination basis.

2. Terminology
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- Modem Receive Window, or MRW. The MRW represents a logical, unidirectional window for traffic flowing from the router to the modem.

- Router Receive Window, or RRW. The RRW represents a logical, unidirectional window for traffic flowing from the modem to the router.

3. Overview

This protocol extension to DLEP describes a credit windowing scheme analogous to the one documented in [RFC5578]. In this scheme, data plane traffic flowing between the router and modem is controlled by the availability of credits. Credits are expressed as if two unidirectional windows exist between the modem and router. This document identifies these windows as the 'Modem Receive Window', or MRW, and the 'Router Receive Window', or RRW. The responsibility of granting credits lies with the receiver on a window - that is, on the MRW, the modem is responsible for granting credits to the router, allowing it (the router) to send data plane traffic to the modem. Likewise, the router is responsible for granting credits on the RRW, which allows the modem to send data plane traffic to the router.

Credits represent the number of data octets, or an increment in the number of plane octets, that can be sent on a given window at OSI Layer 2 to the receiver.

4. Operation

DLEP peers supporting this extension MUST include a DLEP 'Extensions Supported' data item, including the value TBD representing this extension in the appropriate DLEP Session Initialization and Session Initialization Response messages.

Credits are managed on a destination-specific basis; that is, separate credit counts MUST be maintained for each destination requiring the service. Credits MUST NOT be applied to the DLEP session that exists between routers and modems; they are applied only to the data plane traffic.

Credits MUST only be granted by the receiver on a given window. In the case of the MRW, only the modem can grant credits. Conversely, only the router can grant credits for the RRW. There are no default values for either the initial credit window or the credit increments.

The number of credits needed for a given transmission is the length of the data portion of the packet at OSI Layer 2. When sending data to a credit enabled peer, the sender MUST decrement the appropriate
window by the size of the data being sent, prior to encapsulation at OSI Layer 2. When traffic is received, the receiver MUST decrement its own window after decapsulation at OSI Layer 2.

When the number of available credits to the destination reaches 0, the sender MUST stop sending data plane traffic to the destination, until additional credits are granted by the receiver.

5. DLEP Messages for Credit-Window Extension

The credit-windowing extension does not introduce any additional DLEP signals or messages.

6. DLEP Data Items for Credit-Window Extension

The extension introduces 3 DLEP data items:

+-----------------+-------------------------------------+
| Type Code  | Description                         |
+-----------------+-------------------------------------+
| TBD           | Credit Grant (Section 7.1)          |
| TBD           | Credit Window Status (Section 7.2)  |
| TBD           | Credit Request (Section 7.3)        |
+-----------------+-------------------------------------+

Descriptions of the data items are included below. The credit-windowing data items are inserted into DLEP messages as follows:

6.1. DLEP Destination Up Message

If use of credits is required for the destination, then the Destination Up message MUST contain one Credit Grant (Section 7.1) data item. The value of the credit increment is at the discretion of the implementation. The receiver of the Destination Up message MUST use the value in Credit Grant as the initial value for the appropriate window.

If the Destination Up message does not contain the Credit Grant data item, credits MUST NOT be used for that destination.

6.2. DLEP Destination Up Response Message

If the corresponding Destination Up message contained the Credit Grant data item, the Destination Up Response message MUST contain one Credit Window Status (Section 7.2) data item.

The receiver of Destination Up Response MUST use the appropriate window value in Credit Window Status (e.g., the MRW value for
routers, the RRW value for modems) to initialize the originator’s receive window.

The case where a Destination Up message was sent with a Credit Grant data item, and the corresponding Destination Up Response message is received without a Credit Window status data item MUST be treated as an error requiring termination of the DLEP peer session.

6.3. DLEP Destination Update Message

If the corresponding Destination Up message contained the Credit Grant data item, the Destination Update message MAY contain one of each of the following data items:

- Credit Grant (Section 7.1)
- Credit Request (Section 7.3)
- Credit Window Status (Section 7.2)

DLEP peers supporting the extension MAY format and send a DLEP Destination Update message solely for the purposes of maintaining the credit windows – that is, a Destination Update message MAY carry only a Credit Grant data item for the peer, or a Credit request. In cases where a peer already has information requiring a Destination Update message, (e.g., a change in Current Data Rate, for example), the credit data items MAY be included in addition to that information.

7. Credit Window Data Item Definitions

7.1. Credit Grant

The Credit Grant data item is sent from a DLEP participant to grant an increment to credits on a window. The Credit Grant data item MAY appear in the DLEP Destination Up and Destination Update messages. The value in a Credit Grant data item represents an increment to be added to any existing credits available on the window. Upon successful receipt and processing of a Credit Grant data item, the receiver MUST respond with a message containing a Credit Window Status data item to report the updated aggregate values for synchronization purposes, and if initializing a new credit window, granting initial credits.
When DLEP peers desire to employ the credit-windowing extension, the
peer originating the Destination Up message MUST supply an initial,
non-zero value as the credit increment of the receive window it
controls (i.e., the MRW, or RRW). When receiving a Credit Grant data
item on a Destination Up message, the receiver MUST take one of the
following actions:

1. Reject the use of credits for this destination, via the
   Destination Up Response message containing a Status data item
   with a status code of ‘Request Denied’. (See status codes in
   [DLEP]), or

2. Initialize the appropriate window value of zero, then apply the
   increment specified in the Credit Grant data item.

If the initialization completes successfully, the receiver MUST
respond to the Destination Up message with a Destination Up Response
message that contains a Credit Window Status data item, initializing
its receive window.

The Credit Grant data item contains the following fields:

```
  0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
| Data Item Type | Length                  |
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
| Credit Increment |
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
| Credit Increment |
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
```

Data Item Type: TBD

Length: 8

Reserved: A 64-bit unsigned integer representing the additional
credits to be assigned to the credit window.

Since credits can only be granted by the receiver on a window, the
applicable credit window (either the MRW or the RRW) is derived from
the sender of the grant. The Credit Increment MUST NOT cause the
window to overflow; if this condition occurs, implementations MUST
set the credit window to the maximum value contained in a 64-bit
quantity.

7.2. Credit Window Status
When credits are used, the receiver of a Credit Grant data item MUST respond with a DLEP message containing a Credit Window Status data item to acknowledge the Credit Grant.

The Credit Window Status data item contains the following fields:

0                   1                   2                   3
0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
| Data Item Type                | Length                        |
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|                   Modem Receive Window Value                  :|
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|                   Modem Receive Window Value                  :|
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|                   Router Receive Window Value                 :
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|                   Router Receive Window Value                 :|
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

Data Item Type:  TBD
Length:  16

Modem Receive Window Value:  A 64-bit unsigned integer, indicating the current number of credits available on the Modem Receive Window, for the destination referred to by the message.

Router Receive Window Value:  A 64-bit unsigned integer, indicating the current number of credits available on the Router Receive Window, for the destination referred to by the message.

7.3. Credit Request

The Credit Request data item MAY be sent from either DLEP participant, as a data item in a DLEP Destination Update message, to indicate the desire for the partner to grant additional credits in order for data transfer to proceed on the session. If the corresponding DLEP Destination Up message for this session did not contain a Credit Grant data item, indicating that credits are to be used on the session, then receipt of the Credit Request data item MUST be considered as an error by the receiver, requiring termination of the DLEP peer session.

The Credit Request data item contains the following fields:

0                   1                   2                   3
0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
8. Security Considerations

The extension introduces a mechanism for destination-specific flow control between a router and modem supporting the DLEP protocol. In cases where an adversary can access the network segment on which the router and modem are attached, the following threats are possible:

1. An attacker could act as either modem or router, establishing a session with the DLEP peer. This session could be used to flood the session with various requests, amounting to a denial of service attack. In these environments, implementations MUST employ [TLS], as the certificate verification in that protocol will verify the identity of devices attempting to connect.

2. An attacker could mount a Man In The Middle (MITM) attack, altering the credit values supplied by the DLEP peers. Such an alteration could cause either (a) a cessation of traffic (by setting credit values to 0), or (b) overruns and drops (e.g., by setting credit values to the maximum value of a 64-bit integer). In these environments, implementations MUST employ [TLS], leveraging the message protection mechanisms in that protocol.

9. IANA Considerations

This section specifies requests to IANA.

9.1. Registrations

This specification defines three (3) new data items for DLEP. Assignments from the DLEP data item registry are requested for:

- Credit Grant
- Credit Request
- Credit Window Status

The specification also defined an extension to the DLEP protocol. An assignment from the DLEP extension registry is requested for ‘Credit Windowing’.
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