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Abstract

The Point-to-Point Protocol (PPP) [1] defines a Link Control Protocol (LCP) and a method for negotiating the use of multi-protocol traffic over point-to-point links. This document describes support for Transparent Interconnection of Lots of Links (TRILL) Protocol, allowing direct communication between Routing Bridges (R Bridges) via PPP links.
1. Introduction

The TRILL Protocol [2] defines a set of mechanisms used to communicate between RBridges. These devices can bridge together large 802 networks using link-state protocols in place of the traditional spanning tree mechanisms.

Over Ethernet, TRILL uses two separate Ethertypes to distinguish between encapsulation headers, which carry user data, and link-state messages, which compute network topology using a protocol based on ISO IS-IS. These two protocols must be distinguished from one another, and segregated from all other traffic.

To interconnect these devices over PPP links, three protocol numbers are needed, and are reserved as follows:

<table>
<thead>
<tr>
<th>Value (in hex)</th>
<th>Protocol Name</th>
</tr>
</thead>
<tbody>
<tr>
<td>TBD-00XX</td>
<td>TRILL Network Protocol (TNP)</td>
</tr>
<tr>
<td>TBD-40XX</td>
<td>TRILL Link State Protocol (TLSP)</td>
</tr>
<tr>
<td>TBD-80XX</td>
<td>TRILL Network Control Protocol (TNCP)</td>
</tr>
</tbody>
</table>

The usage of these three protocols is described in detail in the following section.

The key words "MUST", "MUST NOT", "REQUIRED", "SHALL", "SHALL NOT", "SHOULD", "SHOULD NOT", "RECOMMENDED", "MAY", and "OPTIONAL" in this document are to be interpreted as described in BCP 14 [3].

2. PPP TRILL Negotiation

The TRILL Network Control Protocol (TNCP) is responsible for negotiating the use of the TRILL Network Protocol (TNP) and TRILL Link State Protocol (TLSP) on a PPP link. TNCP uses the same option negotiation mechanism as LCP.

TNCP packets MUST NOT be exchanged until PPP has reached the Network-Layer Protocol phase. Any TNCP packets received when not in that phase MUST be silently ignored.

The encapsulated network layer data, carried in TNP packets, and topology information, carried in TLSP packets, MUST NOT be sent unless TNCP is in Opened state. If a TNP or TLSP packet is received when TNCP is not in Opened state and LCP is Opened, an implementation SHOULD respond using LCP Protocol-Reject.
2.1. TNCP Packet Format

Exactly one TNCP packet is carried in the PPP Information field, with the PPP Protocol field set to hex TBD-80XX (TNCP). A summary of the TNCP packet format is shown below. The fields are transmitted from left to right.

```
0                   1                   2                   3
0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|     Code      |  Identifier   |            Length             |
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|    Data ... |
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
```

Code

Only LCP Code values 1 through 7 (Configure-Request, Configure-Ack, Configure-Nak, Configure-Reject, Terminate-Request, Terminate-Ack, and Code-Reject) are used. All other codes SHOULD result in a TNCP Code-Reject reply.

Identifier and Length

These are as documented for LCP.

Data

This field contains data in the same format as for the corresponding LCP Code numbers.

Because no configuration options have been defined for TNCP, negotiating the use of TRILL Protocol with IS-IS for the link state protocol is the default when no options are specified. A future document may specify the use of configuration options to enable different TRILL operating modes, such as the use of a different link state protocol.

2.2. TNP Packet Format

When TNCP is in Opened state, TNP packets may be sent by setting the PPP Protocol field to hex TBD-00XX (TNP) and placing the TRILL-encapsulated data in the PPP Information field.

A summary of this format is provided below:
This is identical to the Ethernet format except that the Outer MAC header and Ethertype are replaced by the PPP headers and Protocol Field. Both user data and ESADI packets are encoded in this format.

2.3. TLSP Packet Format

When TNCP is in Opened state, TLSP packets may be sent by setting the PPP Protocol field to hex TBD-40XX (TLSP) and placing the IS-IS Payload in the PPP Information field.

3. TRILL PPP Behavior

1. On a PPP link, TRILL always uses P2P Hellos. There is no need for TRILL-Hello frames, nor is per-port configuration necessary.

2. RBridges are never appointed forwarders on PPP links. If an implementation includes Bridging Control Protocol (BCP) [4], then it must ensure that only BCP or TNCP is negotiated on a link, and not both. If the peer is an RBridge, then there is no need to pass unencapsulated frames nor to any TRILL-ignorant peer to be concerned about. If the peer is not an RBridge, then TRILL is not possible.

3. An implementation that has only PPP links might have no OUI that can form an IS-IS System ID. Resolving that issue is an implementation-dependent matter, but it is expected that, if at all possible, some means of minimizing the need for administrative configuration should be considered in order to accomplish the RBridge goal of zero configuration.

4. MTU-probe and MTU-ack messages are not needed on a PPP link. Implementations MUST NOT send MTU-probe and SHOULD NOT reply to these messages. The MTU computed by LCP should be used instead. Negotiating an LCP MTU of at least 1524, to allow for an inner Ethernet payload of 1500 octets, is recommended.
4. Security Considerations

Both PPP authentication and IS-IS authentication mechanisms may play important roles in a network of RBridges interconnected by PPP links. The PPP authentication mechanism protects the establishment of a link, and identify a link with an known peer. The IS-IS mechanisms prevent fabrication of link-state control messages.

Implementors are encouraged to use these existing security mechanisms where appropriate.

5. IANA Considerations

IANA has assigned three similarly-numbered PPP Protocol field values, TBD-00XX, TBD-40XX, and TBD-80XX, as described in Section 1 of this document.
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