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Abstract

This document defines option extension of Dynamic Host Configuration Protocol (DHCP) to provide a simple EAP-based authentication for DSL connection. The DHCP client is triggered by short lease time for EAP
message exchanges.

Requirements Language

The key words "MUST", "MUST NOT", "REQUIRED", "SHALL", "SHALL NOT", "SHOULD", "SHOULD NOT", "RECOMMENDED", "MAY", and "OPTIONAL" in this document are to be interpreted as described in RFC 2119 [RFC2119].
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1. Introduction

In Authentication Extensions for the Dynamic Host Configuration Protocol [I-D.pruss-dhcp-auth-dsl], problems of lacking of an EAP-based authentication method in the migration from PPP session to IP session[WT-146] in DSL world was stated. To recap the problem, Figure 1 shows the common architecture of DSL access network. IP session usually is created by DHCP process, and user authentication is a missing part in current IP session. There was a long debate regarding the draft of Authentication Extensions for the Dynamic Host Configuration Protocol [I-D.pruss-dhcp-auth-dsl], like whether DHCP is a right protocol to carry EAP payload, how new DHCP messages affect the operation of normal DHCP, whether all DHCP clients could be expected to support the new feature, etc. This draft is not going to tackle all the raised problems but wants to give a lightweight alternative solution. It makes use of the short lease time mechanism to naturally trigger DHCP client sending DHCP request with EAP payload. The DHCP state machine of client’s side is kept unchanged to the most extent.

![Figure 1: DSL Network Architecture](image)

2. DHCP Auth Option Format

This section reuses the new option defined in Authentication Extensions for the Dynamic Host Configuration Protocol (version 03)[I-D.pruss-dhcp-auth-dsl]. They are DHCP Authentication Protocol Option and DHCP EAP-Message Option. For easy reference, the option format is listed as follows.
2.1. DHCP Authentication Protocol Option

The DHCP AUTH-Protocol option is sent between DHCP Client to DHCP Server to indicate either party is able to support EAP authentication.

+-----------------------------+----------------+-----------------------------+
|   DHCP Code   |    Length     |     Authentication-Protocol |
|----------------+----------------+-----------------------------|
+-----------------------------+----------------+-----------------------------+

Figure 2: DHCP Authentication Protocol Option

DHCP Code: TBA-1 (DHCP AUTH-Protocol)
Length: 3
Authentication-Protocol
C227 (HEX) for Extensible Authentication Protocol (EAP)

2.2. DHCP EAP-Message Option

The format of the DHCP EAP-Message option is as follows:

+---------------------+----------------+-----------------------------+
|   DHCP Code   |    Length     |     EAP payload               |
|---------------------+----------------+-----------------------------+
+---------------------+----------------+-----------------------------+

Figure 3: DHCP EAP-Message Option

The EAP-Message Option is carried by DHCPREQUEST and DHCPACK to transmit EAP payload.

3. Protocol Operations

In this section DHCP-based operations for user authentication are provided. We are trying to keep the change of client side state machine as minor as possible. No new message is introduced.

3.1. Message flow when DHCP server co-located with BNG

A typical message flow proceeds as shown in Figure 4:
In step 2 DHCP client may collect more than one DHCPOFFERs. If there is an DHCPOFFER does not require the client to perform the authentication, the client may be willing to choose it. The message...
flow presented in the figure makes use of the T1 timer expiration
between step 4 and step 5. Section 4.4.5 in [RFC2131] talks about the
timer expirations. T1 specifies the time at which the client tries
to extend its lease. At time T1 the client moves to RENEWING state
and sends (via unicast) a DHCPREQUEST message to the server to extend
its lease. Value of T1 is configurable by the server through
options. Its default value is (0.5 * duration_of_lease). In order
to make the procedures more efficient, the coefficient can be set to
a value less than the default 0.5 and duration of lease time should
be short. By making T1 to be a very small value, DHCP client may
trigger DHCPREQUEST carrying EAP message to be sent frequently enough
for EAP exchange and such implementation is compliant with current
client’s state machine. If the authentication is successful, DHCPACK
will be sent to the client; otherwise DHCPNAK will be sent. The
duration of lease carried in this DHCPACK is a normal DHCP lease
duration.

3.2. Message flow when DHCP server and BNG are separated

In another deployment scenario, DHCP server may not be co-located
with NAS. In this case, the message flow is depicted in Figure 5:
Figure 5: Message Flow with separated DHCP server and NAS
BNG serves as DHCP relay agent in this scenario. It relays DHCPDISCOVER and DHCPOFFER between the client and the server. By snooping DHCP-auth-proto option, relay agent is able to know an authentication procedure is expected. EAP-Message option is carried in DHCPREQUEST and DHCPACK between the client and the relay agent until the relay agent receives Access-Accept or Access-Reject from RADIUS server. Then the relay agent relays the DHCPREQUEST with RADIUS attributes suboption to the DHCP server.

4. Re-authentication

Re-authentication may be triggered from either client side or server side. BNG may require the DHCP client to reauthenticate to it due to administration or other purpose. In this case, BNG sends forcerenew message [RFC3203] with EAP-Message option to force the client perform the reauthentication procedures. If authentication was not required when the user first applies for an IP address via DHCP or it is known that client does not support dsl authentication feature, re-authentication should not be used by server side FORCERENEW message.

5. Retransmissions

In the section of Protocol Operations (Section 3), using the short lease time to trigger DHCPREQUEST carrying EAP-Message was introduced. The choice of T1 value is important. In order to make sure DHCPREQUEST reaches BNG before EAP itself time out, T1+RTT should be less than EAP RTO value.

DHCP clients are responsible for all DHCP message retransmissions as per [RFC2131]. When DHCP client does not receive the response for DHCPREQUEST, it will retransmit the message after certain timeout period. This may cause a duplicated EAP-Response in EAP-Message option to be carried in DHCPREQUEST to BNG. In order to avoid the timeout contention between EAP and DHCP, BNG should not give an immediate responding DHCPACK in this case. BNG should wait for a subsequent EAP request (either retransmitted or brand new) to be passed from EAP layer and then carry it in DHCPACK to DHCP client. BNG always handles the retransmission pace.

6. Security Considerations

The client obtaining a short but valid lease time in each EAP round trip may bring extra security problems. The address obtained during authentication process should be only used for DHCP EAP exchange purpose. The address filter needs be properly set at access nodes.
The source address filter is normally established by snooping DHCPACK. In order to make sure the address to be used unrestrictly only after authentication succeeds, source address filter should snoop DHCPACK with EAP-success instead of simply snoop DHCPACK.

7. IANA Considerations

This specification requires two values for new options to be assigned by IANA.

TBA-1: (DHCPAUTH-Protocol)
TBA-2: (DHCPEAP-Message)
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