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Abstract

Lemonade (see [LEMONADEPROFILE]) describes extensions to the IMAPv4 Rev1 protocol [RFC3501] for optimization in a mobile setting, aimed at delivering extended functionality for mobile devices with limited resources. This draft describes bindings to HTTP.

Conventions used in this document

In examples, "C:" and "S:" indicate lines sent by the client and server respectively.
The key words "MUST", "MUST NOT", "REQUIRED", "SHALL", "SHALL NOT", "SHOULD", "SHOULD NOT", "RECOMMENDED", "MAY", and "OPTIONAL" in this document are to be interpreted as described in [RFC2119].

An implementation is not compliant if it fails to satisfy one or more of the MUST or REQUIRED level requirements for the protocol(s) it implements. An implementation that satisfies all the MUST or REQUIRED level and all the SHOULD level requirements for a protocol is said to be "unconditionally compliant" to that protocol; one that satisfies all the MUST level requirements but not all the SHOULD level requirements is said to be "conditionally compliant." When describing the general syntax, some definitions are omitted as they are defined in [RFC3501].
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1. Introduction

This document provides a binding of Lemonade to HTTP. A regular HTTP connection can be used to support in-response connectivity mode for a Lemonade session, whereas a persistent HTTP connection can be used to support inband connectivity.

2. HTTP/HTTPS Binding

2.1. HTTP/HTTPS Request/Response Format

It is possible to use HTTP/HTTPS as transport protocol for commands between the client and server. In this case, the client device embeds Lemonade commands in the body of a request and POSTs it to the Lemonade server. Multiple Lemonade commands may be included in the same POST request. The Lemonade server sends HTTP responses back to
the device client with the result of the execution of the Lemonade commands and pending events.

If the client indicates that it understands gzip-compressed response by setting "Accept-Encoding: gzip" in the request header, server will compress the response, regardless of the current IMAP commands or session state.

The content-type is defined as "application/vnd.lemonade". The general format for a client device to send commands to a Lemonade server is:

    POST /lemonadeServer HTTP/1.1 <CRLF>
    Content-Type: application/vnd.lemonade <CRLF>
    Content-Length: <size of command string(s)> <CRLF>
    Accept-Encoding: gzip <CRLF>
    <CRLF>
    <tag> <Lemonade command> <CRLF>
    [<tag> <Lemonade command> <CRLF>]

- The Lemonade command should be plain text (7bit) and should follow what is specified in [NOTIFICATIONS].
- Multiple Lemonade commands may be sent on the same request. Thus Lemonade commands must be tagged.
- These are the only HTTP headers required to be sent to the Lemonade servers.

When the Lemonade server sends back a response it must be in the following format:

    HTTP/1.1 <HTTP Status Code> <CRLF>
    Content-Type: application/vnd.lemonade <CRLF>
    Content-Length: <size of response string> <CRLF>
    Content-Encoding: gzip <CRLF>
    <CRLF>
    <tag> <Lemonade Server response> <CRLF>
    [<tag> <Lemonade Server response> <CRLF>]

Notes:
The first line is the HTTP status code of the command execution. This could be one of the following:

- 200
  - One of the following 4 cases: all commands succeeded, or at least one command syntax is not correct, or at least command syntax is correct but semantics is not correct, or the current state is not correct. The Lemonade client needs to further parse response body to see what is the case. It should not depend on HTTP status code.

- 500
- at least one command caused internal server error, meaning the Lemonade Server failed to execute the command.

2.2. HTTP/HTTPS Request/Response Format

It is possible to use persistent HTTP or persistent HTTPS so that the server can instantly send notifications to the client while a Lemonade session is open. The client needs to open a persistent connection and keep it active. In this case, the HTTP headers must be sent the first time the client device opens the connection to the Lemonade Server. These headers define a huge content-length and set the transfer coding to be chunked [RFC2616, Sec. 3.6.1]. All subsequent client-server requests are written to the open connection. Thus, the server can use this open channel to push events to the client device at any time.

Security Considerations

The protocol calls for the same security requirements for an in-response and inband connectivity mode as IMAP.

For the outband connectivity mode, servers should use encryption methods for notifications if sensitive information is included in the payload of that notification.

HTTPS protocol can be used to provide end-to-end security

Proxy-based implementations may still require payload encryption for end-to-end security.
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