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Abstract

This document describes a DDoS Mitigation Request parameter used in
the Signal Channel request, as an expansion of the signal channel for
mitigating DDoS attack accurately with attack types. The proposed
parameter will help to achieve fine-grained disposition for the
attack traffic to be cleaned.
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1. Introduction

Distributed Denial of Service (DDoS) is a type of resource-consuming attack, which exploits a large number of attack resources and uses standard protocols to attack target objects. DDoS attacks consume a large amount of target object network resources or server resources (including computing power, storage capacity, etc.) of the target object, so that the target object cannot provide network services normally. At present, DDoS attack is one of the most powerful and indefensible attacks on the Internet, and due to the extensive use of mobile devices and IoT devices in recent years, it is easier for DDoS attackers to attack with real attack sources (broilers).

Why again raise the parameter of attack type to add to mitigation request for discussion; Although the scope of DOTS work now is the interaction between DOTS client and DOTS server, the mitigator and attack target roles must be considered in the implementation when use DOTS mechanism. It has been discussed before whether it is appropriate to carry the type of attack in the mitigation request parameters. Some views hold that the type of attack reported is not credible. The premise of this view is that both attack detection and attack disposal belong to the mitigator role. But there is another scenario in which attack detection and attack disposal are separated, and one possible scenario in which the attack detection is at the attack target and the attack disposal is at the mitigator, then attack informations such as the attack type is trusted. We can also consider a scenario, if an entity is not only the attack target, but also a mitigator, when ddos attack occurs, it requires other mitigators upper link to mitigate the attack flow, so it will use dots client send mitigation reqest to other top link mitigator together, in this case all the mitigators can share informations of the attack, and the informations are fully trusted, in this way, other mitigator does not need to waste of resources for detecting again.
Why do we need uniform attack types. At present, telecom operators, cloud service providers and third-party manufacturers have their own anti-ddos solutions.The construction of DDoS attack mitigation and disposal system involves two devices, namely detection equipment and cleaning equipment. In the actual network deployment, the core nodes of the network will deploy detection equipment and cleaning equipment at the same time to detect and dispose attacks. After an alarm is given, the cleaning equipment will be triggered to carry out traffic drainage and cleaning operations. At present, the detection equipment adopts the coarse-grained attack type determination method, which greatly reduces the false alarm rate of attack.Different disposal of cleaning equipment is different for different attack types. For example, UDP attack types can be discarded directly after matching, but HTTP CC Flood can be further determined only after interactive operation is required at the disposal. Interactive operation may be redirection or verification code sending. In the actual environment, there are many manufacturers of detection equipment and cleaning equipment, and each manufacturer has its own definition method of attack type, so it is easy to lead to the same attack, but the field of attack type detected by different equipment manufacturers is not the same, which may easily lead to disposal confusion.

Volume based distributed denial-of-service attack have many types based on different protocol layer, for the service providers to immediately protect their network services from DDoS attacks, DDoS mitigation needs to be automated. DDoS Open Threat Signaling (DOTS) is a protocol to standardize real-time signaling, threat-handling requests[1-D.ietf-dots-signal-channel], when attack target is under attack, dots client send mitigation request to dots server for help, If the mitigation request contains enough messages of the attack, then the mitigator can respond very effectively. This document describe attack type in the mitigation request.

2. Terminology

The key words "MUST", "MUST NOT", "REQUIRED", "SHALL", "SHALL NOT", "SHOULD", "SHOULD NOT", "RECOMMENDED", "NOT RECOMMENDED", "MAY", and "OPTIONAL" in this document are to be interpreted as described in [RFC2119]

The readers should be familiar with the terms defined in [I-D.ietf-dots-requirements] [I-D.ietf-dots-use-cases]

The terminology related to YANG data modules is defined in [RFC7950]

In addition, this document uses the terms defined below:
Attack Type: used to distinguish between different methods of ddos attack.

Attack type definition: General definition method, Covers most current attack types.

3. Request Mitigation expansion

The purpose of this expansion is to propose the attack traffic more accurately. When we deal with DDoS attacks, we find it more reasonable and effective to deal with them according to the types of attacks. It is easier to handle if the type of attack is already included in the mitigation request. As the mitigator doesn’t have to detect the attack type again, the mitigator can directly do the drainage of attack flow. Therefore, with attack type the disposal process is more efficient.

From the point of view of cleaning, different types of attacks are handled differently, for example, Memcached reflection flood use UDP 11211 port for DDoS flood, but tcp syn flood use defects of TCP three-way handshake to consuming connection resources. This two attacks are cleaned in different ways. Therefore, it is necessary to add attack type parameters in the mitigation request.

When a DOTS client requires mitigation for some reason, the DOTS client uses the CoAP PUT method to send a mitigation request to its DOTS server(s). If a DOTS client is entitled to solicit the DOTS service, the DOTS server enables mitigation on behalf of the DOTS client by communicating the DOTS client’s request to a mitigator (which may be colocated with the DOTS server) and relaying the feedback of the thus-selected mitigator to the requesting DOTS client.

DOTS clients use the PUT method to request mitigation from a DOTS server. During active mitigation, DOTS clients may use PUT requests to carry mitigation efficacy updates to the DOTS server.

The two new parameters in the CBOR body (Figure 1) are described below:
target-attack-type: A list of attack types involved in an attack.

There is no uniform definition of attack types, It is often the case that the same type of attack has different names, An attack type is defined in section 4.
The parameter of Target-attack-type contains two values: one is Attack-Name, the other is Attack-Alias. Attack-Alias will solve the abbreviation problem. An attack could be a hybrid attack, then the target-attack-type represents major types of attacks. This is an optional attribute.

The definition of the rest parameters are the same as the [I-D.ietf-dots-signal-channel]

4. Standard of Attack Type Definition

For the target-attack-type field, we define it as a string type, and define the two fields according to the attack method and extension name. There may be problems in the actual network environment, that attack target and mitigator (such as cleaning equipment) belong to different models of different vendors, because different vendors have different definitions of Attack in understanding and implementation. When an attack occurs, some devices may not be considered as an attack. It is also possible that the detection device considers it as A type attack, while the cleaning device consider it as B type attack. When performing the cleaning schedule, it will cause the problem of incorrect cleaning or over-cleaning. Both of these errors will cause the normal business to fail to link. Therefore, it is necessary to unify the attack definition, form a standard attack definition, and solve the problem of cleaning errors from the source. We give out a complete format for DDoS attacks as below:

[protocol level] [protocol name] [message name/operation name/port] [attack methods feature description field 1] [attack methods feature description field 2] [attack methods describe the standard field]

interval between each field operators use special symbol or any other symbol agreed. For example: HTTP Get Flood (CC) definition, we defined the target-Attack-Type field as:

```json
{
    "Attack-Name":" Application _Layer, HTTP, Get,,, Flood"
    "Attack-Alias":"HTTP CC Flood"
}
```

Figure 2: Attack type definition example

Based on the extension, the DOTS Server can accurately inform Mitigator of the objects and attack types that need to be disposed when the mitigation instructions are delivered to the Mitigation, so that the Mitigator can be accurately disposed.
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