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Abstract

This document describes a mechanism for standby status signaling of redundant PWs between its termination points. A set of redundant PWs is configured between PE nodes in SS-PW applications, or between T-PE nodes in MS-PW applications. In order for the PE/T-PE nodes to indicate the preferred PW path to forward to one another, a new status bit is needed to indicate the preferential forwarding status of active or standby for each PW in the redundancy set. This draft specifies a new PW status bit for this purpose.

Conventions used in this document

The key words "MUST", "MUST NOT", "REQUIRED", "SHALL", "SHALL NOT", "SHOULD", "SHOULD NOT", "RECOMMENDED", "MAY", and "OPTIONAL" in this document are to be interpreted as described in RFC-2119 [1].
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1. Introduction

In single-segment PW (SS-PW) services such as VPWS and VPLS, protection for the PW is provided by the PSN layer. This may be an RSVP LSP with a FRR backup and/or an end-to-end backup LSP. There are however applications where the backup PW terminates on a different target PE node. In a VPWS service, this is used to provide access AC redundancy to a CE device which is dual-homed to target PE nodes. In a HVPLS service, this is used to provide access PW redundancy to the MTU device which is dual-homed to two PE-r devices. More details are provided in [4]. PSN protection mechanisms cannot protect against failure of the target PE node or the failure of the remote AC.

In multi-segment PW (MS-PW) applications, a primary and multiple secondary PWs in standby mode are configured in the network. The paths of these PWs are diverse and are switched at different S-PE nodes. In these applications, PW redundancy is important for the service resilience.

This document specifies a new PW status bit to indicate the preferential forwarding status of the PW for the purpose of notifying the remote PE of the active/standby state of each PW in the redundancy set. This status bit is different from the operational status bits already defined in the PWE3 control protocol [2].

2. Motivation

Currently the operational status defined in the PWE3 control protocol [2] introduces two states to AC and PW, Operationally UP or DOWN. The scenarios defined in [4] require more states to make forwarding decision of the traffic. This draft defines a new status bit called preferential forwarding status bit and introduces two additional states to PW, Active and Standby, to indicate the preferred PW path to forward traffic to one another.

- **Active State**

A PW is considered to be in Active state when the PW labels are exchanged between its two terminating points in control plane and the corresponding data path is established. In this state data traffic can flow over the PW in both directions. A PW by default is always in Active state after it is set UP by signaling.

- **Standby State**

A PW is considered to be in Standby state when the PW labels are exchanged between its two terminating points in the control plane but
the data traffic is blocked at either or both the ends. In this state the blocked end(s) of the PW SHOULD NOT forward data traffic over the PW but MUST allow PW OAM packets (e.g., VCCV) to be sent and received. How a PW should be blocked only for data traffic is implementation specific and is out of scope of this document. In the context of this document "blocking" a PW means blocking data traffic only and "unblocking" as vice versa unless specified otherwise.

The preferential forwarding status of active or standby for each PW in the redundancy set determines the selection of the PW a PE/T-PE forwards traffic to. There are two modes of operation for the PW redundancy:

1. Synchronization of PW paths not mandatory (Independent Mode):

PW endpoint nodes advertise independently their Active/Standby states and each compares local and remote status and select the PW which is operationally UP and shows both local Active and remote Active in preference to the other combination of states. If such PW is not found, then a PE/T-PE MAY forward over a PW which is Active locally and Standby remotely. No error condition is generated and thus asymmetric PW path forwarding is allowed.

2. Synchronization of PW paths mandatory (Master/Slave Mode):

A Master/Slave operation is required between the endpoint nodes of the PWs. There is a single PE/T-PE Master node and one or many PE/T-PE Slave nodes. The assignment of Master/Slave roles to the nodes is performed by local configuration.

The Master node ignores the Active/Standby status bits received from the Slave nodes. The Slave nodes are required to act on the status bits received from the Master node. When the received status bit transitions from Active to Standby, a Slave node SHOULD block forwarding over the PW. If it fails to block it, it does nothing. When the received status bit transitions from Standby to Active, the Slave node MUST unblock forwarding over the PW. It fails to block it, it generates a status bit of "PW not forwarding" back to the Master.

The Master node then unblocks another PW and if successful will reset the status bit to Standby towards the Slave node that advertised "PW not forwarding".

3. Signaling procedures of PW State Transition

This section describes the extensions proposed and the processing rules for the extensions. It defines a new "PW preferential
forwarding" bit in Status Code that is to be used with PW Status TLV proposed in [2]. The PW preferential forwarding bit when set is used to signal Standby state of PW by one terminating point to the other end. An implementation that uses this mechanism MUST negotiate the usage of PW status TLV between its T-LDP peers as per [2]. If PW Status TLV is found to be not supported by either of its endpoint after status negotiation procedures then the mechanism proposed in this document SHOULD NOT be used.

3.1. PW Standby notification procedures in Master/Slave mode

The central concept of this mechanism is that whenever the Master PW termination point "actively" blocks or unblocks the PW at its end, it explicitly notifies the event to the remote Slave termination point. The slave point carries out the corresponding action on receiving the PW state change notification. Presence of the PW Standby bit in PW Status TLV indicates that the PW at the disposing end is blocked and kept in Standby state, and the PW SHOULD also be blocked at receiving end. Clearance of the PW Standby bit in PW Status TLV indicates that the PW at the disposing end is unblocked and is in Active state, and the receiving end SHOULD make the PW Active if it is blocked earlier. If the receiving end (slave node) is successful in carrying out the required action it SHOULD NOT notify disposing end as its role in this event is passive. If the receiving end fails to block the PW at its end it SHOULD NOT notify about its failure as anyway the PW is blocked at disposing end. If the receiving end fails to unblock the PW it SHOULD notify it as fatal error to the disposing end. The status bit proposed for this notification is the "PW not forwarding". This mode of signaling is necessary to keep the termination points of a PW synchronized in states with respect to each other.

The mechanism is RECOMMENDED to be used with PWs signaled in groups with common group-id in PWid FEC Element or Grouping TLV in Generalized PWid FEC Element defined in [2]. When PWs are provisioned with such grouping a termination point sends a single "wildcard" Notification message using a PW FEC TLV with only the group ID set, to denote this change in status for all affected PW connections. This status message contains either the PW FEC TLV with only the Group ID set, or else it contains the PW Generalized FEC TLV with only the PW Grouping ID TLV. As mentioned in [2], the Group ID field of the PWid FEC Element, or the PW Grouping TLV used with the Generalized ID FEC Element, can be used to send status notification for all arbitrary set of PWs. For example, Group-ID in PWid may be used to send wildcard status notification message for a group of PWs when PWid FEC element is used for PW state signaling. When Generalized PWid FEC Element defined is used in PW state signaling,
PW Grouping TLV may be used for wildcard status notification for a group of PWs.

In MS-PW application, the S-PE nodes relay the PW status notification containing both the operational and preferential forwarding status to the T-PE nodes.

3.1.1. PW State Machine

It is convenient to describe the PW state change behavior in terms of a state machine. The PW state machine is explained in detail in the two defined states and the behavior is presented as a state transition table. The same state machine is seamlessly applicable to PW Groups.

<table>
<thead>
<tr>
<th>STATE</th>
<th>EVENT</th>
<th>NEW STATE</th>
</tr>
</thead>
<tbody>
<tr>
<td>ACTIVE</td>
<td>PW blocked actively</td>
<td>STANDBY</td>
</tr>
<tr>
<td></td>
<td>Action: Transmit PW Standby bit set</td>
<td></td>
</tr>
<tr>
<td></td>
<td>Receive PW Standby bit set</td>
<td>STANDBY</td>
</tr>
<tr>
<td></td>
<td>Action: PW blocked</td>
<td></td>
</tr>
<tr>
<td></td>
<td>Receive PW Standby bit set</td>
<td>ACTIVE</td>
</tr>
<tr>
<td></td>
<td>but PW blocking failed</td>
<td></td>
</tr>
<tr>
<td></td>
<td>Action: None</td>
<td></td>
</tr>
<tr>
<td></td>
<td>Receive PW Standby bit set</td>
<td>ACTIVE</td>
</tr>
</tbody>
</table>
but PW Standby bit not supported
Action: None

Receive PW Standby bit clear
Action: None.

Receive PW Not Forwarding bit set
Action: Applicable as per [2]

STANDBY
PW unblocked actively
Action: Transmit PW Standby bit clear

Receive PW Standby bit clear
Action: PW unblocked

Receive PW Standby bit clear
Action: Transmit PW Not Forwarding bit.

Receive PW Not Forwarding bit set
Action: Applicable procedure as per [2]
3.2. PW Standby notification procedures in Independent mode

In this mode of operation, each endpoint of the PW selects independently which PW to activate based on the specific application. The endpoints advertise the resulting Active/Standby status over all PWs in the redundancy set.

Each endpoint compares local and remote status and MUST select the PW which shows local Active and remote Active in preference to any other combination of local and remote forwarding states. If multiple PWs show Active/Active, then the PW to forward traffic to is a local endpoint decision. Thus, asymmetric forwarding over the PW paths is allowed in this mode.

If there is no Active/Active PW, then an endpoint MAY forward over a PW which shows other combination of forwarding states. However, the receiving end may discard the received packets. No error messages are sent in this case.

In MS-PW application, the S-PE nodes relay the PW status notification containing both the operational and preferential forwarding status to the T-PE nodes.

4. Applicability

The mechanism defined in this document is OPTIONAL and is applicable to PWE3 applications where standby state signaling of PW or PW group is required. Application of the mechanism for P2MP and MP2MP PW is again outside the scope and is a subject of future study.

5. Security Considerations

This document uses the LDP extensions that are needed for protecting pseudo-wires. It will have the same security properties as in LDP [3] and the PW control protocol [2].
6. IANA Considerations

We have defined the following codes for the pseudo-wire redundancy application.

6.1. Status Code for PW Preferential Forwarding Status

The PE/T-PE nodes need to indicate to each other the preferential forwarding status of active/inactive of the pseudo-wire.

0x00000020 When the bit is set, it represents "PW forwarding standby".

When the bit is cleared, it represents "PW forwarding active".
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