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Abstract

This document defines a DHCP option that contains one or more pointers to one or more SIP servers. This enables a SIP client to obtain the addresses of the SIP servers during bootup.

1 Terminology

DHCP client: A DHCP [1] client is an Internet host that uses DHCP to obtain configuration parameters such as a network address.

DHCP server: A DHCP server is an Internet host that returns configuration parameters to DHCP clients.

SIP server: As defined in RFC 2543 [2]. In the context of this document, a SIP server refers to the host the application is running on.
SIP client: As defined in RFC 2543. In the context of this document, a SIP client refers to the host the application is running on.

In this document, the key words "MUST", "MUST NOT", "REQUIRED", "SHALL", "SHALL NOT", "SHOULD", "SHOULD NOT", "RECOMMENDED", "MAY", and "OPTIONAL" are to be interpreted as described in RFC 2119 [3].

2 Introduction

The Session Initiation Protocol (SIP) [2] is an application-layer control protocol that can establish, modify and terminate multimedia sessions or calls. In particular, it is used for signalling of Internet telephony calls. A SIP system has two components: user agents and servers. The user agent is the SIP end system that acts on behalf of someone who wants to participate in a SIP call.

This draft specifies a DHCP option [1,4] that allows SIP user agents (clients) to locate a local SIP server that is to be used for all outbound SIP requests. (SIP clients MAY contact the address identified in the SIP URL directly, without involving a local SIP server. However in some circumstances, in particular with firewalls, SIP clients need to use a local server for outbound requests.)

3 Overview

We identify three methods of notifying the client of the servers' location:

1. DNS SRV records [5,6]: The IP address can be resolved by the client, using DNS and the SRV name passed through a DHCP option.

2. DNS A records [5]: The IP address can be resolved by the client using DNS and the host name passed through a DHCP option.

3. List of IP addresses: Used in case there is no DNS server or in the case that the client host is not DNS capable.

Any or all of these methods may be used to notify the client of the servers' location.

One approach to using these methods through DHCP is to have a separate DHCP option for each method. This approach makes it easier for the client to ignore options that it is not concerned with. This is an issue in the case of smaller embedded systems that do not implement DNS or with systems that do not recognize the DNS SRV
record. In these cases the client is interested only in the IP address of the SIP server or the DNS 'A' record, as the case may be.

This approach however consumes at least three option numbers from the option number space.

In order to conserve the option number space, we propose to include all three methods within a single option space. This is done by separating them into individual sub-options. The drawback of this method is that it is more complicated than the individual option approach mentioned above. However in addition to conserving precious option number space, it logically groups all three methods of SIP server location in a single field. This approach is defined in the following sections.

4 SIP server option

This option specifies one or more fields containing location information for the SIP servers. The fields that can be carried in this option are described in the sections that follow.

The code for this option is TBD, and its maximum length is 255 octets.

<table>
<thead>
<tr>
<th>Code</th>
<th>Len</th>
<th>Sub-Options</th>
</tr>
</thead>
<tbody>
<tr>
<td>TBD</td>
<td>n</td>
<td>s1 s2 s3 s4</td>
</tr>
<tr>
<td></td>
<td></td>
<td>...</td>
</tr>
</tbody>
</table>

The 'Len' field specifies the total number of octets contained in all sub-options.

Each sub-option will contain a sub-code followed by a length that specifies the number of octets containing configuration information within the sub-option.

<table>
<thead>
<tr>
<th>Sub</th>
<th>Sub</th>
</tr>
</thead>
<tbody>
<tr>
<td>Code Len</td>
<td>configuration information</td>
</tr>
<tr>
<td>x</td>
<td>n</td>
</tr>
</tbody>
</table>
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4.1 DNS SRV resource record sub-option

This sub-option specifies the SRV [6] name that the client can use to resolve the IP address of the host through DNS [5]. The sub-code for this sub-option is 1. The length of the SRV name string is specified in 'Sub Len'. The maximum length of this string is 253 octets and minimum length is 1 octet.

```
Sub Code Sub Len SRV string pointing to SIP server
+-----+-----+-----+-----+-----+-----+-----+--
|  1  |  n  | s1  | s2  | s3  | s4  | s5  | ...
+-----+-----+-----+-----+-----+-----+-----+--
```

Clients SHOULD use this method to locate the SIP server. The reason to list the SRV string and use DNS to resolve the address is that load sharing can be implemented more readily by an SRV-cognizant client.

4.2 DNS ‘A’ resource record sub-option

This sub-option specifies the host name of the SIP server that the client can resolve using the DNS ‘A’ records. The sub-code for this sub-option is 2. The length of the host name is specified in ‘Sub Len’. The maximum length of this string is 253 octets and minimum length is 1 octet.

```
Sub Code Sub Len Host name of SIP server
+-----+-----+-----+-----+-----+-----+-----+--
|  2  |  n  | h1  | h2  | h3  | h4  | h5  | ...
+-----+-----+-----+-----+-----+-----+-----+--
```

4.3 IP address sub-option

This sub-option specifies the list of IP addresses indicating SIP servers available to the client. If this sub-option is used, the client SHOULD choose an address from this list at random. The random
choice of IP addresses prevents a single server from being overloaded. This sub-option SHOULD only be used if the client does not implement DNS (as in the case of some embedded systems). The sub-code for this sub-option is 3. The length is specified in 'Sub Len'. The minimum length of this field is 4 and the length MUST be a multiple of 4. The maximum length of this field is 250 octets.

<table>
<thead>
<tr>
<th>Sub</th>
<th>Sub</th>
<th>Address 1</th>
<th>Address 2</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
<td>n</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td>a1</td>
<td>a2</td>
</tr>
<tr>
<td></td>
<td></td>
<td>a3</td>
<td>a4</td>
</tr>
<tr>
<td></td>
<td></td>
<td>a1</td>
<td>a2</td>
</tr>
</tbody>
</table>

**4.4 Backup IP address sub-option**

This sub-option specifies the IP address of the backup SIP server. This sub-option SHOULD be present in the reply made by the DHCP server and SHOULD be used by the clients only in the case of failure of the DNS server or in the case of failure of the SIP servers indicated in the sub-options 1, 2, or 3. This is a ‘last resort’ option and is provided in addition to the sub-option 3 (which lists IP addresses) for the following reasons: A client host that is not DNS capable will use sub-option 3 which specifies that the choice of IP address from the list of IP addresses should be random. This random choice scheme does not provide an easy way to specify a backup server which is to be used ONLY as a last resort and not otherwise. Hence it is required to explicitly specify the IP address of a backup server in a separate sub-option. The sub-code for this option is 4. The length is specified in 'Sub Len' and MUST be 4.

<table>
<thead>
<tr>
<th>Sub</th>
<th>Sub</th>
<th>Backup server Address</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
<td>a1</td>
</tr>
<tr>
<td></td>
<td></td>
<td>a3</td>
</tr>
</tbody>
</table>

**5 Multiple sub-options**
More than one sub-option MAY be returned by the DHCP server. More than one of any sub-option types MAY be present. This permits the client to select the sub-option that suits its capabilities (DNS-SRV, DNS-A, or no DNS capability).

6 Security Consideration

There are no security considerations beyond those described in RFC 2132.
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