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Abstract

This document illustrates the operational considerations of Internet Telephony Service Providers (ITSP) with regard to SIP peering.
1. Introduction and Background

This document illustrates operational considerations of an Internet Telephony Service Provider (ITSP) with regard to SIP [1] peering. These considerations focus on the technical requirements needed to establish and operate SIP peering. While such functions as settlement of payment and the transmission of call detail records do have technical components, such subjects are out of scope of this document.

The goal of this document is to define the operational considerations of an ITSP for the creation and formalization of requirements from which specifications may be written.

1.1. Terminology

This document attempts to use the terminology defined by draft-ietf-speermint-terminology [2]. In addition, this document defines the additional term:

- **Routed Peering** - refers to the use of directories or SIP redirect proxies to act as a routing function which facilitates direct peering, indirect peering, or assisted peering.

As explained in Section 1.3, not all peer networks offering Indirect Peering, or transit, are capable of terminating all calls. Therefore, the following term is defined:

- **Limited Indirect Peering** - refers to the inability to offer indirect peering, or transit, for all calls.

1.2. Peering Relationships

Relationships with other SIP networks occur into two fashions: bi-lateral relationships and multi-lateral relationships.

With bi-lateral relationships, an ITSP has a specific relationship with another, single SIP network. This relationship is managed directly and explicitly by the ITSP and the partner SIP network, and constitutes Direct Peering. An ITSP typically has many bi-lateral agreements.

Multi-lateral peering allows an ITSP to peer with many other SIP networks while managing a single relationship with a coordinating entity. Unlike bi-lateral peering, multi-lateral peering takes many forms. A multi-lateral peering relationship may occur using a combination of Direct Peering, Indirect Peering, Assisted Peering, and Routed Peering combined with either Layer 3 Peering or Layer 5...
The marketplace for entities offering multi-lateral relationships is changing rapidly. A few years ago, most of these entities did not offer such arrangements over SIP. Today, most of these entities offer multi-lateral relationships only for Indirect Peering, or transit. However, the marketplace is changing rapidly, and there are now many entities coordinating multi-lateral relationships for the purpose of facilitating Direct Peering.

1.3. Call Termination

When a call originates from an ITSPs network, the ITSP must decide where to terminate the call. There are three choices:

For subscriber to subscriber calls, the ITSP may terminate the call on its own network. This is typically referred to as on-network (or on-net) termination.

For subscriber to non-subscriber calls, the ITSP may terminate the call with one of the SIP networks with which it has a peering relationship. This is typically referred to as off-network (or off-net) termination.

For subscriber to non-subscriber calls, the ITSP also has the option to terminate the call via a gateway to another network, typically the Public Switched Telephone Network or PSTN. This is also referred to as off-network termination.

For off-network termination, it is quite common to be able to terminate a given call with multiple peers. In these cases, an ITSP picks the peer network for which to terminate the call according to specific business logic, usually based on pricing.

Traditionally, transit providers and entities offering Indirect Peering are able to terminate any call given to them, especially within the E.164 [5] namespace. However, due to the changing marketplace, this is no longer a given. When an ITSP must perform off-network termination, it must also understand which of its peer networks have the ability to terminate the call, not just which peer network might cost the least to terminate the call. This impacts the logic used by an ITSP to have default peering routes.
2. Namespace Management

SIP operates naturally with two namespaces, IP addresses and domain names. Traditionally, telephony uses the E.164 [5] namespace. Most ITSPs, though not all, must deal with all three namespaces. Because IP addresses and domain names are natural to SIP, they require no more management with regard to the operation of SIP than other modern day Internet applications. This is not true for E.164.

Use of the E.164 namespace is most commonly accomplished with ENUM. However, there are other mechanisms, such as DUNDI or SIP redirects.

2.1. Provisioning

When using E.164 numbers and Indirect Peering, there is usually a need for the Indirect Peering, or transit, providers to receive from an ITSP the list of E.164 numbers that may be terminated by that ITSP. This process is often called provisioning.

Each Indirect Peering provider uses a different method for provisioning, requiring an ITSP to incorporate a separate method within its operational practices for each provider with which it has an Indirect Peering relationship.

It should be noted that RFC 4114 [3] does provide a standard for provisioning.

2.2. Number Lookup

For Direct Peering and Limited Indirect Peering, an ITSP must first determine if the peer network has the capability to terminate the call. When using E.164 numbers, this requires a number lookup into a database. There are multiple methods for doing this lookup, such as ENUM [4] or DUNDI. Some peering relationships allow an ITSP to send SIP invites and receive redirects or rejects to accomplish this goal.

With many Direct Peering and Limited Indirect Peering relationships, this can become a time consuming task for an ITSP. As an example, if an ITSP has three Direct Peering relationships, it must send an ENUM query to each peer network. Done serially, this could add significant delay when setting up a call. An obvious solution is to send all queries in parallel, but this is still less than ideal. Additionally, because ENUM is a DNS solution and many underlying DNS libraries have 30 second timeouts, some simple failure scenarios such as packet loss can cause unacceptable delay.
3. Troubleshooting

As with any network operation, there needs to be coordination between peering networks to resolve operational issues. When networks are peered as a result of a contract, the operators of the networks exchange points of contact to resolve operational issues. With Indirect Peering, or transit, where a peer network operates a Back-to-Back User Agent or gateways to another type of telephony network, there must always be a point of contact with the indirect peer. However, operational problems with Routed Peering may be resolved more quickly by utilizing a point of contact with the terminating peer network in addition to or instead of utilizing a point of contact with the entity providing the routing function.

Standards or best practices around the establishment of points of contact would allow faster resolution of operational problems.

Additionally, best practices regarding caller identity and originating provider identity would greatly aid troubleshooting.
4. Security

At present, peering relationships are a matter of contract and require negotiation. They do not occur out of the simple desire to terminate a call with any network. As such, each relationship spells out the security needed to conduct the peering.

In many cases, the SIP networks are peered at the link layer or using packet tunneling techniques. This is often done to ensure quality as well as security. These interconnections protect the telephony media as well as the signaling.

Because the Internet has many mischievous communities, a SIP network offering more opportunistic peering to the broader Internet population would need to offer security equivalent or better to that which can be found with private arrangements. Simply protecting the signaling is not enough; telephony media must also be protected. Additionally, reputation mechanisms, semantics, and best practices would be required as Internet identities can be acquired cheaply.
5. Codecs

With SIP communications in its infancy, today’s ITSP is primarily concerned with audio codecs. As such, the discussion in this section is limited to audio codecs.

The minimum set of codecs to support for peering varies widely between peering networks, resulting in a lowest common denominator of the G.711 codecs for wired, broadband voice services. This situation is not desirable to most providers, and an established best practice regarding a minimum set of supported codecs would be desirable.

It would be ideal if this codec set had the following characteristics:

- Transcoding is not required to peer with the Public Switched Telephone Network.
- Transcoding is not required between peer networks supporting the codec list.
- Low or no royalty payments are required of vendors or service providers.
- Voice quality better than that found on the Public Switched Telephone Network can be accommodated.
- Latency and packet loss can be accommodated.
6. Compliance

In relative terms, SIP network peering is in infancy and is rapidly growing. Unfortunately, the number of SIP specifications is also growing, making it difficult for both service providers and vendors to know which specifications are truly deserving of their limited resources and attention. Often times vendors and service providers must guess at which SIP specifications require implementation.

Any specification or best practice regarding SIP network peering that does not have a true, current operational need or viable, widespread potential use compounds this confusion and causes harm.
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