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Abstract

The Message Session Relay Protocol (MSRP) defines a mechanism for sending session-based instant messages. The session is negotiated using the Session Initiation Protocol (SIP). This document describes how MSRP can be used to create multi-party message sessions using the tightly coupled conferencing model. It defines conventions and extensions for enabling features similar to many existing services in
the Internet, e.g., Internet Relay Chat (IRC) based chat rooms, such as setting up nicknames, sending private messages to a subset of the multi-party conference, etc.
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1. Introduction

The Message Session Relay Protocol (MSRP) [I-D.ietf-simple-message-sessions] defines a mechanism for sending a series of instant messages within a session. The Session Initiation Protocol (SIP) [RFC3261] allows for two peers to set up such a session.

In another application of SIP, a user agent can join in a multi-party session or conference that is hosted by a specialized user agent called a conference focus [I-D.ietf-sipping-conferencing-framework]. Such a conference can naturally involve an MSRP session as media. The conference focus is responsible for relaying session-based instant messages received from one participant to all the other participants.

A session-based instant messaging conference is sometimes also referred to as a chat room, and the conference focus is sometimes referred to as the chat room server. Several of these types of systems already exist in the Internet. Participants in a chat room can use a rich set of features, such as the ability of sending private instant messages to one or more participants, or to establish sub-conferences within the existing conference.

The aim of this document is to define conventions, requirements and extensions for enabling features similar to many of these existing applications in the Internet, e.g., Internet Relay Chat (IRC) based chat rooms. This memo uses the SIP Conferencing Framework [I-D.ietf-sipping-conferencing-framework] as a design base to define a set of requirements for protocols such as SIP [RFC3261], SDP [RFC2327], and MSRP [I-D.ietf-simple-message-sessions] that enrich session based messaging conferences.

2. Terminology

The key words "MUST", "MUST NOT", "REQUIRED", "SHALL", "SHALL NOT", "SHOULD", "SHOULD NOT", "RECOMMENDED", "MAY", and "OPTIONAL" in this document are to be interpreted as described in RFC 2119 [RFC2119] and indicate requirement levels for compliant implementations.

This memo deals with a particular case of tightly coupled SIP conferences where the media exchanged consist of session-based instant messaging. Unless otherwise noted, we use the terminology defined in the SIP Conferencing Framework [I-D.ietf-sipping-conferencing-framework] applied to the scope of this document. In addition to that terminology, we introduce some new terms:
Nickname: a descriptive name associated to a participant. A nickname is non-routable pseudonym that the participant chooses for the purpose of additional identification towards the rest of the participants.

Session-based instant messaging conference: a particular case of a tightly coupled conference (as defined by the SIP Conferencing Framework [I-D.ietf-sipping-conferencing-framework]) where the media exchanged between the participants consist of session-based instant messages transported with MSRP [I-D.ietf-simple-message-sessions]. Typically a session-based message conference is referred to as a chat room.

Chat room: a session-based instant messaging conference.

MSRP switch: an MSRP endpoint that receives MSRP messages and redistributes them to each conference participant. An MSRP switch has a similar role as a mixer (as defined by the SIP Conferencing Framework [I-D.ietf-sipping-conferencing-framework]), however an MSRP switch does not combine different input media streams; it merely distributes incoming MSRP messages to the conference participants.

Private instant message: a session-based instant message whose intended list of destinations is explicitly signaled and is a subset of the conference participants, rather than all the participants of the conference.

3. Motivation

SIP already provides a Conferencing Framework [I-D.ietf-sipping-conferencing-framework] that can be utilized in many types of conferencing applications, including session-based instant messaging conference. It seems beneficial to provide a set of features that enhance the conference in order to compete in functionality with existing session-based instant messaging conference systems.

4. Requirements

A number of requirements that enrich the session-based messaging conferences have already been described in Requirements for Instant Messaging in 3GPP Wireless Systems [I-D.niemi-simple-im-wireless-reqs] or the Advanced Instant Messaging Requirements for the Session Initiation Protocol [I-D.rosenberg-simple-messaging-requirements].
In addition, we define the following requirements:

REQ-1: A conference focus may be acting as the focus of a specialized conference where the media stream is composed of session-based instant messaging.

REQ-2: It must be possible that participants join or leave a particular session-based instant messaging conference.

REQ-3: The conference can host other medias than session based messaging.

REQ-4: It must be possible to inform the sender of a session based messaging about the acceptance of the message for distribution.

REQ-5: It must be possible to get the time-stamp at which the MSRP switch dispatched a message.

REQ-6: The message sequence witnessed by different endpoints must be identical across all the participants.

REQ-7: A conference participant must be able to determine the identity of the sender of the message.

REQ-8: A conference participant must be able to determine the target of the received message. For instance, the message might be addressed to the whole conference, a sidebar conference or just the recipient of the message (private message).

REQ-9: It must be possible to set up a sidebar session with one or more participants of the conference.

REQ-10: It must be possible to send a message to one or more participants of the conference (private instant message).

REQ-11: A conference participant may have a nickname or pseudonym associated to him.

REQ-12: It must be possible for a participant to change his nickname during the progress of the conference.

REQ-13: It must be possible that a participant only reveals his nickname to the rest of the conference participants, but it does not reveal his SIP URI.

REQ-14: On sending private messages, it might be possible that the sender sends private messages to participants who have only revealed their nickname, but not their routable SIP URI.

REQ-15: It must be possible that the MSRP switch is a contributor that sends messages to the participants (e.g., message of the day, welcome message, server is shutting down, etc.)

REQ-16: A session based instant messaging conference or sidebar conference can be characterized with a topic whose purpose is to identify the subject of conversation.

REQ-17: A user with the appropriate privileges must be able to set and modify the topic of the conference or sidebar conference.

5. Multiparty Session Based Instant Messaging Conferencing
5.1 Creating/deleting a chat room

Since we consider a chat room a particular type of conferences where the media happens to be session based instant messaging (MSRP), the methods defined by the SIP Conference Framework [I-D.ietf-sipping-conferencing-framework] to create and delete conferences are applicable to the chat room.

Once a session based message conference is created, the conference is identified by a URI, like any other conference. Participants are aware that the peer is a focus due to the presence of the "isfocus" feature tag in the Contact header field of the 2xx-class response to the INVITE request. Participants are also aware that the mixer is an MSRP switch due to the presence of the ‘message’ media type and the MSRP [I-D.ietf-simple-message-sessions] in the SDP [RFC2327].

In a one-to-one MSRP session, an instant message is identified by the transport connection on which they arrive and the resource identifier. The endpoint can map the MSRP transport connection and resource identifier where the message was received to the SIP URI of the sender, through the SIP session that established the MSRP session. In a chat room the problem becomes a bit more complicated. An endpoint has a single transport connection and resource identifier to the MSRP switch. The MSRP switch is sending to the endpoint any instant message received from all of the other conference participants. Therefore, an endpoint can only map the MSRP transport connection and resource identifier to the chat room URI, but the endpoint cannot identify the sender of the instant message. It becomes necessary that each session-based instant message carries in it an identifier of the sender of the message.

This is accomplished by wrapping each instant message in a ‘message/cpim’ MIME type envelope, defined in RFC 3862 [RFC3862]. The conference focus MUST use the ‘message/cpim’ as the top-level wrapper type in an SDP offer or answer, as defined in MSRP [I-D.ietf-simple-message-sessions].

5.2 Sending instant messages within a chat room

MSRP provides for the existence of a SEND primitive that allows a sender to transport an instant message to the receiver. The actual data is enclosed in a body. MSRP mandates implementations to support the message/cpim format. A conference-aware participant that sends an MSRP SEND request to an MSRP switch SHOULD enclose the contents of the actual message in a message/cpim MIME-type format. The message/cpim format allows to wrap the actual instant message payload in other message formats such as text/plain, text/html, etc.
NOTE: Wrapping the actual contents into a message/cpim provides
the session based messaging focus with better CPIM compatibility. Additionally, the focus may need to distribute copies of the
messages to the rest of the participants in a message/cpim format, thus, if the sender sends the message already in message/cpim
format the focus is relieved from the task of doing format
conversion.

A conference-aware participant that sends a session based instant
message to an MSRP switch SHOULD populate the From header of the
message/cpim wrapper with her nickname (see the nicknames discussion
in Section Section 6).

A conference-aware participant that sends a session based instant
message addressed to the chat room or a sidebar chat room MUST set
the To header of the message/cpim to the chat room URI or sidebar
chat room, respectively.

A conference-aware participant that sends a session based private
instant message to one or more participants of the conference MUST
include the nickname of the each of the intended receivers in either
the To or Cc headers of the message/cpim. SIP URIs might not be
always available to the sender, e.g., if the participant decided not
to expose her SIP URI for anonymity reasons, or there might not be
means to bind the participant's SIP URI to his MSRP URI.

OPEN ISSUE: the paragraph above assumes that the participant
receives somehow the nicknames of each of the participants. Is
this assumption valid? Will the conference package have elements
to include nicknames? Or shall we define that extension?

5.3 Procedures at the MSRP switch

An MSRP switch can receive messages sent from either conference-aware
participants or conference-unaware participants. The former will
follow the procedures indicated in this document and will send
message/cpim wrapped messages. It is not guaranteed that the latter
will send a message/cpim message.

On receiving an MSRP message, the MSRP switch MUST first inspect
whether a message/cpim wrapper is inserted. If it is, the MSRP
switch then checks the From header of the message/cpim wrapper. If
the From header contains an IM URI scheme, then it is the nickname of
the sender. Then the MSRP switch checks the To and Cc headers of the
message/cpim wrapper. If the To or Cc headers contain a SIP URI,
then the message is addressed to the whole chat room or a sidebar
chat room. The MSRP switch MUST determine the MSRP URIs of the
participants of that chat room or sidebar SIP URI, and then the MSRP
switch MUST generate a copy of the message/cpim message to each of those participants, including the sender of the message. This message SHOULD contain a copy of the contents of the received message/cpim message, particularly the MSRP switch MUST preserve the contents of the From and To headers. The MSRP switch SHOULD include a DateTime header in the message/cpim with an updated value of the date and time when the MSRP switch dispatched the message. Once done, the MSRP switch SHOULD create a new MSRP SEND message request for each of the addressed participants and include the message/cpim message.

If the From header of the message/cpim message does not include SIP URI, but an IM URI, then the MSRP switch determines that the message is a private message intended for a few recipients only. The MSRP switch MUST examine the To and Cc headers of the message/cpim to find out the nicknames of all the intended recipients, and then the MSRP switch MUST determine from its table the MSRP URI of each of the IM URIs included in the To and Cc headers. For each of the intended recipients, the MSRP switch MUST then the MSRP switch MUST generate a copy of the message/cpim message to each of those participants, including the sender of the message. This message SHOULD contain a copy of the contents of the received message/cpim message, particularly the MSRP switch MUST preserve the contents of the From and To headers. The MSRP switch SHOULD include a DateTime header in the message/cpim with an updated value of the date and time when the MSRP switch dispatched the message. Once done, the MSRP switch SHOULD create a new MSRP SEND request for each of the addressed participants and include the message/cpim message.

If the MSRP switch receives an MSRP SEND request that does not contain a message/cpim message, then it has been sent from a conference-unaware sender. The MSRP switch shall wrap the contents of the message in a message/cpim message. If the MSRP switch is aware of the sender’s nickname somehow, it should populate it in the From header of message/cpim, otherwise it should populate the SIP URI of the sender. The MSRP switch SHOULD set the To header to the SIP URI of the chat room. Then the MSRP switch MUST create and send an MSRP SEND request containing the message/cpim to each of the participants of the conference, including the sender.

5.4 Procedures at the recipient

Both conference-aware and conference-unaware participants will receive MSRP SEND requests that contains a message/cpim message from an MSRP switch. The From header contains the nickname of the contributor. The To and Cc headers contain the intended recipient list, which can either be the SIP URI of the chat room or sidebar chat room or sidebar chat room, or an IM URI containing the nickname.
of the intended recipient.

If the recipient is subscribed to the conference event package at the focus, he can map the nickname of the sender or intended recipients with a SIP URI, providing that such participant didn’t want to remain anonymous.

The DateTime header of the message/cpim contains the date and time at which the MSRP switch dispatched the message. This can be used to give an indication to the user.

In other cases the received message was sent by the recipient itself. This gives the user an indication of the place in the sequence of messages where his message was inserted.

6. Nicknames

A common characteristic of existing chat room servers is that participants have the ability to identify themselves with a nickname to the rest of the participants in a conference. This provides a layer of anonymity, whereby the user is authenticated and identified by the chat room server, but not by participants of the chat room.

A nickname is a string of characters that serves for the purpose of identifying a participant to the rest of the participants of the conference. A nickname can match the participant name, or identify any characteristic, but it can be any other string that is not associated with the participant at all. A nickname can be also a collection of characters that do not make sense in any language, as a mechanism to provide some anonymity of the nickname.

For the purpose of the chat room functionality, a nickname is also composed of a URI, which need not be a routable URI, nor it even need to be a SIP URI. The MSRP switch needs to map this kind of URIs to the actual MSRP URI of a participant. This allows to distribute private messages to participants that have not disclosed their SIP URI to the rest of the conference participants.

Users are allowed to choose any nickname of their wish when they join the conference. The only prerequisite is that the nickname is not already in used by another participant. The nickname ought to be unique within the set of conference managed by the focus. This property allows a participant to join several conferences hosted by the same focus and still keep the same nickname across all those conferences. Note that we don’t require a nickname to be globally unique, but just locally unique within the focus.

Nicknames are non-routable identifiers. A participant of a
conference cannot derive the SIP or MSRP URI, or the IP address out of the nickname chosen by another participant. Certainly the MSRP switch binds nicknames with their respective MSRP URIs, however, this binding exists only in the MSRP switch and is not visible to the participants of the chat room. This property allows also a participant to send a private instant message to a second participant who is identified only by her nickname.

6.1 Representation of a nickname

A nickname is syntactically defined as the combination of a display name and an IM URI. The IM URI [RFC3860] may be a non-routable URI, since the purpose of the URI is not to identify a SIP or MSRP entity. This avoids routing based on the contents of a nickname. A non routable URI may be created by appending ".invalid" to an existing domain name.

We define conventions that allow to a sender to include a nickname in the From, To or Cc headers of a message/cpim document. These headers are already defined in RFC 3862 [RFC3862] with the following syntax:

From-header = "From" "": " [ Formal-name ] "<" URI "">
To-header = "To" "": " [ Formal-name ] "<" URI "">
Cc-header = "cc" "": " [ Formal-name ] "<" URI "">

A non-routable IM URI follows the format of a Network Access Identifier (NAI) (RFC 2486) [RFC2486]. Appending the domain ".invalid" to a NAI can make it non-routable. We chose an IM URI rather than a SIP URI since the purpose of the URI is not to identify a SIP entity.

Examples of nickname:

"Prince of the snow" <im:johnny@example.com.invalid>

A nickname is scoped to be valid in the focus address space. The focus maintains a binding between nicknames and SIP URIs that allows to route private instant messages to the appropriate participant. However, this binding is not visible outside the focus, in particular, it is not visible to the participants of the conference.

We represent nicknames in the From, To and Cc headers in the message/cpim. If the message is addressed to the whole chat room, the To header of the CPIM message contains the chat room SIP URI. If the message is a private message addressed to a subset of the participants, To and Cc headers include the nicknames of each of the intended recipients. The following examples shows a CPIM private message sent from a participant to a subset of the conference.
This is an example of a private instant message.

In any case, the sender of the instant message always follows the procedures defined in MSRP [I-D.ietf-simple-message-sessions] to compose an MSRP SEND request.

6.2 Provision of nicknames

A participant of a conference controlled by a particular focus can setup his nickname by any means outside the scope of this document. For instance, the participant can log into a web page where he authenticates and sets up his nickname.

OPEN ISSUE: Do we need to provide a mechanism with SIP to negotiate nicknames?

7. IANA Considerations

This document does not include any IANA considerations.

8. Security Considerations

In general, messages sent to a multi-party session based messaging focus are not deem to expose any security threat. Nevertheless, if a participant wants to avoid eavesdropping from non authorized entities, it should send those messages a TLS [RFC2246] transport connection, as allowed by MSRP.
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