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Abstract
This document describes an implementation of the Path MTU Discovery (PMTUD) protocol for RTP sessions.
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1. Introduction

The Guidelines for Writers of RTP Payload Formats (RFC 2736, BCP 36 [RFC2736]) states in Section 4 that "[i]f a codec’s frame size is larger than the MTU, the payload format must not rely on IP fragmentation." Similarly, RFC 3550 [RFC3550] states that "...only the subset [of RR packets into one compound RTCP packet] that will fit into one MTU SHOULD be included in each interval."

These statements can be extended to the Path MTU, as fragmentation along the media path is no better than fragmentation on the first link-layer.

RTP and RTCP [RFC3550] were not designed with a mechanism to discover the Path MTU, so this document describes a way to add this capability by using the PMTUD protocol defined in [I-D.ietf-tram-stun-pmtud].

2. Overview of Operations

Multiplexing between RTP/RTCP packets and STUN packets is a well-known technique used for example to discover the IP address of a NAT [RFC5389] or to check connectivity [RFC5245].

The PMTUD mechanism for RTP/RTCP uses either the Simple Probing Mechanism described in Section 4.1 of [I-D.ietf-tram-stun-pmtud] or the Complete Probing Mechanism described in Section 4.2.

3. Terminology

The key words "MUST", "MUST NOT", "REQUIRED", "SHALL", "SHALL NOT", "SHOULD", "SHOULD NOT", "RECOMMENDED", "MAY", and "OPTIONAL" in this document are to be interpreted as described in [RFC2119].
4. Probe Support Signaling

Real-time media protocols (SIP [RFC3261], Jingle [XEP-0166]) that are using the Offer/Answer protocol [RFC3264] signals their support of this specification by the usage of an "a:x-pmtud" attribute in the SDP. This attribute can be used at the session-level or at the media-level.

An Offerer indicates the support of this specification by adding an "a:x-pmtud" attribute in the SDP sent. An Answerer receiving an SDP containing an "a:x-pmtud" attribute and supporting this specification can immediately start probing for the PMTU, as described in Section 5.2 of [I-D.ietf-tram-stun-pmtud]. Even if the SDP received by an Answerer does not contain an "a:x-pmtud" attribute, an Answerer supporting this specification MUST insert an "a:x-pmtud" attribute in the SDP it will send.

Realtime media protocols that support ICE [RFC5245] (i.e. WebRTC, in addition to the protocols listed above) MAY signal that a specific candidate support for this specification differs from what is declared at the session-level or media-level of the SDP by inserting an extension attribute with values "pmtud on" or "pmtud off" in the candidate line.

5. Path MTU Discovery Using the Simple Probing Mechanism

When initiating the Probe transactions, as described in Section 4.1 of [I-D.ietf-tram-stun-pmtud], the RTP/RTCP client MUST use the same IP address and port destination that are used as the destination for the RTP or RTCP packets.

The server side MUST be prepared to demultiplex the Probe Requests from the RTP/RTCP packets and other STUN messages.

6. Path MTU Discovery Using the Complete Probing Mechanism

When sending the Probe Indications, the RTP/RTCP client MUST use the same source IP address and port and same IP address and port destination that are used for the RTP or RTCP packets.

Any STUN message sent along the RTP/RTCP packets, like ICE connectivity checks, media keep-alive, or consent packets MUST be used to populate the identifier list described in Section 4.2.3 of [I-D.ietf-tram-stun-pmtud].

For a STUN message, the identifier is made up of the first 12 bytes of the Transaction ID.
For an RTP packet, the identifier is made up of the SSRC concatenated with the Sequence Number, for a total of 12 bytes.

For an RTCP packet, the identifier is made up of the Reporter SSRC concatenated with the last 4 bytes of the Extended Highest Sequence Number Received, for a total of 12 bytes.

7. Security Considerations
   TBD.

8. IANA Considerations
   TBD
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