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Abstract

The Session Initiation Protocol (SIP) allows for sessions to be redirected by the use of the 3xx response code. This response code allows redirect servers and proxies to redirect the session or for the message to be sent all the way back to the initiating client to recurse. There is no way to direct the domain responsible for the Request-URI to perform the redirection. This document defines a new response code that clients and redirect servers could use to ensure
that recursion take place within the domain responsible for the Request-URI rather than allowing the initiating client do perform the redirect.

Requirements Language

The key words "MUST", "MUST NOT", "REQUIRED", "SHALL", "SHALL NOT", "SHOULD", "SHOULD NOT", "RECOMMENDED", "MAY", and "OPTIONAL" in this document are to be interpreted as described in RFC 2119 [RFC2119].
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1. Introduction

The Session Initiation Protocol (SIP) (1) allows for sessions to be redirected by the use of the 3xx response code. The specification allows for the use of Redirect servers to push redirection information back to the client, similarly UAS’s may send back one or more alternate locations by sending back URI(s) in the Contact header. The clients upon receiving this response will build a target set and send a new request to the URI(s) in the set.

However there are many situations when the redirect server or UAS may not want the 3xx to be sent all the way back to the originating client, and the call to be recursed by a proxy within its domain. Some examples could include internally routable SIP URIs, restricted numbers, personal phone numbers including home and cellular phones. When service is provided by carriers (redirect to a PSTN leg, or a SIP URI provided by the service provider) there may be tolls associated with the forwarded leg. Rather than penalizing the UAC, it would be preferable if the toll for the forwarded leg be attributed to the forwarding server.

A final example to round up the motivation for this response code - SIP based call centers are becoming popular. These call centers may be geographically distributed to ensure 24/7 coverage and a single number or SIP URI is published. Redirect servers may employ a variety of techniques (including time-of-day routing) to send the call to the right call center - here too it is a requirement to perform recursion locally without having to send the redirection to the client. To remedy this situation, this document proposes a new response code, 303 Proxy Redirect.

2. Server Behavior

This section looks at the server that generates the new 303 Proxy Redirect response code. The INVITE from the originating client may land at either the UAS that represents the Request-URI or a redirect server within the domain responsible for the Request URI. As per (1) there is no real restriction on the URI format chosen - it could be tel:, fax:, mailto: etc

2.1. User Agent Servers

When an INVITE reaches the UAS (which may be a client representing the callee), the server may redirect the call to URI(s) of its choice. This document makes no recommendation on how this feature works from a User Interface perspective, and how the decision to recurse locally is arrived at. The UAS adds one or more URIs to the
Contact header of the 303 Proxy Redirect response and sends it back to the previous hop.

2.2. Redirection Servers

Redirection Servers are used to send back alternate locations by including one or more URIs in the Contact header field of a 3xx message. In this case the Redirection Server determines that this call is to be sent to an alternate destination that needs to be recursed within its domain. How the Redirect Server determines the need for local recursion is outside the scope of this document.

The Redirect Server adds one or more URI(s) to the Contact header of the 303 Proxy Redirect response and sends it back to the previous hop.

Question: RFC3261 indicates that the Redirect Server may actually perform the recursion - in which case the behavior will be that of the Proxy and is detailed in the next section.

3. Proxy Behavior

The Proxy receiving a 303 Proxy Redirect will typically be required to recurse on the URI(s) provided in the Contact header. However given that Proxies are already deployed there arise several alternatives:

- The receiving Proxy does not support 303 Proxy Redirect: in this case it should treat the 303 as a a generic 3xx message and follow behavior outlined in (1).

- The receiving Prosy supports 303 Proxy Redirect but is not able to perform recursion for some reason - must send a 404 Not Found back towards Originating client

- The receiving Proxy supports 303 Proxy Redirect and is able to perform recursion. The proxy incorporates the URIs from the Contact header in the 303 Proxy Redirect into a target set. The target set may include any other URIs that the proxy derives (example by contacting a location service) and generates a new request towards the URI(s) in the target set.

It may happen such that the Proxy in the domain responsible for the Request URI does not support 303, while the Proxy in the callers domain does. If the Proxy in the callers domain is stateless it may attempt to recurse on the URIs received in the 303 Proxy Redirect. Stateful Proxies may be able to avoid recursion, however the behavior
is not guaranteed.

**Question:** is it necessary to find a way to block this behavior i.e. find a way for a Proxy to figure that it is not responsible for the callee’s domain? A check of the To: header may not be sufficient and a new mechanism may be required.

### 3.1. Example Flow

This call flow follows the classic SIP Trapezoid as detailed in [1]

<table>
<thead>
<tr>
<th>ALICE’s Softphone</th>
<th>atlanta.com</th>
<th>biolox.com proxy</th>
<th>Bob’s phone</th>
<th>CAROL’s phone</th>
</tr>
</thead>
<tbody>
<tr>
<td>F1 INVITE</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>------------------</td>
<td>-------------</td>
<td>------------------</td>
<td>-------------</td>
<td>---------------</td>
</tr>
<tr>
<td>F2 INVITE</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>F3 INVITE</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>F4 303 Proxy Redirect</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>F5 181 Call Being Forwarded</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>F6 INVITE</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>F7 200 OK</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>F8 ACK</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

Note that Bob’s phone generates F4 303 Proxy Redirect. Bob’s proxy at biolox.com recurses on the Contact header within the 303 Proxy Redirect and sends the F6 INVITE to Carol’s phone. The F5 181 (Call is Being Forwarded) is optional.

### 4. Client Behavior

Though the 303 Proxy Redirect is expected to be handled by a Proxy in
the domain of the callee, there are circumstances under which the 303 may make it all the way back to the originating client. An example of such a situation is when intermediate Proxy does not support the 303 Proxy Redirect behavior. Upon receiving the 303 Proxy Redirect the client may include the URIs received in the Contact Header into a target set and recurse upon it.

As routing to some of these URIs may fail (example private/internally routable URIs) or an additional toll may be associated with this new session, it may be useful if some sort of warning or alert be provided to the user before proceeding to send a new request to addresses derived from the 303.

5. 303 Proxy Redirect

303 Proxy Redirect response code allows the client or redirect server the ability cause a proxy to retarget an INVITE, rather than send the INVITE all the way back to the calling UAC. Proxys that do not support 303 are expected to treat it as a generic 3xx as per behavior defined in (1).

6. IANA Considerations

This section registers a new SIP response code according to the procedures of RFC 3261. RFC Number: RFC XXXX [[NOTE TO IANA: Please replace XXXX with the RFC number of this specification]] Response Code Number: 303 Default Reason Phrase: Proxy Redirect

7. Security Considerations

TBD.

8. Changes from 00

The changes from the 00 version of the text:

- Added more verbiage around the motivation for this draft
- Clarified behavior for SIP entities that produce and consume the 303 Proxy Redirect
- Added call flows
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