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Abstract

[VPN] describes a method of providing a VPN service. That method allows a variety of different protocols to be used as the routing protocol between the Customer Edge (CE) router and the Provider Edge (PE) router. [OSPF-VPN] specifies the procedures which must be implemented within the Provider’s network when the PE/CE routing protocol is OSPF [OSPF], and the PE/CE link is not an area 0 link. This document specifies the additional, optional, procedures that must be implemented to support the case in which the PE/CE link is an area 0 link.
1. Specification of Requirements

The key words "MUST", "MUST NOT", "REQUIRED", "SHALL", "SHALL NOT", "SHOULD", "SHOULD NOT", "RECOMMENDED", "MAY", and "OPTIONAL" in this document are to be interpreted as described in RFC 2119.

2. Introduction

[VPN] describes a method of providing a VPN service. That method allows a variety of different protocols to be used as the routing protocol between the Customer Edge (CE) router and the Provider Edge (PE) router. [OSPF-VPN] specifies the procedures which must be implemented within the Provider's network when the PE/CE routing protocol is OSPF [OSPF], and the PE/CE link is not an area 0 link. This document specifies the additional, optional, procedures that must be implemented to support the case in which the PE/CE link is an area 0 link. Whereas the procedures of [OSPF-VPN] do not require any modifications to the OSPF protocol itself, the procedures specified herein do require a small OSPF protocol modification.

The procedures specified herein are optional, and are additional to the procedures specified in [OSPF-VPN].

CE routers, connected to PE routers of the VPN service, may themselves function as OSPF backbone (area 0) routers. An OSPF backbone may even consist of several "segments" which are interconnected themselves only via the VPN service. In such a scenario, full intercommunication between sites connected to different segments of the OSPF backbone should still be possible.
3. The VPN Backbone and Area 0

As specified in [OSPF-VPN], every PE attached to a particular OSPF network MUST be an OSPF area 0 router.

If the OSPF domain has any area 0 routers (other than the PE routers), then at least one of those MUST be a CE router, and MUST have an area 0 link to at least one PE router. This adjacency MAY be via an OSPF virtual link. This is necessary to ensure that inter-area routes and AS-external routes can be leaked between the PE routers and the non-PE OSPF backbone.

Two sites which are not in the same OSPF area will see the VPN backbone as being an integral part of the OSPF backbone. However, if there are area 0 routers which are NOT PE routers, then the VPN backbone actually functions as a sort of higher level backbone, providing a third level of hierarchy above area 0. This allows, e.g., a legacy OSPF backbone to become disconnected during a period of transition to a VPN, as long as the various segments of the OSPF backbone all attach to the VPN backbone.

As specified in [OSPF-VPN], VPN-IP routes received by a PE via BGP may cause the PE to send type 3 LSAs to a CE router. These type 3 LSAs may eventually be redistributed by another CE router to another PE router. If the link between the latter CE and the latter PE is not in area 0, then ordinary OSPF procedures cause those LSAs to be ignored, as in this case the PE is an ABR and an ABR does not forward type 3 LSAs that come from within a non-zero area. Once we allow PE/CE links to be within area 0, it is possible that one PE will turn a BGP-distributed VPN-IP route into a type 3 LSA, and another PE will turn that type 3 LSA back into a BGP-distributed VPN-IP route. If this is allowed, routing loops may form. A procedure is therefore defined in this document which prevents this from happening.

4. VPN-IP Routes Received via BGP

[OSPF-VPN] specifies various conditions under which the receipt of VPN-IP routes via BGP causes a PE to send a type 3 LSA to a CE.

When a type 3 LSA is sent over an area 0 link from a PE router to a CE router, the high-order bit of the LSA Options field (previously unused) MUST be set. We refer to this bit as the DN bit. On PE/CE links which are not in area 0, the DN bit MAY be set.

In all other respects, the procedures from [OSPF-VPN] section 4.2.4 are followed.
5. Handling LSAs from the CE

When a PE router receives, from a CE router, a type 3 LSA with the DN bit set, the information from that LSA is not used by the SPF computation.

In all other respects, the procedures from [OSPF-VPN] section 4.2.2 are followed.

6. Sham Links

Sham links may be created within area 0.
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