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Abstract

The Dynamic Host Configuration Protocol version 6[RFC3315] provides a framework for passing configuration information to hosts on a TCP/IP network. Entities using the Midcom Protocol need to know the presence of Midcom middleboxes, such as firewalls and network address translators, in order to enable communication across these devices. A DHCPv6 option provides a means for these entities to determine the Midcom middleboxes IPv6 address or the domain name.
1 Terminology

Midcom agent: As defined in [RFC3303], MIDCOM agents are entities performing ALG functions, logically external to a middlebox. MIDCOM agents possess a combination of application awareness and knowledge of the middlebox function. This combination enables the agents to facilitate traversal of the middlebox by the application's packets.

Midcom middlebox: A Midcom middlebox is a middlebox capable of performing Midcom functionality as in [RFC3304].

Middlebox: As defined in [RFC3303], a middlebox is a network intermediate device that implements one or more of the middlebox services. A network address translation middlebox (NAT) is a middlebox implementing a NAT service. A firewall middlebox is a middlebox implementing a firewall service.

In this document, the key words "MUST", "MUST NOT", "REQUIRED", "SHALL", "SHALL NOT", "SHOULD", "SHOULD NOT", "RECOMMENDED", "MAY", and "OPTIONAL" are to be interpreted as described in [RFC2119].

2 Introduction

Midcom as described in the RFCXXXX [MDCSEM], is a technique for dynamically configuring a middlebox. These are devices located in the path of two end-points which provide services such as firewall and network address translation. Midcom provides connectivity through Midcom middleboxes for protocols like a Session Initiation Protocol [RFC3261] which are normally broken when middleboxes are present in a network. In order to provide this connectivity, SIP entities can integrate a Midcom agent.

In a IPv6 network, a Midcom agent needs to know the IPv6 addresses or the domain name of the Midcom middleboxes present in the network in order to dynamically configure them. This document describes a DHCPv6 option intended for IPv6 networks which provides a means for Midcom agents to known the IPv6 addresses or the domain name of Midcom middleboxes.

3 Midcom Middlebox IP Address
A Midcom middlebox may have many IP addresses located in different domains as illustrated in figure 1. These addresses are defined in the Midcom semantics document [MDCSEM].

```
+----------+                                 +----------+
| internal | A0    A1 +-----------+ A2    A3 | external |
| endpoint +----------+ middlebox +----------+ endpoint |
+----------+          +-----------+          +----------+
```

Figure 1: Address tuples A0 - A3

- A0 - internal endpoint: address tuple A0 specifies a communication endpoint of a device within the internal network with respect to the middlebox.

- A1 - middlebox inside address: address tuple A1 specifies a virtual communication endpoint at the middlebox within the internal network. A1 is the destination address for packets passing from the internal endpoint to the middlebox, and is the source for packets passing from the middlebox to the internal endpoint.

- A2 - middlebox outside address: address tuple A2 specifies a virtual communication endpoint at the middlebox within the external network. A2 is the destination address for packets passing from the external endpoint to the middlebox, and is the source for packets passing from the middlebox to the external endpoint.

- A3 - external endpoint: address tuple A3 specifies a communication endpoint of a device within the external network with respect to the middlebox.

4 Midcom Middlebox DHCPv6 Option

The Midcom middlebox DHCPv6 option specifies a list of a 128-bit (binary) IPv6 addresses or, preferably, a DNS [RFC1035] domain name of the Midcom middleboxes that are present in a network. Midcom middlebox DHCPv6 option will thus use two DHCPv6 option numbers. No encoding mechanism will be used as in the DHCPv4 option for Midcom middlebox [DHCPV4MDC]. The first option is used to list Midcom middleboxes domain names and the second to list Midcom middleboxes IPv6 addresses. All implementations of the Midcom middlebox DHCPv6 option MUST implement both DHCPv6 option numbers.
4.1 Midcom Middlebox Domain Name List

Midcom middlebox DHCPv6 domain name list option (as illustrated in figure 1) specifies a list of Midcom middlebox domain names present in the network in order of preference.

The option number (OPTION_MIDCOM_DOMAIN) is TBD.

The parameter "option-length" is the length of the Midcom domain name list.

The "Midcom domain name list" contains a list of Midcom middlebox domain names present in the network which MUST be encoded following the section 3.1 of [RFC1035] and MUST NOT be stored in a compressed form according to section 4.1.4 of [RFC1035].

Domain names in messages are expressed in terms of a sequence of labels. Each label is represented as a one octet length field followed by that number of octets. Since every domain name ends with the null label of the root, a domain name is terminated by a length byte of zero. The high order two bits of every length octet must be zero, and the remaining six bits of the length field limit the label to 63 octets or less.

To simplify implementations, the total length of a domain name (i.e., label octets and label length octets) is restricted to 255 octets or less.

4.2 Midcom Middlebox IPv4 Address List

Dom
Midcom Middlebox DHCPv6 IPv6 address list option (as illustrated in figure 2) specifies a list of Midcom middlebox IPv6 addresses that are present in the network.

The option number (OPTION_MIDCOM_ADDR) is TBD.

The parameter "option-length" is the length of the Midcom middlebox IPv6 address list. This length MUST by a multiple of 16 (16*number of Midcom middlebox IPv6 Addresses).

The Midcom middlebox IPv6 address list is the list of Midcom middlebox IPv6 addresses that are present in the network. This list MUST define the addresses to use in order of preference.

5 Midcom Middlebox DHCPv6 Option Operation

Midcom middlebox DHCPv6 option defines two DHCPv6 options which MUST be implemented by DHCPv6 clients and servers. This section defines how these two options MUST interact.

5.1 Midcom Middlebox DHCPv6 Client Option Operation

A DHCPv6 client implementing a DHCPv6 Midcom middlebox option MUST be able to interpret both DHCPv6 options for Midcom middlebox domain name and IPv6 address list. This client MAY request either or both DHCPv6 "Option Request Option" (ORO) (see [RFC3315]) for Midcom middlebox domain names and IPv6 address list. In response to this request, a client MAY receive either or both DHCPv6 options for Midcom middlebox domain names and IPv6 addresses list. In the case where both lists are received, the client MUST use the domain name list first. It MAY only use the IPv6 address list in the case the Midcom middlebox domain can not be reached or resolved.
5.2 Midcom Middlebox DHCPv6 Server Option Operation

<table>
<thead>
<tr>
<th>Client request in ORO</th>
<th>Domain Name List</th>
<th>IPv6 Address List</th>
</tr>
</thead>
<tbody>
<tr>
<td>None</td>
<td>SHOULD</td>
<td>MAY</td>
</tr>
<tr>
<td>Midcom Domain Name List</td>
<td>SHOULD</td>
<td>MAY</td>
</tr>
<tr>
<td>Midcom IPv6 Address List</td>
<td>MAY</td>
<td>MUST</td>
</tr>
<tr>
<td>Both options</td>
<td>SHOULD</td>
<td>MAY</td>
</tr>
</tbody>
</table>

Table 1: DHCPv6 server response to ORO

A DHCPv6 server implementing DHCPv6 Midcom middlebox option MUST be able to interpret the "Option Request Option" (ORO) for both DHCPv6 option for Midcom middlebox domain names and IPv6 addresses list. This server MAY send one or both of the Midcom middlebox domain names or IPv6 addresses list according to the response table 1.

6 Security Considerations

The security considerations in the DHCPv6 [RFC3315] apply.

There is the possibility of an attack of the type "man in the middle" which can modify the response from the DHCP server in order to change the Midcom middlebox address. This could lead a Midcom agent to contact a dumb middlebox and create a Denial of Service for the Midcom agent. This situation can then lead to a potential opening of a pinhole from the dumb middlebox using the information sent from the Midcom agent.

7 IANA Considerations

IANA has assigned the number TBD for the Midcom middlebox domain name DHCPv6 option and the number TBD for the Midcom middlebox IPv6 address name option.
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