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Abstract

During the transition from IPv4 to IPv6 both protocols will be used simultaneously. Most nodes will support both protocols and will be able to communicate via both IPv4 and IPv6 transport. Problems arise when a node only supports IPv4 and it wants to communicate with a node that only supports IPv6. Translation between the two IP protocols might be needed in some cases. This memo discusses the problems involved in translation between IPv4 and IPv6.
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1. Introduction

During the transition from IPv4 to IPv6 both protocols will be used simultaneously. Most nodes will be able to communicate via both IPv4 and IPv6 transport (dual stack nodes). When communicating to a node that supports only one of the protocols, they choose that protocol. When communication via both protocols is possible, they usually default to IPv6. Problems arise when one node only supports IPv4 (IPv4-only) and the node it wants to communicate with only supports IPv6 (IPv6-only). In some cases the nodes can still communicate by using a proxy that supports both IPv4 and IPv6, e.g. by using an HTTP proxy for web traffic. If no such proxies are available and the nodes must communicate, translation between IPv4 and IPv6 could be used as a last resort. This memo discusses the problems involved with translation between IPv4 and IPv6.

2. Terminology

- IPv4-only node - A node that has an IPv4 stack and no IPv6 stack.
- IPv6-only node - A node that has an IPv6 stack and no IPv4 stack.
- dual stack node - A node that has both an IPv4 and an IPv6 stack. It may be connected to an IPv4 network, to an IPv6 network or to both.
- NAT - Network Address Translation. Usually, the translation between a private (RFC1918) IPv4 address and a globally routable IPv4 address and vice versa.
- NAT-PT - Network Address Translation, Protocol Translation. The translation between IPv4 addresses and semantically equivalent IPv6 address and vice versa.
- ALG - Application Level Gateway. A translator that knows how to translate the payload of traffic of a particular application when the payload contains IP addresses. Each application needs its own specific ALG.
- DNS-ALG - An Application Level Gateway for DNS.

3. Why is translation between IPv4 and IPv6 needed?

If one node only supports IPv4 and the other node only supports IPv6, no direct communication is possible. Fortunately, most nodes will be dual stack, which means they support both IP versions. However, nodes that are not upgraded yet support only IPv4. Problems arise...
when IPv6-only devices are introduced in the internet. Those devices can not communicate with IPv4-only nodes. When introducing such devices several questions should be asked.

- Is communication with IPv4-only devices needed or is it acceptable to support communication with dual stack and other IPv6-only nodes only.

- Is it possible to use dual stack proxies? E.g., IPv6-only appliances that offer web services can be reached via IPv4 transport by using dual stack HTTP proxies.

It should also be noted that IPv6-only nodes do not require translation to function. E.g., they can use DNS or email services when these services are setup with dual stack in mind. These issues are explained in [5] and [4]. For DNS resolving they can use a dual stack caching forwarder. For outgoing email they can use a dual stack mail drop. For incoming email they can use POP or IMAP via IPv6 transport to fetch their email from a central email server that receives email via IPv4 and IPv6 transport.

4. The basic elements of protocol translation

An obvious candidate for enabling communication between IPv4-only and IPv6-only nodes is NAT-PT [2]. The NAT-PT mechanism has two components, address and protocol translation as described in SIIT [1] and address discovery. Address and protocol translation is the processing of IP packets by a NAT; address discovery is the mechanism by which an IPv4-only or an IPv6-only node discovers the "translated address" to which packets should be sent. The NAT-PT specification proposes to solve address discovery by using a DNS-ALG, as specified in section 4 of NAT-PT [2].

5. The problems with translation between IPv4 and IPv6

Translation between IPv4 and IPv6 has many different problems. Some of these problems are summarized in the next sections. Section 5.1 summarizes the problems of NAT. Section 5.2 describes the problems with address discovery. Section 5.3 describes the scaling problems in large NAT setups.

5.1 The problems with address translation

Translation between IPv4 and IPv6 has all the problems of classic NAT as described in RFC 2993 [3].

- It breaks applications that have IP addresses in the payload. NAT only translates addresses in the IP headers, not in the payload.
ALGs must be used to translate addresses in the payloads. However, each application needs its own specific ALG. Therefore, it is hard to introduce new applications that need to use addresses in the payload of their packets.

- It breaks security protocols like IPsec and DNSSEC. The IPSec AH header contains a hash of the IP header. If the IP header is modified by the translator, the authenticity of the packet is lost. DNS-ALG cannot translate DNSSEC packets because it does not know the private key of the signature(s).

- It breaks IP multicast. Protocols like PIM, SDR, RTP, etc. have IP addresses in their payloads. NAT boxes need ALGs for all of these. Few if any NAT boxes support all the ALGs needed.

- It is a bottleneck and a single point of failure, because the NAT box needs to build state and therefore all the traffic must pass the NAT box.

5.2 The problems with address discovery

During the transition phase from IPv4 to IPv6 there will be IPv4-only, dual stack or IPv6-only nodes that want to communicate to other IPv4-only, dual stack or IPv6-only nodes. When both nodes do not speak the same version of IP, some translation will be needed. The table below shows the preferred version of IP address with respect to nodes A and B wanting to communicate with each other.
5.2.1 The problem of getting unwanted translated addresses

This section makes an important assumption: it assumes that the NAT-PT acts as a bridge between two networks, one IPv4-only and the other IPv6-only. As a result, the DNS-ALG will translate a DNS request for a AAAA record coming from the IPv6 node into a request for an A record, and vice versa. The problem is that address translation does not know if the traffic originates from an IPv4-only/IPv6-only node or from a dual stack node. When a dual stack node A wants to communicate with an IPv4-only node B, the dual stack node A gets either the IPv4 address of B (preferred) or an IPv6 address which is some kind of translation of the IPv4 address of B. This latter situation is not wanted, because it means unnecessary translation between IPv4 and IPv6. This is shown in the table below.

<table>
<thead>
<tr>
<th>+ A</th>
<th></th>
<th>dual stack</th>
<th>IPv6-only</th>
</tr>
</thead>
<tbody>
<tr>
<td>IPv4</td>
<td>IPv4</td>
<td>IPv4 or IPv6</td>
<td>IPv6</td>
</tr>
<tr>
<td>IPv6</td>
<td>t(IPv4)-&gt;IPv6</td>
<td>IPv6</td>
<td>IPv6</td>
</tr>
</tbody>
</table>

\[ t(IPv6)->IPv4 \] means that some translation is involved which produces some IPv4 address for an IPv6-only host.

\[ t(IPv4)->IPv6 \] means that some translation is involved which produces some IPv6 address for an IPv4-only host.
The boxes with XXX-es are the cases where address translation could result in unwanted translation.

5.2.2 The problem of getting AAAA answers for A queries

Within an IPv6 NAT-PT domain, an application asking for an A record could be returned a translated AAAA record.

RFC2766 [2] section 4.2:

"...the DNS-ALG on the NAT-PT device forwards the original AAAA/A6 query to the external DNS system unchanged, as well as an A query for the same node. If an AAAA/A6 record exists for the destination, this will be returned to NAT-PT which will forward it, also unchanged, to the originating host.

If there is an A record for Node-C the reply also returns to the NAT-PT. The DNS-ALG then, translates the reply adding the appropriate PREFIX and forwards it to the originating device with any IPv6 addresses that might have learned."

RFC2766 is not clear on how a DNS-ALG should treat answers to A queries made by nodes within the NAT-PT domain. As a matter of fact, one could fear that a careless DNS-ALG would also intercept them and translate them into a AAAA form. In other words, nodes asking for an A record could be returned a AAAA record. Although this may not be a problem for simple IPv6-only applications, it may be a concern for
applications that ‘walk through’ the DNS structure and may pass information to peers.

5.3 Scaling problems with NAT in large setups

In large networks NAT-PT and/or DNS-ALG boxes can become a serious single point of failure, a bottleneck and a Denial Of Service (DOS) target. It may be necessary to spread the NAT-PT and/or DNS-ALG among several boxes. However, this is a very complicated operation. The NAT-PT and/or DNS-ALG boxes need to build state about address mappings. The setup must be carefully chosen, so that packets that need to be translated are routed through the box that has the proper state.

6. IPv4 NAT or NAT-PT?

Nodes on an IPv6-only network that want to communicate with IPv4-only nodes do not necessarily need to use NAT-PT. If the nodes are dual stack, they can use IPv4-in-IPv6 tunneling through the IPv6-only network. In cases where there are only private IPv4 (RFC1918) addresses available, it still makes sense to use IPv4-in-IPv6 tunneling combined with classical IPv4 NAT, because there is extensive deployment experience with IPv4 NAT, but little experience with NAT-PT.

7. When is translation between IPv4 and IPv6 needed?

Some argue that IPv6-only devices will show up on a large scale soon because of new appliances that do not have enough memory to support both IPv4 and IPv6. Others argue that the cost of a dual or hybrid stack is not much more than that of an IPv6-only stack.

Others think translation is only needed in the final phase of the transition from IPv4 to IPv6. Eventually, almost all nodes will be IPv6 enabled and only a few legacy systems are still IPv4-only. When communicating with those legacy systems, translation might be needed.

8. Security Considerations

As described in section Section 5.1 NAT-PT breaks security protocols like IPsec and DNSSEC. Because all traffic needs to go through the NAT boxes, these boxes can become a target for a DOS attack.

Some argue that an advantage of NAT is that there is no traffic possible to an inside address/port until the NAT box has built state for that address/port combination. That is only partially true. As soon as the inside address/port has sent a packet outside, the NAT box has state for that address/port combination and that address/port
combination is globally reachable. For security reasons, it is much better to have a more controlled security mechanism.

A host inside a NAT-PT network when trying to traverse through the NAT box gets an global address. However, this host can send packets with different spoofed source addresses which will make the NAT box exhaust its address pool. In this case, no other legitimate hosts can communicate to the other side of the translator, because the translator has no more addresses to give. This can be a serious problem in large NAT-PT networks.
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