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Abstract

This document defines a new DNS Resource Record called "BNAME", which provides the capability to map itself and its subtree of the DNS name space to another domain. It differs from the CNAME record which maps a single node of the DNS name space, from the DNAME which maps the subtree of the DNS name space to another domain.
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1. Introduction

More and more internationalized domain name labels [RFC3490] appear in the DNS trees. Some labels [RFC3743] are equivalent in some languages. The internet users want them to be identical in the DNS resolution. For example, color.example.com==colour.example.com. The BNAME represents for bundle names. This document defines a new DNS Resource Record called "BNAME", which provides the capability to map an entire tree of the DNS name space to another domain. It means that the BNAME redirects both itself and its descendants to its owner. The DNAME [RFC2672] and [RFC2672bis] do not redirect itself, only the descendants. The domain name that owns a DNAME record is allowed to have other resource record types at that domain name. The domain name that owns a BNAME record is not allowed to have other resource record types at that domain name. A server MAY refuse to load a zone that has data at a sub-domain of a domain name owning a BNAME RR or that has other data except the BNAME at that name. BNAME is a singleton type, meaning only one BNAME is allowed per name.

1.1. Terminology

All the basic terms used in this specification are defined in the documents [RFC1034], [RFC1035] and [RFC2672].

2. Motivation

In some languages, some characters has the variants, which look differently or very similar but are identical in the meaning. For example, Chinese character U+56FD and its variant U+570B look differently, but are identical in the meaning. If Internationalized Domain Label" or "IDL" [RFC3743] are composed of variant characters, we regard this kind of IDL as the IDL variant. If these IDL variants are put into the DNS for resolution, they are expected to be identical in the DNS resolution. More comprehensible example is that we expect color.example.com to be equivalent with the colour.example.com in the DNS resolution. The BNAME Resource Record and its processing rules are conceived as a solution to this equivalence problem. Without the BNAME mechanism, current mechanisms such as DNAME or CNAME are not enough capable to solve all the problems with the emergence of internationalized domain names. The internationalized domain names may have alias or equivalence of the original one.

3. The BNAME Resource Record
3.1. Format

The BNAME RR has mnemonic BNAME and type code xx (decimal). It is not class-sensitive. Its RDATA is comprised of a single field, <target>, which contains a fully qualified domain name that must be sent in uncompressed form [RFC1035], [RFC3597]. The <target> field MUST be present. The presentation format of <target> is that of a domain name [RFC1035].

<owner> <ttl> <class> BNAME <target>

The effect of the BNAME RR is the substitution of the record’s <target> for its owner name, as a suffix of a domain name. This substitution has to be applied for every BNAME RR found in the resolution process, which allows fairly lengthy valid chains of BNAME RRs.

3.2. The BNAME Substitution

A BNAME substitution is performed by replacing the suffix labels of the name being sought matching the owner name of the BNAME resource record with the string of labels in the RDATA field. The matching labels end with the root label in all cases. Only whole labels are replaced.

3.3. The BNAME Rules

There are two rules which governs the use of BNAMEs in a zone file. The first one is that there SHOULD be no descendants under the owner of the BNAME. The second one is that no resource records can co-exist with the BNAME for the same name. It means that if a BNAME RR is present at a node N, there MUST be no other data at N and no data at any descendant of N. This restriction applies only to records of the same class as the BNAME record.

4. Query Processing

To exploit the BNAME mechanism the name resolution algorithms [RFC1034] must be modified slightly for both servers and resolvers. Both modified algorithms incorporate the operation of making a substitution on a name (either QNAME or SNAME) under control of a BNAME record. This operation will be referred to as "the BNAME substitution".
4.1. Processing by Servers

For a server performing non-recursive service steps 3.a, 3.c and 4 of section 4.3.2 [RFC1034] are changed to check for a BNAME record, and to return certain BNAME records from zone data and the cache. When preparing a response, a server performing a BNAME substitution will in all cases include the relevant BNAME RR in the answer section. A CNAME RR is synthesized and included in the answer section. This will help the client reach the correct DNS data. The provided synthesized CNAME RR, MUST have:

- The same CLASS as the QCLASS of the query,
- TTL equal to the corresponding BNAME RR,
- An <owner> equal to the QNAME in effect at the moment the BNAME RR was encountered, and
- An RDATA field containing the new QNAME formed by the action of the BNAME substitution.

The revised server algorithm is:

1. Set or clear the value of recursion available in the response depending on whether the name server is willing to provide recursive service. If recursive service is available and requested via the RD bit in the query, go to step 5, otherwise step 2.

2. Search the available zones for the zone which is the nearest ancestor to QNAME. If such a zone is found, go to step 3, otherwise step 4.

3. Start matching down, label by label, in the zone. The matching process can terminate several ways:
a. If the whole of QNAME is matched, we have found the node.

   If the data at the node is a CNAME, and QTYPE doesn’t match CNAME, copy the CNAME RR into the answer section of the response, change QNAME to the canonical name in the CNAME RR, and go back to step 1.

   If the data at the node is a BNAME, and QTYPE doesn’t match BNAME, copy the BNAME RR and also a corresponding, synthesized CNAME RR into the answer section of the response, change QNAME to the name carried as RDATA in the BNAME RR, and go back to step 1.

   Otherwise, copy all RRs which match QTYPE into the answer section and go to step 6.

b. If a match would take us out of the authoritative data, we have a referral.  This happens when we encounter a node with NS RRs marking cuts along the bottom of a zone.

   Copy the NS RRs for the subzone into the authority section of the reply.  Put whatever addresses are available into the additional section, using glue RRs if the addresses are not available from authoritative data or the cache.  Go to step 4.

c. If at some label, a match is impossible (i.e., the corresponding label does not exist), look to see whether the last label matched has a BNAME record.

   If a BNAME record exists at that point, copy that record into the answer section.  If substitution of its <target> for its <owner> in QNAME would overflow the legal size for a <domain-name>, set RCODE to YXDOMAIN [RFC2136] and exit; otherwise perform the substitution and continue.  The server SHOULD synthesize a corresponding CNAME record as described above and include it in the answer section.  Go back to step 1.

   If there was no BNAME record, look to see if the "*" label exists.

   If the "*" label does not exist, check whether the name we are looking for is the original QNAME in the query or a name we have followed due to a CNAME.  If the name is original, set an authoritative name error in the response and exit.  Otherwise just exit.
If the "*" label does exist, match RRs at that node against QTYPE. If any match, copy them into the answer section, but set the owner of the RR to be QNAME, and not the node with the "*" label. Go to step 6.

4. Start matching down in the cache. If QNAME is found in the cache, copy all RRs attached to it that match QTYPE into the answer section. If QNAME is not found in the cache but a BNAME record is present at QNAME, copy that BNAME record into the answer section. If there was no delegation from authoritative data, look for the best one from the cache, and put it in the authority section. Go to step 6.

5. Use the local resolver or a copy of its algorithm (see resolver section of this memo) to answer the query. Store the results, including any intermediate CNAMEs and BNAMEs, in the answer section of the response.

6. Using local data only, attempt to add other RRs which may be useful to the additional section of the query. Exit.

Note that there will be at most one ancestor with a BNAME as described in step 4 unless some zone’s data is in violation of the no-descendants limitation in section 3. An implementation might take advantage of this limitation by stopping the search of step 3c or step 4 when a BNAME record is encountered.

4.2. Processing by Resolvers

A resolver or a server providing recursive service must be modified to treat a BNAME as somewhat analogous to a CNAME. The resolver algorithm of [RFC1034] section 5.3.3 is modified to renumber step 4.d as 4.e and insert a new 4.d. The complete algorithm becomes:
1. See if the answer is in local information, and if so return it to the client.

2. Find the best servers to ask.

3. Send them queries until one returns a response.

4. Analyze the response, either:
   
a. if the response answers the question or contains a name error, cache the data as well as returning it back to the client.

b. if the response contains a better delegation to other servers, cache the delegation information, and go to step 2.

c. if the response shows a CNAME and that is not the answer itself, cache the CNAME, change the SNAME to the canonical name in the CNAME RR and go to step 1.

d. if the response shows a BNAME and that is not the answer itself, cache the BNAME. If substitution of the BNAME’s <target> for its <owner> in the SNAME would overflow the legal size for a <domain-name>, return an implementation-dependent error to the application; otherwise perform the substitution and go to step 1.

e. if the response shows a server failure or other bizarre contents, delete the server from the SLIST and go back to step 3.

A resolver or recursive server which understands BNAME records but sends non-extended queries MUST augment step 4.c by deleting from the reply any CNAME records which have an <owner> which is a subdomain of the <owner> of any BNAME record in the response.

5. IANA Considerations

IANA is requested to assignment the number to XX.

6. Security Considerations

There will have more discussions related to DNSSEC [RFC4033], [RFC4034] and [RFC4035]in the future version.
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